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1. Introduction

« L’avénement de la société de [’information et [’adoption progressive et massive des
technologies qui la sous-tendent, a savoir les technologies de ['information et de la
communication (TIC), ont eu un impact important sur le systeme de soins et plus largement sur
’ensemble du systéme de santé »°. En effet, les TIC ont contribué a I’avancée de la recherche
médicale et I’innovation. La digitalisation de la santé permet désormais 1’amélioration de la
communication entre les professionnel.le.s de la santé® et/ou avec les patient.e.s et d’assurer

une meilleure gestion des données médicales et des dossiers des patient.e.s’.

C’est dans un tel contexte que, suite a de nombreuses discussions et stratégies, le dossier
¢lectronique des patient.e.s (DEP) est finalement introduit et mis en ceuvre par le 1égislateur,
notamment grace a la Loi fédérale sur le dossier électronique du patient du 19 juin 2015 (LDEP)

adoptée en 2015 et ses ordonnances d’exécution.

Véritable outil d’information et de coordination entre les acteurs.rices de soins et les patient.e.s,
le DEP permet de suivre et de comprendre le parcours médical du/de la patient.e de manicre
économique, rapide et sécurisée, mais aussi de manicre efficace puisque les données sont
théoriquement mises a jour en temps réel. La prise en charge du/de la patient.e serait optimale,
réduisant au passage certaines erreurs médicales. De plus, 1’outil est en phase avec le
mouvement de patient empowerment® puisqu’il favorise la transparence, encourage
I’autonomie des patient.e.s et pourrait méme devenir un vecteur important pour la médecine

personnalisée’.

Malgré les avantages conséquents que le DEP pourrait représenter en Suisse, celui-ci ne
rencontre pas le succes attendu'®. A la fin de 1’année 2023, environ 30'000 DEP seulement

étaient ouverts'!. Face a ce constat d'échec, le Conseil fédéral a repris les choses en mains. La

> ERARD, Le secret médical, N 98 ; BURGAT, N 19ss.

6 Cf. Foppa, p. 112. La collaboration entre les professionnel.le.s de la santé est nécessaire, notamment parce que
I’espérance de vie a augmenté, mais cela a pour corollaire un nombre croissant de maladies liées au vieillissement
de la population.

7 SCHWEIZER, pp. 204ss.

$ BUGMANN, p. 247.

® Pour approfondir le sujet de la santé personnalisée, c¢f. BARAZETTI ET AL., pp. 230s. Notons toutefois que les
auteurs et autrice sont des professionnel.le.s des sciences de la santé, et non du domaine juridique.

19 ERARD, Nouveau DEP.

1 Cf. Interview de M. Rohrer (Q1) et OFSP, Le DEP. Selon ces deux derniéres sources, 19 500 DEP étaient ouverts
mi-avril 2023 en Suisse et, fin novembre 2023, ce chiffre est passé a 33'500 DEP.



LDEP fera ainsi I'objet d'une révision partielle dont I’entrée en vigueur est prévue pour la fin

de cette année, suivie d'une refonte totale prévue pour 2028.

A travers ce travail de recherche, nous nous demanderons dans quelle mesure le DEP est freiné
dans son essor en abordant les différentes difficultés liées au DEP et nous chercherons des pistes
de réflexion pour surmonter lesdites difficultés afin de favoriser la pleine réalisation de cet outil
qui pourrait s’avérer prometteur sur de nombreux points. Apres cette bréve introduction
¢tablissant le cadre de nos discussions (I.), nous ferons un ¢état des lieux des fondements du
DEP en Suisse (II.). Pour ce faire, nous tenterons notamment de comprendre les influences
politiques et juridiques encadrant notre sujet. Le coeur du travail sera consacré aux défis
existants face au DEP, principalement du point de vue des patient.e.s (III.). Nous aborderons
divers défis, notamment ceux liés au consentement et a la protection des données des patient.e.s.
Puis, nous analyserons des perspectives d’évolution du DEP et nous tenterons d’esquisser des
solutions (IV.), celles-ci notamment en lien avec les projets de révision en cours, et nous

terminerons par une conclusion (V.).

Ce travail se focalise sur quelques aspects essentiels du DEP, offrant ainsi une compréhension
approfondie de la situation et des défis rencontrés, sans prétendre a une couverture exhaustive
de tous les aspects. Certains points seront abordés plus concisément que d'autres, en fonction

de leur pertinence et des délimitations établies ci-dessous.

Dans ce travail, nous ne nous pencherons pas sur les problématiques relatives aux questions
économiques, aux colts et au financement du DEP. Cependant, il faut noter que ces aspects
revétent une importance significative, notamment en raison des montants importants déja
investis'2. Nous n’aborderons pas non plus les aspects techniques et les détails informatiques,

ils demeurent toutefois également importants dans le cadre du DEP.

Enfin, a titre informatif, nous souhaitons préciser qu’il peut arriver que certains termes figurent
uniquement au masculin, conformément a I'usage de 1'auteur.rice ou aux conventions présentes
dans les documents officiels. Cette terminologie englobe sans aucun doute les femmes dont leur
implication n’est pas exclue dans le sujet traité. A noter que le DEP est habituellement désigné

sous le nom de « dossier électronique du patient » dans la plupart de la littérature et des

12 Cf. OFDEP notamment.



documents officiels, mais par souci d'inclusivité, nous avons choisi de l'appeler « dossier
¢lectronique des patient.e.s » exception faite des citations auquel cas nous avons repris la

formulation de l'auteur.rice.



I1I. Fondements

a. Définitions et bréves explications

Le DEP est un nouvel instrument permettant au/a la patient.e et aux professionnel.le.s de la
santé autorisé.e.s d'accéder a distance et en tout temps a des informations spécifiques extraites
de son dossier médical'®. La LDEP le définit comme étant un « dossier virtuel permettant de
rendre accessibles en ligne, en cas de traitement concret, des données pertinentes pour ce
traitement qui sont tirées du dossier médical d’un patient et enregistrées de maniere
décentralisée ou des données saisies par le patient lui-méme » (art. 2 let. a LDEP). Le DEP est
donc un dossier dynamique et virtuel'* ; dynamique car il est créé a nouveau a chaque requéte!’”
et virtuel car il ne contient aucun document, uniquement des liens par lesquels les documents
médicaux disponibles pour un.e patient.e dans divers systémes de stockage de données
décentralisés peuvent étre récupérés!S. Par ailleurs, le/la patient.e peut également choisir

d’ajouter des informations médicales pertinentes'” dans son DEP.

L’art. 1 al. 3 LDEP précise que le DEP «vise a améliorer la qualité de la prise en charge
médicale et des processus thérapeutiques, a augmenter la sécurité des patients, a accroitre
Iefficacité du systeme de santé ainsi qu’a encourager le développement des compétences des
patients en matiere de santé ». En d'autres termes, le DEP vise a centraliser les informations
médicales pertinentes concernant une personne afin d’assurer I’optimalité de la chaine de soins
de maniére sire, rapide et efficace!®. De plus, en donnant aux patient.e.s un accés plus facile a
leurs propres données de santé, le DEP favorise leur participation active dans leur propre prise

en charge médicale.

Il convient également ici de ne pas confondre le DEP (systéme secondaire) avec le dossier
médical classique!®. Ce dernier, qu’il soit électronique ou non, est nommé systéme primaire et

contient tous les documents concernant un.e patient.e?. En effet, il ressort du Message de 2013

13 ERARD, Le dossier électronique du patient, p. 219 ; FF 2013 4747, p. 4795.

4 WIDMER, Das elektronische Patientendossier, p. 767.

15 Ibidem.

16 WIDMER, Das elektronische Patientendossier, p. 767; FF 2013 4747, p. 4760.

17 Au sujet de la pertinence, cf. Infra, 111. sur les droits d’acces.

18 FF 2013 4747, p. 4753 ; voir également le point suivant (« b. Développements politiques ») pour plus de
précisions sur les motivations ayant conduit au DEP.

19 ERARD, Le secret médical, N 142.

20 ERARD, Le dossier électronique du patient, p. 221.



relatif a la LDEP que le but du DEP n’est pas de reprendre le dossier médical mais simplement
les informations utiles pour la continuité de la prise en charge du/de la patient.e telles que les
lettres de sorties, les ordonnances ou encore les radiographies?!'. Ainsi, le DEP est un dossier
médical virtuel qui contient uniquement « des liens vers les lieux d’hébergement de certaines
informations tirées du ou des dossier(s) primaire(s) »*2. A ce titre, il ne remplace aucunement
le dossier médical ordinaire?’. En effet, « la loi n’autorise pas a mettre des documents a

disposition du DEP sans qu’ils soient stockés dans le systéme de stockage primaire »**.

L’art. 2 let. b LDEP définit le/la professionnel.le de la santé comme étant un « professionnel du
domaine de la santé reconnu par le droit fédéral ou cantonal qui applique ou prescrit des
traitements médicaux ou qui remet des produits thérapeutiques ou d’autres produits dans le
cadre d’un traitement médical ». Pour répondre a cette définition, deux critéres cumulatifs sont
nécessaires ; il faut d'abord, étre reconnu.e comme professionnel.le de la santé par la 1égislation
fédérale ou cantonale ; ensuite, étre un.e professionnel.le pratiquant ou prescrivant des
traitements médicaux et/ou délivrant des produits a cette fin*. Cette définition vise un large
cercle de professionnel.le.s qui, dans les faits, ne sont soumis a aucune base légale commune?®.
C'est donc pour pouvoir couvrir tou.te.s ces différent.e.s professionnel.le.s de la santé que le

législateur a été contraint de fournir une définition aussi large.

S’agissant des auxiliaires tel.le.s que les secrétaires, ils/elles n’entrent pas dans cette définition
de professionnel.le.s de la santé. Cependant, étant donné qu’ils/elles travaillent au nom d’un.e
professionnel.le et sous sa responsabilité, le droit d'exécution permet aux auxiliaires d'accéder

au DEP avec les mémes droits d'accés que le/la professionnel.le de santé responsable?’.

Le traitement médical, quant a lui, désigne « tout acte exécuté par un professionnel de la santé
dans le but de guérir ou de soigner un patient ou de prévenir, dépister ou diagnostiquer une
maladie ou d’en atténuer les symptomes » (art. 2 let. ¢ LDEP). Etant donné que pour étre

reconnu.e.s en tant que professionnel.le.s de la santé au sens de la LDEP, ils/elles doivent étre

2L FF 2013 4747, pp. 4755 et 4797 ; FELLMANN/ODERMATT, N 10. L’article parle de « traitement ultérieur »
(« Weiterbehandlung »).

22 BERARD, Le dossier électronique du patient, p. 221.

2 Ibidem.

24 ERARD, Le secret médical, N 143 ; art. 2 let. a LDEP.

23 ERARD, Le secret médical, N 147.

26 Idem, N 145.

27 Idem, N 150.



impliqué.e.s dans un traitement médical, la définition de ce dernier se veut également
volontairement large?®. Précisons encore que la notion exclut les médecins-conseils des

assurances-maladies, les expert.e.s Al, les assistant.e.s sociaux/sociales, etc.?’.

Puis, il convient de définir les communautés (de référence), également appelées « fournisseurs
de DEP », et de distinguer les communautés des communautés de référence. Les communautés
sont des « regroupements de cabinets médicaux, de pharmacies, d’hopitaux ou d’organisations
de soin et d’aide a domicile »*°. La loi définit une communauté comme étant une « unité
organisationnelle de professionnels de la santé et de leurs institutions » (art. 2 let. d LDEP)
tandis qu’une communauté de référence désigne une « communauté chargée de tdaches
supplémentaires » par rapport a une communauté (art. 2 let. ¢ LDEP et art. 14 ODEP). Les
patient.e.s doivent s’affilier obligatoirement a une communauté de référence’’. A I'heure
actuelle®?, il existe huit communautés (de référence)?3, suscitant un dilemme entre la possibilité
de réduire et de concentrer les ressources (centralisation) afin de minimiser les colts ou alors
de maintenir une offre variée qui favorise une situation concurrentielle’*. Les communautés de
références sont les suivantes : Sanela (communauté de référence de La Poste), Abilis SA,
Associazione e-Health Ticino, CARA, Mon Dossier Santé, eSANITA et emedo’. A noter que
ce dernier porte le nom de eHealth Aargau lorsqu’il s’agit de la plateforme pour les
professionnel.le.s de la santé*®. De plus, il existe encore ADSwiss qui est une communauté.

Toutes les communautés (de référence) mentionnées sont certifiées?’.

Le moyen d’identification électronique (MIE) est utilis¢ pour authentifier 1’identité d’un.e
utilisateur.rice et ce, de manicre fiable. Il fonctionne comme une carte d'identité électronique
permettant aux patient.e.s ou aux professionnel.le.s de la santé de confirmer leur identité

lorsqu'ils/elles accédent au DEP via un portail dédié*®. Les moyens d’identification électronique

B FF 4747, p. 4798 ; ERARD, Le secret médical, N 149.

29 ERARD, Le secret médical, N 149.

30 OFSP, Communiqué DEP : qualité et sécurité.

31 SPRECHER/HOFER, p. 55 ; ERARD, Le dossier électronique du patient, p. 222.
32 Etat au 8 avril 2024.

33 EHEALTH SUISSE, Communauté.

3% CONSEIL FEDERAL, Rapport Wehrli, p. 7. Cf. Infra, IV. sur la révision totale.
35 EHEALTH SUISSE, Communauté.

36 Ibidem.

37 Ibidem.

38 OFSP, Identité électronique.



sont fournis par des éditeurs certifiés®®. Ceux-ci, appelés « éditeurs de moyens d’identification »

sont des « services d’authentification de personnes physiques sur Internet »*°.

Enfin, par « eHealth », il faut comprendre « | 'utilisation des technologies de l'information et de
la communication (TIC) pour [l’organisation, le soutien et la mise en réseau de tous les
processus et participants du systéme de santé »*'. A ne pas confondre avec le groupe « eHealth

Suisse » qui est I’organe suisse de coordination Confédération-cantons en matiére de eHealth*?.

A présent que les termes ont été clairement définis, notre attention se portera sur l'examen de

la structure, soit de 1’architecture, du DEP.

b. Architecture

Pour saisir le fonctionnement du DEP, il est nécessaire de se pencher sur sa structure.

Le DEP repose en partie sur un systéme d’archivage* qui comprend, entre autres, la
décentralisation d'une partie de son infrastructure de gestion ainsi que la possibilité
d'externaliser le stockage de certaines données de santé des patient.e.s*. Ainsi, le DEP est un
« systéme décentralisé de gestion des documents »**, en ce sens que les données de santé saisies

ne sont pas centralisées*S.

Si le choix du systéme décentralis¢ s’explique notamment « par le partage complexe des
compétences entre la Confédération et les cantons en matiere de gestion de données de
santé »*7, il est également motivé par le désir de capitaliser sur les expériences locales et éviter
des projets trop ambitieux*s. Les différentes parties prenantes ont ainsi une certaine latitude
dans la réalisation de leurs tAches*®. Par ailleurs, a I’étranger, il a été observé que les projets

trop complexes et ambitieux rencontraient des échecs™.

39 OFSP, Identité électronique.

40 EHEALTH SUISSE, Architecture détaillée, p. 3.

41 OFSP, Communiqué Projet eHealth ; BURGAT, N 16ss.

42 OFSP, Communiqué Avant-projet LDEP ; FF 2013 4747, p. 4773.

4 FMH, Dossier électronique du patient.

4 ERARD, Le dossier électronique du patient, p. 220 ; WIDMER, Das elektronische Patientendossier, p. 770.
45 EHEALTH SUISSE, Architecture détaillée, p. 3 ; ERARD, Le dossier électronique du patient, p. 222.
46 ERARD, Le secret médical, N 137.

47 [bidem.

48 [bidem.

49 ERARD, Le secret médical, N 137.

S0FF 4747, p. 4758 ; ERARD, Le secret médical, N 137.



Le DEP est donc construit sur des ¢léments centraux de la Confédération ainsi que de plusieurs
communautés (de référence) censées étre interconnectées entre-elles’'. A ce sujet, eHealth
Suisse a recensé les systémes dont le DEP est composé et leurs fonctions précises>?. En résumé,
il y a d’abord les éditeurs de moyens d’identification qui sont des services d’authentification de
personnes physiques en ligne (patient.e.s, professionnel.le.s, etc.). Ces éditeurs permettent aux
personnes physiques de s’affilier 4 une communauté ou communauté de référence (de référence
pour les patient.e.s)>*. Les communautés (de référence) doivent pouvoir communiquer entre
elles. Il y a ainsi une gestion partagée des données*. Cela se fait via les services centraux de la
Confédération, ceux-ci sont des « services mettant a disposition les données utilisées par toutes
les communautés (de référence) »*°. Le DEP de chaque personne comprend un registre de
documents qui agit comme une liste de références ne contenant pas directement les informations
médicales mais qui, par le biais de liens, renvoie vers les différents emplacements ou les
informations sont stockées>®. Enfin, parallélement a ce systéme, il y a les « systémes affiliés des
professionnels de la santé et de leurs établissements » qui comprennent notamment les

systémes primaires>’.

Nous souhaitons mentionner que les communautés (de référence) ne sont pas interopérables
pour le moment®®. L’interopérabilité est « la capacité que possédent des systémes techniques
différents et congus indépendamment les uns des autres a échanger des informations »°. En
effet, il semblerait que la connexion des plateformes pourrait causer des vulnérabilités en termes
de protection des données®. Certaines communautés ont donc fait le choix de préserver la
sécurité!. Cependant, il est nécessaire de noter interopérabilité la perti éme d
.Cep , que sans interopérabilité la pertinence méme du

DEP est compromise®?,

Sl EHEALTH SUISSE, Architecture détaillée, p. 3.

32 Ibidem.

33 Ibidem.

54 FF 2013 4747, p. 4759.

55 EHEALTH SUISSE, Architecture détaillée, p. 3 ; WIDMER, Das elektronische Patientendossier, p. 770.
56 ERARD, Le secret médical, N 143 ; FF 2013 4747, p. 4760.

57 EHEALTH SUISSE, Architecture détaillée, p. 3.

58 Cf. VOLERY/VON WYSS, Interopérabilité et VOLERY/VON WYsS, Un défaut de tragabilité.

59 FF 2013 4747, p. 4757.

%0 VOLERY/VON WYSS, Un défaut de tragabilité.

o1 Ibidem.

62 Dans le méme sens, cf. Interview de M. Wehrli (Q 2, 4, 5 et 10). Précisons que M. Wehrli est membre du conseil
d’administration d’Abilis qui est une communauté interopérable.



Si nous avons tenté ici de définir et d'expliquer brievement les éléments essentiels et le systeme
du DEP, il sied de relever que, pour y arriver, le sujet a suscité différents débats et a fait 1’objet

de nombreux développements politiques et juridiques.

c. Développements politiques et juridiques

Le DEP a été largement discuté et débattu au niveau politique, aussi bien au Parlement que par
le Conseil fédéral, suscitant d'innombrables ajustements et développements. L’introduction du
DEP s’est ainsi réalisée de manicre progressive. Dans cette présentation, nous souhaitons

retracer 1'historique ainsi que les développements politiques et juridiques pertinents.

A titre préliminaire, il faut savoir qu’avant le DEP tel que nous le connaissons plus ou moins
de nos jours, des tentatives antérieures ont échoué. En effet, par exemple, autour des années
2000, le Programme UNIT des hopitaux universitaires de Suisse a étudié la possibilité¢ d’un
dossier médical partagé dans le cadre du projet « Dossier patient 2003 », en vain. Les intéréts
spécifiques étaient divergents, rendant le consensus entre les hopitaux difficile®®. « Sans
coordination ni pilotage, des solutions publiques ou privées présentant un degré insuffisant

d’interopérabilité risqueraient d’étre mises en ceuvre »%*,

S’agissant du DEP a proprement parler, il faut tout d’abord noter que malgré son niveau avancé
de développement, la Suisse constate dans les années 2000 un retard dans le domaine des
services ¢lectroniques de santé (eHealth) par rapport a d'autres nations étrangeres, en partie a
cause de son systéme fédéraliste®®. Pour y remédier, le Conseil fédéral charge en janvier 2006
le Département fédéral de l'intérieur (DFI) d'élaborer un concept de stratégie nationale

« stratégie eHealth », accompagné de ses mesures d'application, d'ici la fin de 1'année®.

Fin 2006, le Conseil fédéral est informé du projet de stratégie nationale « eHealth » par le DFI
¢laboré en collaboration avec I'Office fédéral de la santé publique (OFSP), I'Office fédéral de
la communication (OFCOM) et la Conférence des directrices et directeurs cantonaux de la santé

(CDS)®’. Le DFI a alors auditionné les milieux intéressés début 2007 afin de présenter la

3 OFSP, Stratégie 2007, p. 27.

% FF 2013 4747, p. 4757.

5 OFSP, Communiqué Projet eHealth.
8 Ihidem.

7 Ibidem.



stratégie au Conseil fédéral pour une décision définitive. Cette stratégie vise a garantir « /’acces

a un systéme de santé de qualité, efficient, siir et avantageux financiérement »°8.

En 2007, la Stratégie Cybersanté (eHealth) Suisse énonce 1’objectif de permettre aux patient.e.s
d’autoriser aux professionnel.le.s de la santé de leur choix a accéder « a tout moment et en tout
lieu » a des informations pertinentes sur sa personne et ainsi bénéficier de soins®. Ladite
stratégie précise que les TIC seront utilisées pour « assurer la mise en réseau des acteurs du
systéme de santé et a créer des processus de meilleure qualité, plus sirs et plus efficaces »"°.
Elle met I’accent sur trois domaines parmi lesquels le DEP. Sur ce point, le but est I’¢laboration
progressive d’un DEP pour chaque patient.e car « [I] objectif d’un systeme de santé plus
efficient, de meilleure qualité et plus sir ne peut en effet étre atteint que si les fournisseurs de
prestations peuvent accéder en tout lieu et a tout moment aux informations concernant les
traitements de leurs patients »"'. 1l est précisé que le dossier doit étre élaboré de maniére a
garantir la sécurité, la protection des données et le contrdle de celles-ci, tout en assurant le
respect des droits de la personnalité’?. En juin 2007, cette stratégie est validée par le Conseil
fédéral pour la période s'étendant de 2007 a 201573. Depuis, elle est mise en ceuvre en

partenariat avec les cantons’.

En octobre 2009, dans un but de continuation de la stratégie eHealth, le Conseil fédéral mandate
le DFI pour présenter d'ici fin 2010 un avant-projet des bases 1égales nécessaires en matiere de
cybersanté et un rapport explicatif. Ces bases doivent offrir a tous les intervenants un cadre

cohérent pour les diverses questions qui pourraient se poser dans le domaine>.

Fin 2009, le DFI constitue un « Groupe d'experts cybersanté » chargé notamment de distinguer
les domaines devant étre réglementés par la Confédération et ceux par les cantons, tout en
examinant la pertinence d’une nouvelle base constitutionnelle en vue d'instaurer une

réglementation fédérale compléte sur la cybersanté’®,

% OFSP, Communiqué Projet eHealth.

% OFSP, Stratégie 2007, p. 3.

0 Ibidem.

"I OSFP, Communiqué Projet eHealth.

2 Ibidem.

73 OFSP, Communiqué Adoption stratégie eHealth.

4 OFSP, Communiqué Mandat DEP.

5 OFSP, Communiqué Poursuite stratégie eHealth.

76 OFSP, Projet 1égislatif 2010-2017 ; FF 2013 4747, p. 4771.
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Fin 2010, le Conseil fédéral mandate le DFI pour élaborer d'ici septembre 2011 les bases 1égales
en vue de I'introduction d’un DEP, afin d'améliorer la qualité des soins et de renforcer la

sécurité des patient.e.s”’.

En septembre 2011, le Conseil fédéral entame la consultation sur l'avant-projet de loi sur le
dossier électronique du patient, jusqu'au 20 décembre 201178, 11 est précisé que la loi ne traitera
pas de la transmission des données aux assurances maladie’. Tous les cantons et environ 70
organisations politiques, économiques et de santé participent a la procédure de consultation et
expriment un large consensus a I’avant-projet de la loi sur le DEP, qui se concentre sur
I’essentiel sans aborder les détails technologiques®’. Partant, en avril 2012, le Conseil fédéral
charge le DFI d'¢laborer le projet de loi et le message y relatif, d'ici la fin de 1'année, en prenant

en compte les résultats de la consultation®!.

Début 2013, le Conseil fédéral adopte la stratégie Santé2020 qui souhaite renforcer 1’utilisation
de la cybersanté®?. La mise en ceuvre du DEP se présente comme un élément clé pour atteindre
cet objectif®3. En mai 2013, la Conseil fédéral approuve le projet de loi et le soumet au
Parlement avec le message correspondant, le caractére facultatif du DEP pour les patient.e.s est
notamment mis en évidence®*. Le financement est également abordé, avec une allocation de 30
millions de francs sur trois ans de la Confédération, a condition que les cantons y contribuent
pour un méme montant®>,

Le 19 juin 2015, la loi fédérale sur le dossier électronique du patient (LDEP) est adoptée en
majorité par le Parlement (45 voix contre 0 au Conseil des Etats, 189 voix contre 5 au Conseil

national)®¢. En novembre 2015, le dialogue « Politique nationale de la santé » (PNS)?” exprime

"7 OFSP, Communiqué Mandat DEP ; OFSP, Projet législatif 2010-2017.

8 OFSP, Communiqué Avant-projet LDEP ; OFSP, Projet législatif 2010-2017.

7 OFSP, Communiqué Avant-projet LDEP.

80 FF 2013 4747, p. 4780 ; OFSP, Communiqué Mandat Message LDEP.

81 OFSP, Communiqué Mandat Message LDEP ; OFSP, Projet 1égislatif 2010-2017.

82 DF1, Santé2020, pp. 11s.

8 OFSP, Communiqué DEP : qualité et sécurité.

8 Idem ; OFSP, Projet législatif 2010-2017.

85 OFSP, Communiqué DEP : qualité et sécurité.

8 OFSP, Communiqué DEP : mise en ceuvre.

87 11 s’agit d’un projet regroupant plusieurs acteurs permettant d'aborder ensemble les questionnements posés au
sujet du systeme de santé suisse. Pour plus d’information, se référer notamment a la « Convention entre la
Conférence suisse des directrices et directeurs cantonaux de la santé (CDS) et la Confédération suisse
(Confédération) représentée par le Département fédéral de I’intérieur (DFI) concernant le Dialogue Politique
nationale suisse de la santé (Dialogue PNS) ».
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sa volonté de mettre en ceuvre le DEP plus rapidement possible®®. La Confédération et les

cantons placent ainsi l'introduction du DEP au sommet de leurs priorités communes®.

Entre le 22 mars et le 29 juin 2016, le DFI ouvre I’audition concernant les ordonnances de la
LDEP. Il s’agira notamment de définir les exigences techniques et organisationnelles pour la
création et l'exploitation du DEP, de réglementer la certification des communautés (de

référence) et de fixer les conditions des aides financiéres qui leur seront attribuées®.

Lors de sa séance du 22 mars 2017, le Conseil fédéral adopte les ordonnances relatives a la
LDEP. L’entrée en vigueur de celle-ci ainsi que ses dispositions d’exécution est fixée au 15
avril 2017°!. 1l s’agit 1a d’un «jalon clé pour la réussite de la stratégie » nationale de
cybersanté®?. Les hopitaux ont trois ans depuis I’entrée en vigueur de la loi pour mettre en place
le DEP et s’affilier a une communauté (de référence), les EMS et les maisons de naissance ont
cinqg ans pour ce faire tandis que pour les cabinets médicaux et autres institutions de santé du

secteur ambulatoire cela demeure facultatif®?.

Fin 2018, le Conseil fédéral adopte la stratégie Cybersanté 2.0 2018-2024, faisant de la mise en

ceuvre et exécution de la LDEP et du développement du DEP des priorités®*.

Plus tard, dans le cadre du dialogue PNS du 23 mai 2019, la Confédération et les cantons
prévoient que tous les hopitaux devront étre raccordés au DEP d'ici mi-avril 2020, avec des

mesures d'information pour présenter le DEP a la population®.

La méme année, une enquéte internationale réalisée dans onze pays, dont la Suisse révele que
la Suisse reste en retard en matiére d'outils de cybersanté, avec seulement 70 % des médecins
tenant leurs dossiers médicaux sous forme ¢lectronique, plagant ainsi le pays en derniére

position parmi les pays interrogés®®. Dans un tel contexte, fin 2019, le Conseil fédéral établit sa

8 OFSP, Communiqué DEP : mise en ceuvre.

8 Ibidem.

%0 OFSP, Communiqué DEP : un pas de plus ; OFSP, Projet législatif 2010-2017.
1 OFSP, Communiqué DEP : coup d’envoi.

92 FF 2013 4747, p. 4748.

%3 OFSP, Communiqué DEP : coup d’envoi ; ERARD, Le secret médical, N 136.
%4 OFSP, Stratégie 2.0.

%5 OFSP, Communiqué DEP : cofits de la santé.

% OFSP, Communiqué Médecins et DEP.
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stratégie « Politique de santé 2020-2030 » qui se concentre sur quatre défis les plus urgents et
7

dont le premier défi est « la transformation technologique et numérique »°’.
En 2020, I'ouverture du premier DEP est finalement reporté a I'été, initialement prévue pour le
printemps. En effet, la mise en place des communautés (de référence) s'est déroulée sans accroc,

mais la certification des communautés de référence prend plus de temps qu’estimé®®.

En 2021, le DEP est progressivement introduit a 1’échelle nationale. Cependant, des défis
subsistent, notamment en ce qui concerne le financement sur le long terme, la décentralisation
de la mise en ceuvre, et la complexité des certifications, ce qui entraine des retards. Des mesures
sont envisagées pour promouvoir la diffusion et I’utilisation du DEP, notamment la levée du
caractere facultatif de son utilisation dans le secteur ambulatoire et l'optimisation de sa
convivialité et de ses fonctionnalités pour en accroitre l'attractivité®. Au vu de ces défis, le
Conseil fédéral a accepté un postulat du conseiller national Laurent Wehrli'® (18.4328),
chargeant le gouvernement d'établir un rapport!?! recensant les mesures prises et a prendre pour
accélérer la mise en ceuvre du DEP et promouvoir sa pleine utilisation!?2, Ce rapport datant
d’aott 2021 conclut qu’il manque une clarification des compétences ainsi qu’un financement

durable pour assurer le succés du DEP!,

Face a ces constats insatisfaisants, le Conseil fédéral annonce le 27 avril 2022 son intention de
lancer une révision compléte de la LDEP!%. Ainsi, le DFI se voit confier la préparation d’un
projet destiné a la consultation pour un financement transitoire du DEP afin d’assurer son

financement jusqu’a la révision de la LDEP!%,

Un processus en deux temps est prévu!®, La premiére étape consiste en la révision partielle de
la LDEP qui concerne particuliérement le financement transitoire jusqu'a la révision totale. Le

projet de modification partielle de la LDEP et le projet d’ordonnance sur les aides financiéres

7 CONSEIL FEDERAL, Santé2030, pp. 12ss.

% OFSP, Communiqué DEP : certification ; ERARD, Le secret médical, N 136 ; ERARD, Le dossier électronique
du patient, pp. 220s.

% OFSP, Communiqué Diffusion du DEP.

100 Postulat Wehrli ».

101 CONSEIL FEDERAL, Rapport Wehrli.

102 OFSP, Communiqué Diffusion du DEP.

103 OFSP, Communiqué Développement DEP.

104 OFSP, Communiqué Développement DEP ; ERARD, Le dossier électronique du patient, pp. 221. Cf. Infra, IV.
sur la révision totale de la LDEP.

105 OFSP, Communiqué Développement DEP. Cf. Infi-a, IV. sur la révision partielle de la LDEP.

106 OFSP, Communiqué Ouverture consultation DEP.
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(pOFDEP) sont mis en consultation entre le 26 janvier et le 2 mai 2023'%7. Le 15 mars 2024, le
Parlement a adopté le projet (FF 2024 683)!%, La loi modifiée (nNLDEP) devrait entrer en
vigueur fin 2024'%, Précisons qu’elle est soumise au référendum facultatif, le délai référendaire
court jusqu’au 4 juillet 2024''°, La deuxiéme étape concerne la révision compléte de la loi qui
vise notamment a clarifier les roles entre la Confédération et les cantons, ainsi qu'a mettre en
place d'autres mesures pour développer le DEP et accroitre son utilité!!!. La consultation a lieu
du 28 juin au 19 octobre 2023!!2, Cette révision prendra plusieurs années avant d’entrer en

vigueur!!3,

En février 2024, la Conférence nationale Santé2030''4 « [se concentre] sur la numérisation du
systéme de santé »''°. La conférence mentionne les nombreux investissements engagés par la
Suisse dans la numérisation et présente notamment le programme « Digisanté » qui vise a
promouvoir la transformation numérique du systéme de santé. Il sera développé dans les

prochaines années!!.

Au vu de ce qui précede, force est de constater que le DEP a connu de nombreux
développements, certains plus significatifs que d’autres, comme en témoigne son évolution
constante. Aujourd’hui encore, le domaine subit des changements, illustrant son dynamisme,
notamment en raison des défis techniques auxquels il doit constamment faire face et qui
nécessitent une adaptation continue. Nous aborderons ces transformations tout au long de notre

travail.

d. Cadre normatif

A titre liminaire, précisons que le DEP est le fruit de nombreuses exigences juridiques et

techniques'!’. Nous aborderons ici uniquement les bases légales principales applicables a notre

107 OFSP, Communiqué Ouverture consultation DEP.
108 OFSP, Développement du DEP.

109 OFSP, Communiqué Financement transitoire.

10 FF 2024 683.

111 OFSP, Communiqué Ouverture consultation DEP.
112 OFSP, Communiqué DEP : un pilier de la santé.
113 OFSP, Communiqué Ouverture consultation DEP.
114 OFSP, Communiqué Conférence Santé2030.

15 Ibidem.

16 Ibidem.

7 Foppa, p. 109.
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sujet, bien qu'il existe de nombreuses autres bases légales qui gravitent autour de celui-ci. Cette

liste n'est donc pas exhaustive.

Tout d’abord, le cadre normatif est principalement défini par la LDEP entrée en vigueur le 15
avril 2017. Cette loi indique que la Confédération a fondé ses compétences législatives sur ’art.
95 al. 1 Cst. (activités économiques lucratives privées) et I’art. 122 al. 1 Cst. (droit civil)!'8. La
LDEP répond au besoin de poser un cadre fédéral permettant de mettre en ceuvre le DEP de

maniére harmonisée dans toute la Suisse!'!®

et a pour vocation de poser uniquement les
conditions-cadre du DEP!?°, Cela signifie que la loi ne régle pas I’ensemble des détails'?!. Selon
I’art. 1 LDEP, la « loi regle les conditions de traitement des données du dossier électronique
du patient » (al. 1) et « détermine les mesures qui soutiennent l’'introduction, la diffusion et le

développement du dossier électronique du patient » (al. 2).

Puis, la LDEP s’accompagne de deux ordonnances; I’ODEP et I’ODEP-DFI. L’ODEP,
¢galement appelée Ordonnance du Conseil fédéral sur le dossier électronique du patient, aborde
divers aspects tels que la création et ’accés au DEP, I’attribution et la gestion des numéros
d'identification du/de la patient.e, la certification des communautés (de référence) ou encore les
exigences en termes de moyens d'identification!?2. L’ODEP-DFI, quant a elle, est I'ordonnance
du DFTI sur le DEP comprenant plusieurs annexes (allant de 1 a 9) régulant différents domaines

123 A titre d’exemple, l'annexe 1 spécifie les éléments constitutifs du nouveau

spécifiques
numéro d'identification du patient. A noter qu’entre 2017 et 2020, il y avait encore I'Ordonnance
sur les aides financiéres au dossier ¢électronique du patient (OFDEP), abrogée le 15 avril 2020.
En effet, passé cette date, I’OFSP ne proposait plus d'aides financiéres pour 1'établissement de

nouvelles communautés (de référence)'?*.

Ensuite, il faut mentionner la Convention intercantonale du 11 mai 2023 sur la santé
numérique'?, ratifiée par les cantons de Fribourg, Vaud, Valais, Genéve et Jura, soit par les

cantons composant CARA. Cette convention découle de la reconnaissance par les cantons

118 ERARD, Le dossier électronique du patient, pp. 233s.

19 FF 2013 4747, p. 4773.

120 Jdem, p. 4796 ; ERARD, Le dossier électronique du patient, p. 220.

2L FF 2013 4747, p. 4796.

122 EHEALTH SUISSE, Bases juridiques fédérales.

123 Ibidem.

124 Ibidem.

125 La Convention est entrée en vigueur le 1% février 2024. Disponible sur le site Internet de CARA sous Accueil
> Qui sommes-nous > Documents de référence > Cadre 1égal intercantonal.
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mentionnés de la nécessité de trouver des solutions au-dela des frontic¢res cantonales pour faire
face aux défis, notamment dans le contexte du DEP. Elle clarifie, par exemple, différents
aspects pour éviter les ambiguités et conflits de normes. Pour les cantons signataires, cette
convention s’applique donc en priorité par rapport a la LPD et/ou les 1égislations cantonales en

matiere de protection des données.

En outre, il faut noter la présence de la loi fédérale sur I'assurance-maladie (LAMal), qui aborde
le DEP dans plusieurs de ses articles, notamment 1'art. 37 al. 3 LAMal obligeant les médecins
admis a partir du 1°" janvier 2022 a s'affilier a une communauté ou une communauté¢ de

référence s'ils pratiquent a charge de l'assurance obligatoire des soins.

Enfin, la liste des législations applicables au DEP est potentiellement infinie, comprenant des
réglementations telles que le Code pénal qui sanctionne toute violation du devoir de secret

médical par un.e professionnel.le de la santé, entre autres.

En complément de ces bases légales juridiquement contraignantes, il convient de mentionner
les normes techniques notamment utilisées pour assurer l'interopérabilité et la sécurité des
systtmes du DEP en Suisse. Parmi celles-ci, nous pouvons citer IHE (Integrating the
Healthcare Enterprise). Nous n'approfondirons pas davantage ces aspects, mais il est important
de noter leur existence. L'organe eHealth Suisse a établi de surcroit un ensemble de
recommandations sur divers sujets tels que le consentement ou encore la représentation. Ces
derniéres ne sont pas juridiquement contraignantes mais se révelent d'une grande utilité pour la
compréhension de certaines normes, notamment pour les communautés de référence chargées

d’appliquer ces normes. Certaines de ces recommandations seront examinées dans cette étude.
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111. Mise en ccuvre du DEP et défis

Cette partie se concentrera sur plusieurs aspects liés a la mise en ceuvre du DEP. Nous
examinerons les différentes étapes de sa mise en place, ainsi que les défis potentiels rencontrés
lors de sa réalisation. En analysant ces aspects, nous chercherons a mieux comprendre les

facteurs qui peuvent influencer le déploiement et l'efficacité du DEP.
a. Caractere facultatif

Initialement, 1'ouverture d’un DEP était facultative aussi bien pour les professionnel.le.s de la
santé que pour les patient.e.s!6. Seuls les fournisseurs de prestations au sens des art. 39 et 49a
al. 4 LAMal avaient d’emblée I’obligation de proposer un DEP!?’. Cette obligation visait a
« atteindre un plafond d’adoption suffisant »'?3.

Pour les professionnel.le.s de la santé, ce caractere facultatif n’a pas duré. En effet, depuis le
1¢ janvier 2022, ’affiliation & une communauté¢ (de référence) est devenue obligatoire pour les
nouveaux/nouvelles médecins souhaitant pratiquer a charge de I’assurance obligatoire des soins
(AOS)!®. La révision totale de la LDEP continuera sur cette lancée puisqu’elle prévoit

d’étendre I’obligation a tou.te.s les professionnel.le.s de la santé!'*°.

Pour les patient.e.s, il découle de I’art. 3 al. 1 LDEP que I’ouverture d’un DEP est facultative.
Ce caracteére facultatif devra toutefois étre nuancé dans le cadre de la révision totale de la LDEP

qui prévoit un modéle d’opt-out'3!.

b. Communautés (de référence)

Toutes les communautés, telles que définies précédemment, doivent principalement garantir
l'accessibilité des données saisies dans le DEP (art. 10 al. 1 let. a LDEP), elles doivent donc
s’assurer de la disponibilité des données stockées de maniére décentralisée'*. Elles doivent

¢galement consigner chaque traitement de données dans un historique (art. 10 al. 1 let. b LDEP).

126 FF 2013 4747, p. 4772.

127 Idem, p. 4774 ; ERARD, Le dossier électronique du patient, p. 225.

128 BERARD, Le dossier électronique du patient, p. 225.

129 Art. 37 al. 3 LAMal ; ERARD, Le dossier électronique du patient, p. 225.

130 ERARD, Le dossier électronique du patient, p. 225. Cf. Infra, IV. sur la révision totale de la LDEP.
BBIERARD, Le dossier électronique du patient, p. 224. Cf. Infra, IV. sur la révision totale de la LDEP.
132 ERARD, Le secret médical, N 137.
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Les communautés de référence ont pour charge supplémentaire de gérer les consentements et
les révocations de consentement (art. 10 al. 2 let. a LDEP), ainsi que d'offrir aux patient.e.s la
possibilité d’accorder des droits d'acces aux professionnel.le.s de leur choix, d'accéder a leurs
propres données mais aussi de les saisir eux-mémes (art. 10 al. 2 let. b, ch. 1 a 3 LDEP). En
outre, toutes les communautés sont tenues de conserver les historiques des traitements de

données pendant une période de 10 ans (art. 10 al. 3 LDEP).

L’art. 10 LDEP, qui recense ces taches, est la seule disposition qui se trouve dans la loi, tandis
que toutes les autres taches sont définies et précisées dans le droit d'exécution, notamment aux

art. 9ss ODEP mais également au sein de certaines annexes de ’ODEP-DFI.

Les communautés ont ainsi de nombreuses taches, et donc de nombreuses responsabilités, a

133 A titre d’exemple,

gérer afin de garantir la sécurité et le bon fonctionnement du systéme
selon I’art. 12 ODEP, elles doivent gérer la protection et la sécurité des données en appliquant
diverses mesures parmi lesquelles la désignation d’un.e « responsable de la protection et de la
securité des données » (al. 2). S’agissant des communautés de référence, elles doivent en plus
assumer d’autres taches telles que I’information aux patient.e.s (art. 15 ODEP) et 1’obtention

de leurs consentements (art. 16 ODEP).
c. Processus d’ouverture du DEP pour les patient.e.s

Pour ouvrir un DEP facultatif, plusieurs étapes sont a prendre en considération. La premicre
étape consiste a choisir un fournisseur!3*. Chaque fournisseur indique les conditions auxquelles
il est possible d’ouvrir un DEP auprés de lui'?®. Les fournisseurs actuels de DEP pour les
patient.e.s qui sont certifiés conformément a la LDEP sont les suivants : emedo, Associzione e-
Health Ticino, Mon Dossier Santé, eSANITA, CARA, Sanela, Abilis SA'*¢. La deuxiéme étape
se résume a trouver un point d’ouverture, en ce sens que, conformément aux critéres du
fournisseur, I’ouverture peut étre effectuée soit en ligne, soit en personne au lieu indiqué!?’. En
ce qui concerne les troisieme et quatrieme étapes, il s’agit d’obtenir une identité ¢lectronique

afin d’accéder de manicre sécurisée au DEP, respectivement d’exprimer son consentement a

133 FF 2013 4747, pp. 4807s.

134 EHEALTH SUISSE, Ouvrir un DEP.
135 Ibidem.

136 Ibidem.

137 Ibidem.
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l’ouverture d’un DEP!*. Ces deux éléments sont d’ailleurs des points cruciaux, nous y
reviendrons dans les paragraphes ci-dessous. S’agissant de la cinquieme étape, elle équivaut a
rattacher I’identité électronique au DEP au dossier (donc au consentement) de la personne!*.
Enfin, le/la patient.e peut se connecter a son DEP, chercher ses médecins traitants et autres
professionnel.le.s de la santé afin de leur octroyer les droits d’acces selon ses souhaits. I1/Elle

peut y compris y ajouter des documents et les gérer!'4C.
i. Choix de la communauté de référence

Le/la patient.e peut choisir la communauté de référence de son choix et peut la changer en tout
temps'4!. En revanche, il/elle ne peut pas faire partic de plusieurs communautés en méme

temps'42.
1. Consentement

Avant d'entrer dans le vif du sujet, trois remarques préliminaires doivent étre faites.
Premiérement, il est important de préciser que le document de eHealth Suisse!** mentionné tout
au long de ce chapitre sert d'outil d'orientation pour les communautés de référence et n'a pas de
valeur juridique contraignante. Il est donc essentiel de faire la distinction entre les éléments de
ce document et les obligations légales provenant d'autres sources contraignantes.
Deuxiémement, sur le sujet du consentement, la LDEP agit comme lex specialis par rapport a

la LPD puisqu’il s’agit du consentement & un traitement de données!'**

. Troisiémement, le
consentement tel que présenté sous cette rubrique a été débattu et pourrait étre modifié dans

certains aspects en cas d’entrée en vigueur des révisions partielle et totale de la LDEP!4.

Comme évoqué plus haut, le consentement du/de la patient.e est essentiel. En tant qu’expression

6

de sa volonté, il préserve I’autodétermination du/de la patient.e’*® et constitue un élément

significatif a requérir avant I’ouverture d’un DEP. Actuellement!'#’, conformément a ’art. 3 al.

138 EHEALTH SUISSE, Ouvrir un DEP.

139 Idem ; FF 2013 4747, p. 4761. Le Message parle d’« association ».
140 EHEALTH SUISSE, Ouvrir un DEP.

'Y Ibidem.

142 EHEALTH SUISSE, Consentement, p. 8 ; FF 4747, p. 4760.

143 Cf. EHEALTH SUISSE, Consentement.

144 EHEALTH SUISSE, Consentement, p. 7.

145 Cf. Infra, 1V. sur la révision partielle de la LDEP.

146 BUCHLER/MICHEL, pp. 63s. ; LANDOLT, N 649ss.

147 Btat au 8 avril 2024.
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1 LDEP, « [l]a constitution d ‘un dossier électronique requiert le consentement écrit du patient.
Le patient ne consent valablement que s’il exprime sa volonté librement et apres avoir été
diument informé sur la maniere dont les données sont traitées et sur les conséquences qui en
résultent ». Cette disposition met en évidence deux exigences essentielles pour garantir le
consentement éclairé du/de la patient.e lors de 1’ouverture facultative d’un DEP, a savoir la

communication de I’information au/a la patient.e (a) et I’obtention de son consentement (b).

De plus, I’art. 3 al. 2, 1°° phrase LDEP dispose de la présomption 1égale que « [I]e patient qui
a donné son consentement a la constitution d 'un dossier électronique est présumé accepter que
les professionnels de la santé y saisissent des données en cas de traitement médical ». 1l ressort
de cette disposition qu’une fois que le consentement a la création d’'un DEP est donné, il est
présumé que le/la patient.e accepte que I’ensemble de ses données soient enregistrées et
accessibles dans le dossier afin que les professionnels de la santé, ayant les acces, puissent les

consulter'#8

. Cette présomption permet d’éviter de requérir le consentement du/de la patient.e
en question pour chaque document a consigner!#’. 11 s’agit alors d’un consentement tacite!*’.
Le/la patient.e a toutefois la possibilité, dans des cas exceptionnels, d’exiger d’un.e
professionnel.le de la santé de ne pas enregistrer un traitement dans son dossier'>!. Nous
estimons que cette condition des circonstances exceptionnelles mérite d'étre soulignée, car sans
elle, I'objectif méme du DEP pourrait étre compromis. Cependant, dans certaines situations,
cette possibilit¢é demeure pertinente. Par exemple, il pourrait étre justifié qu'un.e patient.e
demande un second avis médical et préfére que le premier avis ne soit pas accessible. De plus,

¢tant donné le caractére tacite du consentement, il serait intéressant de le requérir de manicre

ponctuelle car, selon nous, cela permettrait de s’assurer des souhaits du/de la patient.e'>2.

Iy a lieu de noter que Iart. 3 al. 2, 2™ phrase LDEP ajoute : « Les professionnels de la santé
travaillant pour des institutions de droit public ou pour des institutions qui assument une tdache
publique qui leur a été confiée par un canton ou une commune sont, dans ce cas, autorisés a
saisir et a traiter des données dans le dossier électronique du patient ». Cette disposition a été

précisée par le 1égislateur pour garantir que I'ajout de nouvelles données dans le DEP ne serait

148 EHEALTH SUISSE, Consentement, p. 8.

199 Ibidem.

150 Ibidem.

51 Ibidem.

152 A notre connaissance, aucun renouvellement de consentement n’est prévu ou pratiqué pour le moment dans le
cadre du DEP.

20



pas entravé par des impératifs liés au partage des compétences entre la Confédération et les
cantons. En effet, les traitements de données effectués par les organes publics cantonaux sont,

en principe, régis par le droit cantonal de la protection des données!>?.

Par ailleurs, conformément a I’art. 3 al. 4 LDEP, le/la patient.e ne peut étre contraint.e de rendre

accessibles ses données contenues dans le DEP.

(a) Information

Pour en revenir a I’art. 3 al. 1 LDEP, la premiére exigence est que le/la patient.e soit
correctement informé.e. La responsabilité de cette information revient a sa communauté de
référence, sans qu’il y ait une exigence formelle a cet égard'>*. En cas de conflit, il incombe
également a la communauté de référence de démontrer qu’elle a exécuté son obligation
d’information'>®. A notre avis, la communauté de référence a donc tout intérét a documenter

cela.

La transmission des informations au/a la patient.e doit étre effectuée de maniére précise et en
des termes compréhensibles'*. En vertu de I’art. 15 al. 1 ODEP, la communauté de référence
doit notamment informer le/la patient.e sur « a) le but du DEP ; b) le traitement des données ;
c) les conséquences du consentement, la possibilité¢ de le révoquer et les conséquences de la
révocation ; d) ’attribution des droits d’acces ». En plus de ces informations, la communauté
de référence doit sensibiliser les patient.e.s en recommandant des mesures de protection et de
sécurité des données (art. 15 al. 2 ODEP). L’étendue des informations a fournir au/a la patient.e
selon cette disposition est détaillée au chapitre 6 de I’annexe 2 de ’ODEP-DFI. En résumé, il
s’agit des buts du DEP, des principes de traitement des données, du stockage des données
médicales, leur conservation et destruction, ainsi que des possibilités de consentement,
révocation et destruction des données. Les patient.e.s doivent étre de surcroit conscient.e.s des
niveaux de confidentialité des données médicales, des modalités d'octroi de droits d'acces, et
des mesures de protection des données recommandées, notamment pour la sécurité des

terminaux et la prévention de la fraude.

153 ERARD, Le dossier électronique du patient, p. 226.
154 EHEALTH SUISSE, Consentement, p. 7.

155 Ibidem.

156 Idem, p. 8.
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(b) Consentement

La deuxiéme exigence implique de recueillir valablement le consentement écrit du/de la
patient.e a I’ouverture et la tenue d’un dossier électronique. Pour ce faire, il faut, d’une part,
respecter certaines régles de forme, et, d’autre part, le/la patient.e doit étre capable de

discernement ou se faire valablement représenter'>’.

Regles de forme

Le consentement écrit doit étre consigné sous la forme d’une déclaration de consentement qui
doit étre formulée de manicre claire et regrouper tous les ¢léments pertinents afin que le/la

patient.e puisse prendre une décision éclairée!8,

En outre, I’art. 16 ODEP précise que ce consentement doit &tre obtenu par la communauté de
référence et que « la déclaration de consentement doit porter la signature du patient ». En
principe, la forme requise de la signature est manuscrite en vertu du chapitre 7 de I’annexe 2
ODEP-DFI. Cette signature peut également étre effectuée par voie électronique.!> Dans cette
hypothese, celle-ci doit étre une signature électronique qualifiée (SEQ) au sens de I’art. 14 al.
2% CO et de la Loi sur la signature électronique (SCSE)'®°. Ici, il y a lieu de distinguer les
signatures numériques des signatures numérisées, soit celles qui sont réalisées via des écrans
tactiles'®'. Dans ce dernier cas, il revient a ’organisme de certification d’autoriser (ou non) la

communauté de référence a appliquer une telle procédure!®2.

Capacité de discernement

L’art. 16 CC énonce la définition fondamentale de la capacité de discernement. Il s’agit de la
capacité de « toute personne qui n’est pas privée de la faculté d’agir raisonnablement en raison
de son jeune age, de déficience mentale, de troubles psychiques, d’ivresse ou d’autres causes
semblables ». Ainsi, pour qu’une personne soit considérée comme étant incapable de
discernement, deux conditions cumulatives doivent étre remplies : il faut, d’'une part, une

absence de la faculté d’agir raisonnablement et, d’autre part, I’absence de toutes causes légales

157 Ce sujet fait I’objet d’un chapitre a part. Mettre référence a chapitre sur la Représentation.
158 EHEALTH SUISSE, Consentement, p. 8.

159 Ibidem.

160 Ihidem.

161 Ibidem.

162 Ibidem.
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d’altérations de la faculté d’agir raisonnablement'®>, A noter que ces conditions sont donc

alternatives lorsqu’il s’agit d’admettre la capacité de discernement!64,

La faculté d’agir raisonnablement

La faculté¢ d’agir raisonnablement doit étre comprise comme étant la faculté « d’apprécier
raisonnablement les motifs et la portée de ses actes et celle d’agir en conséquence »'%°. Cette
notion comporte deux dimensions distinctes : une dimension intellectuelle et une dimension
volontaire!%®, L aspect intellectuel est « la capacité de reconnaitre le sens, ['opportunité et les

167

effets d’un acte déterminé »'°’. En ce qui concerne I’aspect volontaire, il s’agit de la faculté

168 Par conséquent, chaque

« d’agir librement en fonction de la compréhension raisonnable »
individu doit étre en mesure de former sa propre opinion et d’opposer une certaine résistance

aux influences extérieures éventuelles!®’.

Les causes légales d’altération de la faculté d’agir raisonnablement

Les causes qui peuvent altérer la faculté d’agir raisonnablement sont énumérées de maniére
exhaustive a I’art. 16 CC'7°, Elles englobent le jeune age, la déficience mentale, les troubles
psychiques, ’ivresse ou d’autres causes semblables. Ces derniéres doivent étre comprises de
manigere restrictive puisque seules « les causes provoquant des effets similaires a [’alcool et a
la consommation de stupéfiants ou de médicaments » peuvent étre retenues'’!. Nous pouvons
en déduire que toute altération de la faculté d’agir raisonnablement n’implique donc pas

nécessairement 1’incapacité de discernement.

163 CR CC I — WERRO/SCHMIDLIN, Art. 16 N 9.

14 Ibidem.

165 Idem, Art. 16 N 12.

166 CR CC I — WERRO/SCHMIDLIN, Art. 16 N 12 ; GUILLOD, p. 209 ; GUILLOD/ERARD, pp. 295s.

167 CR CC I — WERRO/SCHMIDLIN, Art. 16 N 13; ATF 134 11 235, consid. 4.3.2; MANAI, Droits du patient, p. 38 ;
MARTIN-ACHARD/HOCHMANN FAVRE, p. 282.

168 CR CC I — WERRO/SCHMIDLIN, Art. 16 N 18 ; MARTIN-ACHARD/HOCHMANN Favre, p. 282.

169 CR CC I — WERRO/SCHMIDLIN, Art. 16 N 18s.

170 Idem, Art. 16 N 23.

7 Ibidem.
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Quid du patient.e majeur.e/mineur.e incapable de discernement ?

En régle générale, les personnes majeures sont présumées étre capables de discernement!’?; une
évaluation approfondie ne devrait étre effectuée qu’en cas de doutes a ce sujet!’?. S’agissant
des personnes mineures, le raisonnement est inverse!’*. En effet, en droit suisse, il n’existe pas
d’age fixe auquel la capacité de discernement chez un.e mineur.e est reconnue!”® car chacun.e
se développe a son propre rythme!’®. L’incapacité de discernement est en principe présumée
chez les enfants en bas age!”’, bien que ce ne soit pas systématiquement le cas, notamment pour
un enfant approchant de la majorité!’®. Il convient de noter qu” « entre 12 et 16 ans, la capacité
de discernement doit étre progressivement admise en fonction du développement individuel de

[’enfant, de la nature des soins considérés et des autres circonstances d’espéce »'".

Changement de communauté de référence

Un.e patient.e en en droit de choisir de changer de communauté de référence. Dans un tel cas,
il/elle devra remettre a nouveau une déclaration de consentement a la nouvelle communauté de

référence choisie!®®. Ce changement n’affectera pas les données déja disponibles sur le DEP!8!,

Révocation du consentement

Le consentement est librement révocable par le/la patient.e puisqu’en effet 1’art. 3 al. 3 LDEP
dispose que « [l]e patient peut révoquer son consentement en tout temps et sans motif ». Aucune

182 Ainsi, les modalités de ’octroi du

justification ni forme particuliére ne sont exigées
consentement lors de I’ouverture du DEP ne sont ainsi pas applicables. Par ailleurs, le dossier
sera alors détruit'®3. En effet, selon ’art. 21 al. 1 ODEP, la communauté de référence doit
supprimer le DEP lors de la révocation du consentement et conserver la déclaration de

révocation pendant dix ans.

172 ATF 134 11 235, consid. 4.3.3 ; ASSM, p. 7, BERTRAND, p. 114 ; MANAIi, La médecine contemporaine, p. 126 ;
MANAI, Droits du patient, p. 39.

173 ASSM, p. 7 ; MANAI, Droits du patient, p. 40.

174 ZERMATTEN, p. 3.

175 CR CC 1 — WERRO/SCHMIDLIN, Art. 16 N 27 ; ZERMATTEN, p. 3 ; ASSM, p. 12 ; GUILLOD/ERARD, p. 296 ;
HIRSIG-VOUILLOZ, p. 65.

176 ASSM, p. 20.

177 ZERMATTEN, p.3 ; BERTRAND, p. 114 ; HIRSIG-VOUILLOZ, p. 66 ; MARTIN-ACHARD/HOCHMANN FAVRE, p. 282.
178 ZERMATTEN, p. 3 ; HIRSIG-VOUILLOZ, p. 66.

179 DUCOR, p. 5 ; MIRABAUD/BARBE/NARRING, p. 416.

130 EHEALTH SUISSE, Consentement, p. 8.

181 Jdem, p. 8 et 9.

132 Idem, p. 9.

183 Cf. Infra, 1. sur la fin du DEP.
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Au moment ou ces lignes sont rédigées'®, les modalités actuelles du consentement évoquées
ci-dessus ont été remises en question lors des débats sur les développements futurs du DEP.
Dans ce contexte, le Parlement a approuvé, lors du vote final le 15 mars 2024, une révision
partielle de la LDEP qui modifiera quelque peu les exigences de consentement. Ces
changements entreront en vigueur d'ici la fin de 1'année 2024, et nous y reviendrons dans la

suite de notre travail 3.

iii. Identification électronique

Un numéro d’identification permettant d’identifier de maniére certaine chaque patient.e ou
professionnel.le de la santé est nécessaire, notamment pour garantir I’intégrité et la sécurité des

données contenues dans le DEP!8¢,

Les patient.e.s et professionnel.le.s de la santé doivent se doter d’une identité électronique afin
d’accéder au DEP (art. 7 al. 1 LDEP). Pour les personnes représentées, les représentant.e.s
légaux.les doivent utiliser un moyen d’identification électronique (MIE) pour accéder au DEP

de la personne représentée'®’.

Ainsi, une identité électronique, établie par un émetteur certifié sera chargé sur un MIE tel

8 189

qu’une carte d’assurée'®® ou un téléphone portable'®®. Ce MIE, qui contient des données
personnelles (nom, age, etc.) mais également un certificat numérique permettant de prouver son
authenticité, sert a attester de maniére sécurisée 1'identité de la personne'*’. L'association de
l'identité électronique avec le numéro d'identification du/de la patient.e assure l'unicité des

données dans le DEP et garantit que seule la personne autorisée y accéde!®!.

Ainsi, il ressort de l’art. 4 al. 1 LDEP, qu’une fois que le/la patient.e a octroyé son
consentement, « un numéro servant de caractéristique d’identification pour le dossier

electronique (numéro d’identification du patient) peut étre demande », lequel est attribué de

184 Etat au 8 avril 2024.

185 Cf. Infra, 1V. sur la révision partielle de la LDEP.

136 OFSP, Communiqué DEP : qualité et sécurité.

137 Pour plus de détails, cf. EHEALTH SUISSE, Représentation, pp. 18s.
188 Art. 42a al. 2" LAMal.

189 BF 2013 4747, pp. 4761.

190 Ibidem.

Y1 Ibidem.
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maniére aléatoire. L’art. 5 al. 1 ODEP précise que « [l]e numéro d’identification du patient se
compose d’'un numéro de base, d’'un numéro d’identification et d’une clé de contréle. Il ne doit
en aucun cas permettre de tirer des conclusions sur le patient ». Le caractére aléatoire du
numéro d’identification permet donc de ne rien pouvoir déduire du/de la patient.e, garantissant
ainsi une meilleure confidentialité et sécurité des données. Ce caractere aléatoire est essentiel
car, initialement, il était prévu d’employer le numéro d’assuré.e AVS a treize chiffres
(NAVS13)!2, Or, cela n’a pas abouti. En effet, cette idée a rencontré une forte opposition en
raison d’un risque de recoupements entre différentes informations!®?.

194 d>une communauté

Le numéro est fourni par Centrale de compensation (CdC) sur demande
de référence (art. 6 al. 1 ODEP) qui doit transmettre a la CdC certaines informations au sujet
du/de la patient.e listées a 1’art. 6 al. 2 ODEP, soit son nom (let. a), son/ses prénom(s) (let. b),
son sexe (let. ¢), sa date de naissance (let. d) et son numéro AVS (let. e ; art. 5 al. 2 let. a LDEP).
La CdC se réserve le droit de demander des données complémentaires si celles qui sont fournies
sont insuffisantes (art. 6 al. 3 ODEP). De plus, « [lJe numéro d’identification du patient est

enregistré dans la banque de données d’identification de la centrale de compensation » (art. 4

al. 2 LDEP).

C’est ainsi ce numéro qui sera employé par les communautés (de référence) et les portails
d’accés pour identifier les patient.e.s (art. 5 al. 1 LDEP). A noter que le numéro d’identification
est annulé de la banque de données de la CdC en cas de suppression de DEP, le numéro ne sera

plus attribuable (art. 8 al. 1 et 3 ODEP).

D’autres régles concernant le moyen d’identification sont prévues, notamment aux art. 23 a 27

ainsi qu’a l’art. 31 ODEDP, afin de permettre une plus grande sécurité.

Précisons encore que « [/]e numéro d’identification du patient ne peut étre utilisé hors du cadre
défini par la [LDEP] que dans le domaine de la santé. Il peut étre alors utilisé pour autant
qu’'une base légale formelle le prévoie et que le but de ['utilisation et les personnes autorisées
a s’en servir soient définis » (art. 6 LDEP). Cette disposition est trés contraignante car cela

signifie que les moyens d’identification du DEP sont indépendants d’autres moyens

92 FF 2013 4747, pp. 4782ss.
193 Ibidem.
194 L "art. 7 al. 1 ODEP ajoute que cette demande de numéro peut se faire par voie électronique.
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d’identification. D apres nous, cela supprime la possibilité d’une seule identité électronique qui

permettrait I’accés a toutes les activités en ligne nécessitant un moyen d’identification!®>.

iv. Droits d’acces, niveaux de confidentialité et saisies de données

En plus du consentement, la possibilité de gérer les acces, les niveaux de confidentialité et de
saisir des données soi-méme, démontre l'intention de faire du DEP un outil permettant
d'accroitre I'autonomie et la participation du/de la patient.e dans les décisions concernant sa

propre santé!%,

Au sujet des droits d’acces, en principe, « seuls les professionnels de la santé et le patient sont
autorisés a accéder, sous certaines conditions aux documents saisis dans le DEP »'°7. En effet,
seul.e.s les professionnel.le.s de la santé et les patient.e.s disposent d’une identité ¢lectronique
sécurisée au sens de la LDEP qui est une condition sine gua non a 1’accés du DEP (art. 7 al. 1

LDEP).

Selon I’art. 8 al. 1 LDEP, le/la patiente peut accéder a ses données contenues dans le DEP en
tout temps et sans réserve. Il incombe a la communauté de référence a laquelle le/la patient.e
est affiliée de s’en assurer (art. 10 al. 2 let. b ch. 2 LDEP). Le Message de 2013 précise que
cette « possibilité d’accéder en tout temps a ses données répond aussi a l’exigence de droit

d’acceés au sens de l’art. [25] LPD pour les données contenues dans le [DEP] »'°8.

S’agissant des professionnel.le.s ou des groupes de professionnel.le.s, ils/elles doivent avoir
obtenu un droit d’accés pour pouvoir accéder au DEP (art. 9 al. 1 LDEP et art. 2 al. 1 ODEP).
A ce propos, D’art. 3 al. 4 LDEP précise que le/la patient.e ne peut pas étre contraint.e de
« rendre accessibles des données de son dossier électronique ». Le droit d’accés vaut jusqu’a
sa révocation (art. 3 al. 1 ODEP), il appartient au/a la patient.e de fixer sa durée (art. 3 al. 2
ODEP). Ces droits d’accés peuvent d’ailleurs étre modifiés en tout temps'®. Les

professionnel.le.s intégrant un groupe regoivent les acces du groupe, et, inversement, ces droits

195 Cf. Infra, 1V. sur I’identité électronique.

19611 s’agit de mettre les patient.e.s au centre du DEP. Cf. FoPPA, p. 109.

197 ERARD, Le secret médical, N 144,

198 FF 2013 4747, p. 4805. Pour une analyse compléte de la disposition, ¢f. notamment CR LPD — BENHAMOU,
art. 25 N 1ss et METILLE/DI TRIA/BASTIAN.

199 FF 2013 4747, p. 4762.
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sont retirés s’ils/elles quittent le groupe (art. 2 al. 3 ODEP). Les auxiliaires détiennent les
mémes accés que le/la professionnel.le pour lequel/laquelle ils/elles travaillent?®. En cas
d’urgence médicale, les professionnel.le.s peuvent accéder au DEP du/de la patient.e pour
autant qu’il/elle n’ait pas exclut cette possibilité dans sa configuration de base (art. 9 al. 5
LDEP). Le/la patient.e devra étre informé.e de I’accés d’urgence dans les meilleurs délais (art.

9 al. 5 LDEP)X!.

Tout acces sans droit, intentionnel ou par négligence, au DEP d’une personne sera passible
d’une sanction pénale (art. 24 LDEP). Il est intéressant de noter que la définition couvre non
seulement les professionnel.le.s de la santé mais également toute personne non-autorisée qui

accéderait au DEP d’une autre personne?®?.

Au sujet des niveaux de confidentialité, lors de ’octroi des droits d’acces, le/la patient.e a la
possibilité d’opter pour les configurations de base ou alors 1’adopter selon les possibilités
prévues?®. Il y a trois niveaux possibles ; le niveau normal, le niveau restreint et le niveau secret
(art. 1 al. 1 ODEP). La configuration par défaut pour les nouvelles données est le niveau normal,
sauf si le/la professionnel.le leur attribue le niveau restreint (art. 1 al. 2 ODEP). Si la donnée
est secrete, alors aucun professionnel.le ne peut le voir (art. 2 al. 1 ODEP a contrario). Pour les
cas d’urgence « autorisés », le niveau de confidentialité sera un niveau normal (art. 2 al. 2

ODEP).

Au sujet des données saisies dans le DEP, les patient.e.s peuvent eux/elles-mémes aussi saisir
des informations dans leur DEP (art. 2 let. a LDEP), notamment leurs choix en termes de don
d’organes (art. 8 al. 2 LDEP). Ils/elles peuvent également y insérer des documents numérisés?%4.
Notons au passage qu’il découle de I’art. 2 let. a LDEP que seules les données « pertinentes »
tirées du dossier primaire doivent étre saisies. S’il est évident qu’une simple copie du dossier
médical primaire pourrait contenir de nombreuses informations inutiles, il est toutefois difficile
de pouvoir déterminer la pertinence d’une donnée. Le terme « pertinent » est subjectif et laisse

place a une grande marge de manceuvre?®®, Le Message de 2013 relatif a la LDEP précise qu’il

200 ERARD, Le dossier électronique du patient, pp. 229s.
201 Idem, p. 230.

202 FF 2013 4747, p. 4818.

203 Idem, p. 4761.

204 ERARD, Le dossier électronique du patient, p. 227.
205 ERARD, Le dossier électronique du patient, p. 226.
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6

s’agit d’éléments nécessaires pour la continuité des soins?®. Il incombe donc au/a la

professionnel.le de la santé de se déterminer en respectant le principe de proportionnalité®®’,
Selon ERARD, les informations saisies par les professionnel.le.s doivent étre « développées » et
ne pas se contenter de données brutes, notamment des cas d’annonces de maladies graves?®®,
En revanche, dans le cas ou le/la patient.e saisit lui/elle-méme ses données, cette tache de
déterminer si elle est pertinente ou non pourrait s’avérer plus compliquée que pour une personne
dans la profession’”. Ajoutons qu’un.e patient.e mineur.e capable de discernement peut
demander a un.e professionnel.le de la santé de ne pas saisir un document dans le DEP dans le
but de protéger ses droits strictement personnels. Par exemple, dans le cas d’une adolescente

qui ne souhaiterait pas que son/sa représentant.e 1égal.e soit informé.e de ses données sur sa

contraception®!?,

v. Représentation

A titre liminaire, il sied de préciser ici que le document de eHealth Suisse?'! utilisé tout au long
de ce chapitre est une aide a la mise en ceuvre édictée a I’égard des communautés de référence.
Il n’est juridiquement pas contraignant. Il faut dés lors étre attentif ici a ne pas confondre les
¢léments de ce document avec les aspects contraignants provenant d’autres bases légales

contraignantes.

La représentation est un dispositif juridique permettant a une personne d'agir légalement au
nom d'une autre personne, créant ainsi des droits et des obligations pour cette derniére?!2. La
représentation est importante dans le cadre du DEP, car elle permet d’inclure toutes les

213

personnes qui souhaitent en faire partie?!3. A cet égard, les dispositions de la LDEP sont peu

précises en ce qui concerne les personnes autorisées a agir en tant que représentant.e.s ainsi que

206 FF 2013 4747, p. 4797.

207 ERARD, Le dossier électronique du patient, p. 226 ; Selon le TF, qui s’est exprimé au sujet du dossier médical
(primaire), I’information doit étre médicalement usuelle et nécessaire, cf. ATF 141 III 363, consid. 5.3..

208 ERARD, Le dossier électronique du patient, p. 229.

209 Cf. BUGMANN, p. 247. Pour qu’un.c patient.e puisse profiter pleinement de ses droits en matiére de DEP, il est
nécessaire qu’il/elle ait des connaissances et compétences en la mati¢re. Selon ’autrice, il convient d’informer,
former, responsabiliser les patient.e.s. Selon nous, bien que cela puisse nécessiter davantage de temps et de
ressources, sensibiliser la population afin qu’elle adhére d’elle-méme au DEP est une mesure finalement bien
moins contraignante.

210 EHEALTH SUISSE, Représentation, pp. 17s.

21 Cf EHEALTH SUISSE, Représentation.

212 GuILLOD, Droit des personnes, N 93,

213 Foppa, p. 113.
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les conditions et responsabilités qui leur incombent. Il convient donc de se référer aux

dispositions du CC?!4,

Selon le droit suisse, certains droits sont définis comme étant strictement personnels, ce qui
signifie qu'ils sont « des droits subjectifs privés qui portent sur des attributs essentiels de la
personne »*13. Ces droits peuvent en principe étre exercés par le/la titulaire capable de

discernement?'©.

« L’ouverture, la gestion et la révocation du DEP relévent des droits strictement personnels au
sens de l'art. 19c CC »*!7. Conformément a ’art. 19¢ al. 1 CC, « [l]es personnes capables de
discernement mais privées de [’exercice des droits civils exercent leurs droits strictement
personnels de maniere autonome, les cas dans lesquels la loi exige le consentement du
représentant légal sont réservés ». L’alinéa 2 précise que « [l]es personnes incapables de
discernement sont représentées par leur représentant légal, sauf pour les droits qui ne souffrent
aucune représentation en raison de leur lien étroit avec la personnalité ». Il convient de relever
que les actes relatifs au DEP sont considérés comme des droits strictement personnels sujets a

représentation?!®.

A cet égard, il est primordial de noter qu’il existe deux situations dans lesquelles la
représentation peut s’avérer nécessaire : celles des mineur.e.s et des majeur.e.s incapables de

discernement.

Représentation des mineur.e.s

S’agissant des personnes mineures devant effectuer des actes liés au DEP, celles-ci peuvent
agir de maniére autonome si elles sont capables de discernement?!’. En cas d’incapacité de
discernement, les représentants 1égaux, qui sont en principe les parents (art. 304 al. 1 CC),
peuvent prendre des décisions au nom de I’enfant a I’égard d’une communauté de référence

DEP ainsi que des institutions et des professionnel.le.s de la santé affili¢.e.s sans le

214 EHEALTH SUISSE, Représentation, p. 3.

215 GuILLOD, Droit des personnes, N 97.

216 ATF 134 1I 235 ; GUILLOD, Droit des personnes, N 97.
217 ERARD, Le dossier électronique du patient, p. 224.

218 Ibidem.

219 EHEALTH SUISSE, Représentation, p. 11.
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consentement de ce dernier??’. Il faut souligner que les parents ne sont pas toujours les
représentants 1égaux. Dans certaines circonstances, d'autres personnes telles que les

tuteur.rice.s, les curateur.rice.s, etc., peuvent également assumer ce role??!.

Pour simplifier I'évaluation individuelle de la capacité de discernement de chaque patient.e
mineur.e en ce qui concerne I’ouverture et la gestion d’'un DEP, des catégories d'age ont été

définies dans la pratique®??. Ces catégories sont les suivantes :

De 0 a 11 ans : En regle générale, un.e enfant agé.e de moins de 12 ans n’est pas considéré

223 De ce fait, la décision de lui

comme étant en mesure de prendre des décisions médicales
ouvrir un DEP appartient a son/sa représentant.e 1égal.e, dont le consentement peut étre donné
électroniquement??*, De méme, la gestion du DEP est également de la responsabilité du/de la

représentant.e légal.e, qui détermine les droits d’accés et les niveaux de confidentialité?%.

De 12 a 15 ans : Pour les patient.e.s agé.e.s de 12 a 15 ans, la capacité de discernement varie
en fonction de I'enfant ou de 1’adolescent.e et de la nature de l'intervention envisagée, ce qui
nécessite donc une évaluation au cas par cas??®. En principe, dans le cadre de I’ouverture et de
la gestion d’un DEP pour un.e enfant ou adolescent.e, plusieurs étapes doivent étre suivies.
Tout d’abord, par souci de praticité, nous pouvons présumer que le/la représentant.e 1égal.e est
autorisé.e a ouvrir un DEP pour le compte de I’enfant ou de ’adolescent.e. Cependant, cette
décision doit étre communiquée par écrit a I’enfant ou ’adolescent.e, qui doit étre informé.e de

son droit de contester cette décision??’

. Un entretien évaluant la capacité de discernement de
I’enfant ou de 1’adolescent.e est nécessaire pour déterminer s’il/elle est apte a ouvrir et gérer un
DEP, en prenant en compte 1’avis du/de la représentant.e 1égal.e??8. Cette évaluation doit étre

justifiée en détaillant les critéres pris en compte??°. Selon les résultats, la décision finale

220 EHEALTH SUISSE, Représentation, p. 13.

221 Pour plus de précisions, ¢f. EHEALTH SUISSE, Représentation, p. 12.

222 ASSM/FMH, ch. 4.3 ; ASSM, p. 21 ; EHEALTH SUISSE, Représentation, p. 14.
223 EHEALTH SUISSE, Représentation, p. 14.

224 Idem, p. 15.

25 Idem, p. 17.

226 Idem, p. 14.

227 Idem, p. 15.

228 Idem, pp.15s.

229 ASSM, Outil d’évaluation.
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d’ouvrir un DEP revient soit & I’enfant ou 1’adolescent.e, soit au/a la représentant.e 1égal.e.

Toutes les discussions et informations pertinentes doivent étre consignées dans le dossier?°.

Dans le contexte du DEP, il est essentiel de considérer I’évolution de la capacité de
discernement des mineur.e.s. A cet effet, eHealth Suisse recommande aux communautés de
référence d’informer annuellement tous les enfants agés de plus de 12 ans disposant un DEP de
leurs droits y relatifs, notamment les conditions d’acces et la possibilité de suppression du DEP.
Cette obligation d’information s’applique aux DEP ouverts par les représentant.e.s
légaux/légales et vise a assurer que le/la patient.e mineur.e puisse, le cas échéant, exercer ses

droits personnels de maniére autonome?3!.

Dés 16 ans : Pour les adolescent.e.s agé.e.s de 16 ans et plus, leur capacité de discernement
peut étre présumée, sauf si l'intervention envisagée est jugée inhabituelle ou d'une grande
importance, ou en présence de circonstances particulieres justifiant un doute, telles que des
déficits cognitifs?*2. Dans ce cas, I’adolescent.e peut consentir a ’ouverture et la gestion d’un
DEP, sans I’approbation de son/sa représentant.e 1égal.e. II/Elle a la possibilité de donner une
procuration a son/sa représentant.e légal.e, mais cela n’est pas obligatoire. Le consentement
peut étre donné électroniquement, et un entretien en personne n’est pas nécessaire. Cependant,
si les parents souhaitent ouvrir un DEP pour un.e adolescent.e, ils doivent requérir son

consentement préalable?3?,

Cela étant dit, il convient de garder a I’esprit que si des doutes persistent quant a la capacité de
discernement d’un.e patient.e mineur.e aprés une discussion avec lui/elle et son/sa
représentant.e 1égal.e, la communauté de référence DEP ainsi que les institutions et les
professionnel.le.s de la santé affilié.e.s peuvent requérir un certificat médical confirmant sa

capacité a prendre des décisions relatives a son DEP?34,

Représentation des majeur.e.s

En ce qui concerne les personnes majeures devant effectuer des actes liés au DEP, comme vu

précédemment, celles-ci sont en principe présumées capables de discernement®.

230 EHEALTH SUISSE, Représentation, p. 16.

B Idem, p. 17 ; ERARD, Le dossier électronique du patient, p. 232.
232 EHEALTH SUISSE, Représentation, p. 14 et 16.

233 Idem, pp. 16s.

234 Idem, p. 14.

25 Cf. Supra, 111. sur le consentement.
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« L’incapacité de discernement ne peut étre prononcée qu’en cas de déficience mentale
significative »**%. Cela fait référence aux causes énumérées a I’ art. 16 CC?*’. Il convient de
souligner que divers facteurs liés a la personne majeure, tels que ses valeurs et ses convictions
personnelles, doivent étre considérés lors de I’évaluation de la capacité de discernement. Il n’est
pas possible de conclure qu’une personne majeure est incapable de discernement simplement
parce qu’elle effectue des choix qui contreviennent aux recommandations ou a 1’avis de
I’évaluateur.trice’*®. Par conséquent, I’incapacité de discernement ne sera admise que de

maniére restrictive®?.

Différents critéres sont essentiels a I’évaluation de la capacité de discernement®*.
Premiérement, la personne adulte doit comprendre la nature du DEP, son contenu, son
fonctionnement, son utilité et ce que le traitement des données implique. Ensuite, elle doit étre
capable de peser les avantages du DEP par rapport a ses impacts potentiels. Enfin, elle doit étre
en mesure de prendre des décisions relatives au DEP (ouverture, gestion, etc.) et de justifier

clairement ses choix?*!,

En outre, la tache d'évaluer la capacité de discernement d'une personne majeure ne reléve pas
de la communauté de référence, mais plutdt de ceux/celles qui demandent a agir en son nom
(proches ou curateur.rice) qui doivent fournir des preuves de son incapacité de discernement et

justifier leur droit a la représenter®*2,

Selon la situation, il sied de noter qu'une incapacité de discernement peut étre durable ou
temporaire. Dans les deux cas, la représentation ne peut étre exercée que selon les formes

décrites ci-dessous, sauf en cas d’urgence?*.

11 existe effectivement diverses formes de représentation qui suivent un ordre déterminé, allant
de la moins contraignante a la plus contraignante. Tout d’abord, il existe la représentation
autodéterminée par le/la patient.e exprimée a travers une procuration, un mandat pour cause

d’inaptitude ou des directives anticipées. Celle-ci a généralement la priorité sur les autres

236 EHEALTH SUISSE, Représentation, p. 20.

7 Cf. Supra, 111. sur le consentement.

238 EHEALTH SUISSE, Représentation, p. 20.
239 Ibidem.

240 ASSM, Outil d’évaluation.

241 EHEALTH SUISSE, Représentation, p. 20.
242 Idem, pp. 20s.

23 Idem, p. 21.
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formes de représentation. Puis, la représentation peut résulter d’une mesure prise par l'autorité
tel qu’un mandat de curatelle portant sur les mesures médicales. Une autre possibilité est
I’intervention directe de 1'Autorit¢ de Protection de I'Enfant et de 1'Adulte (APEA). Enfin, le

droit de représenter peut-étre imposé légalement et fera intervenir des proches parents?*,

En cas d'absence de dispositions prises par la personne incapable de discernement et lorsque
celle-ci n'a pas de proches parents capables d'assumer la représentation légale, il revient a
I'APEA de désigner un.e curateur.rice afin d’agir au nom de la personne dans le domaine

médical (art. 381 al. 1 CC)**®.

Dans les cas ou la personne retrouve sa capacité de discernement, la représentation cesse. Il
revient alors a cette personne d'informer la communauté de référence de son rétablissement afin
que les droits d'accés au DEP du représentant soient révoqués. En cas de doute, elle doit
¢galement étre en mesure de prouver son rétablissement. Les droits d'acces et les niveaux de
confidentialit¢ des institutions et des professionnel.le.s de la santé dans le cadre de la
représentation par un tiers demeurent inchanggés, il appartient a la personne rétablie de définir
de nouvelles régles éventuelles a cet égard. Les communautés de référence du DEP sont dés

lors tenues d’informer la personne concernée de ses droits#,

d. Secret professionnel

Dans le milieu médical, une stricte confidentialité¢ étant nécessaire pour favoriser la totale
confiance des patient.e.s, il est indispensable que le secret professionnel, également appelé le
« secret médical », soit protégé de sa divulgation par le corps médical?*’. Ledit secret, ou plus
particulierement le respect de celui-ci, devient alors un moyen de témoigner du respect au/a la

248

patient.e « affaiblife] » et de renforcer son autonomie=*°. De plus, « [I]e droit au respect de sa

vie privée et, par extension, au secret professionnel a [’hopital et aupres du médecin
indépendant, doit étre analysé comme un droit fondamental de la personne »**°. Le caractére

intime des informations médicales justifie également I’existence du droit au secret médical?.

244 EHEALTH SUISSE, Représentation, pp. 21s et p. 24.

25 Idem, p. 25.

246 Ibidem.

247 GUILLOD/ERARD, N 427.

248 DoNzALLAZ, Vol. II, N 6289. Le terme « vulnérable » est selon nous plus adapté.
249 Idem, N 6284.

230 ERARD, Le secret médical, N 244,
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Ainsi, « le secret médical est la contrepartie du pouvoir [...] donné au médecin®' de connaitre

!’intimité des patients »*>2.

Sur le plan international, 1’art. 8 CEDH, I'art. 17 Pacte ONU II et I’art. 10 de la Convention
pour la protection des droits de I'nomme et de la dignité de 1'étre humain a I'égard des

applications de la biologie et de la médecine (RS 0.810.2) jouent un rdle important dans la

protection du secret médical, et plus largement dans celle des données de santé?>3.

Sur le plan national, D’art. 321 CP est «la norme centrale en matiéere de secret

254

professionnel »**. Les détenteur.rice.s du secret y sont énuméré.e.s. La disposition impose a la

1255

majorité des professionnel.le.s de la santé le respect du secret professionnel*>>, sous menace de

sanction pénale. L’art. 40 let. f LPMéd le confirme également. La norme requiert un devoir de

1256

confidentialité de la part des professionnel.le.s de la santé=° qui ont 1’obligation de taire ce qui

257 Ainsi, « [l]e secret ne

est recueilli au sujet des patient.e.s lors de I’exercice de leur fonction
se limite donc pas a ce que le patient confie au médecin ni aux informations nécessaires au
traitement, mais englobe aussi les données personnelles du patient, les informations concernant
ses proches, sa situation familiale et professionnelle, ou d’autres difficultés personnelles »*>8,
Pour le TF?, le secret protége non seulement le lien de confiance entre le/la médecin et le/la
patient.e mais également la sphére privée de ce/cette dernier.ere. Du point de vue public, le
respect du secret médical joue un réle crucial dans le renforcement de la confiance envers le

260

corps médical et les services de santé dans leur ensemble**®. En garantissant que les

informations confiées aux professionnel.le.s de la santé restent confidentielles, le public est
rassuré et encouragé a partager toutes les informations pertinentes, ce qui bénéficie a la

collectivitée!,

251 Dans ce contexte, il convient selon nous de comprendre le terme « médecin » de maniére large, soit en tant que
« professionnel.le de la santé ».

232 DONZALLAZ, Vol. II, N 6297.

253 Pour plus de détails, cf. ERARD, Le secret médical, pp. 117-128. En raison du systéme moniste suisse, ces
dispositions font partie intégrante du systéme juridique du pays.

234 GUILLOD/ERARD, N 427.

255 ERARD, Le dossier électronique du patient, p. 231.

236 Lupu, p. 123.

257 DoNzALLAZ, Vol. II, N 6296 ; Lupy, p. 123.

238 Lupu, p. 123.

259 ATF 141 1V 77, consid. 4.4, JAT 2016 IV 6.

260 GUILLOD/ERARD, N 416.

261 [bidem.
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Par ailleurs, il n’y a pas de secret médical entre le/la professionnel.le et le/la patient.e?*2. En
revanche, sauf consentement du/de la patient.e, le secret vaut également envers ses proches qui

sont considérés comme des tiers>®3.

Le secret médical n’est pas limité dans le temps ; le/la professionnel.le de la santé se doit alors

de préserver le secret jusqu’a sa propre mort>%4

. De plus, la mort du/de la patient.e ne fait pas
cesser les effets du secret?®®. Le secret vaut donc méme aprés la mort du/de la patient.e. En
principe, le deuil d'un proche n'est pas automatiquement considéré comme un motif suffisant

pour lever le secret médical ; cette décision est évaluée au cas par cas?®®,

Il est possible de déroger au secret professionnel sur la base de motifs prévus par
I’art. 321 ch. 2 et 3 CP. Ces motifs sont le consentement du/de I’intéressé.e, la levée du secret
par D’autorité supérieure ou encore les dérogations légales prévues par le droit fédéral ou

cantonal?¢’

. Il semblerait toutefois que le consentement demeure le motif justificatif principal
et que I’intervention de I’autorité n’a qu’un role subsidiaire dans les cas ou le/la patient.e serait
« incapable, introuvable ou décédé[.e] » ou encore lorsqu’il/elle aurait refusé la révélation du

t268

secret=°®. Une levée du secret dans un tel contexte devra dés lors étre justifié par un intérét privé

ou public prépondérant?%°,

Dans le cas du DEP, '« augmentation sensible des communications » et « l’externalisation

270 résultant des développements

potentielle de données couvertes par le secret professionnel »
informatiques et technologiques représentent un réel défi?’!. De ce fait, I'implémentation du
DEP est assurément liée aux questions de secret professionnel?’2. A ce sujet, il ressort des
travaux préparatoires que le Conseil fédéral se borne simplement a indiquer que la LDEP ne
modifierait pas les régles en matiére de secret professionnel?’. Nous trouvons cela regrettable

étant donné que diverses situations pourraient mettre en danger la préservation du secret

262 ERARD, Le secret médical, N 462.

263 GUILLOD/ERARD, N 447.

264 Idem, N 435.

265 Ibidem.

266 ERARD, Le secret médical, N1381.

267 GUILLOD/ERARD, N 440 ; BURGAT, N 827ss.

268 UMMEL/RESTELLINI, p. 361.

269 Ibidem.

270 ERARD, Le dossier électronique du patient, p. 232.
271 GUILLOD/ERARD, N 415 ; BURGAT, N 829ss.

272 ERARD, Le secret médical, N 138.

273 FF 2013 4747, p. 4796; ERARD, Le dossier électronique du patient, p. 232.
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professionnel dans le cadre du DEP?74, nous pensons notamment a la situation dans laquelle
le/la professionnel.le.s de la santé ne s’assure pas de la préférence du/de la patient.e concernant
les informations qui peuvent étre publiées dans le DEP, mais également a la situation du secret

médical vis-a-vis des parents d'un.e mineur.e.

Il faut souligner que le DEP, du moins dans sa forme actuelle, repose entierement sur le
consentement de la personne concernée pour sa mise en place ainsi que pour la gestion des
droits d'accés?’>. Cependant, des préoccupations subsistent quant a la préservation du secret
professionnel, notamment dans les cas des DEP ouverts pour des enfants, ou 1'adolescence
marque un changement de controle sur l'accés aux données?’®. 1l est ainsi recommandé aux
communautés de référence d'informer les enfants de plus de 12 ans sur leurs droits en matiere

de DEP pour garantir une gestion appropriée de l'accés aux informations médicales?”’.

Dans le cadre de la révision de la LDEP?78, si I'ouverture du DEP devient automatique, soit sans
consentement explicite du/de la patient.e (systeme d'opt-out), cela pourrait compromettre sa
conscience quant aux données enregistrées?’?. En revanche, la révision ne changerait rien

s’agissant des droits d’accés laissés a la maitrise des patient.e.s?%0.

Au vu de ce qui précede, il faut retenir ici que I’obligation de garder le secret vise a assurer la
protection des patient.e.s et a prévenir tout abus, y compris dans le contexte du DEP et, qu’a
cet égard, la protection des données constitue, a notre avis, un complément essentiel a cette

démarche.
e. Protection des données

La protection des données de santé des patient.e.s est essentielle pour le bon fonctionnement du

DEP.

274 ERARD, Le dossier électronique du patient, p. 232.

275 WIDMER, ePatientdossier, p.162 ; ERARD, Le dossier électronique du patient, p. 232..

276 ERARD, Le dossier électronique du patient, p. 232.

277 EHEALTH SUISSE, Représentation p. 17 ; ERARD, Le dossier électronique du patient, p. 232.
278 Cf. Infra, 1V. sur la révision totale de la LDEP.

279 ERARD, Le dossier électronique du patient, p. 232.

280 Ibidem.
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A notre sens, les traitements de données sont utiles et nécessaires dans un projet comme celui
du DEP, ceux-ci ne doivent pas étre percus négativement. En plus d’avantages économiques,
ils profitent a la collectivité, notamment par le biais de la maitrise des cotits de la santé. Il
convient des lors de s’assurer que, dans le cadre de ces traitements, les droits des personnes

concernées ne soient pas péjores.

En effet, il est impératif que les données des patient.e.s enregistrées dans le DEP soient traitées
de maniére conforme aux principes de la protection des données, en particulier le principe de

sécurité qui garantit la confidentialité?8!, I’intégrité?®?, la disponibilité?33

et la tragabilité?®* des
données. Par ailleurs, les patient.e.s doivent détenir la maitrise sur leurs données et exercer un
controle sur celles-ci, qu’il s’agisse de connaitre la nature et I’étendue des données concernées
mais également de savoir qui a utilisé ses données, lesquelles et a quelles fins. Les données des
patient.e.s font 1’objet d’une protection particuliere du législateur puisqu’une divulgation de
celles-ci présenterait un danger pour la personne concernée®®. Dans cette optique, la LPD

revéte une importance particulicre.

i. Champ d’application de la Loi fédérale sur la protection des données

(LPD)

La LPD met en ceuvre I’art. 13 Cst. qui protege la spheére privée pour le secteur public ainsi que
les art. 28ss CC qui protégent la personnalité pour le secteur privé?®S. Aux termes de
lart. 1 LPD, il ressort que le but de la présente loi est de protéger la personne physique®®’ visée
par I’exploitation de ses données. Ce n’est donc pas la donnée qui est ciblée mais bien I’atteinte

illicite a la personnalité qu’elle peut engendrer?®®,

281 Art. 2 let. a OPDeo.

282 Art. 2 let. ¢ OPDeo.

285 Art. 2 let. b OPDo.

28 Art. 2 let. d OPDo.

285 AEBI-MULLER, p. 1 ; ODERMATT-BLOCH, pp. 12s.

286 THELISSON, N 1737 ; HUSI-STAMPFLI ET AL., N 24 et 31. Selon EPINEY/ZLATESCU, Art. 1 N 23, ce n’est pas
seulement I’art. 13 Cst. qui est mis en ceuvre, mais également 1’art. 8§ CEDH ainsi que ’art. 10 al. 2 Cst.

7 FF 2017 6565, p. 6640. La protection des personnes morales ne reléve plus de la LPD, cf. OFK DSG —
EPINEY/ZLATESCU, Art. 1 N 18 ; BSK DSG 2024 — SCHONBACHLER/MAURER-LAMBROU/KUNZ, Art. 1 N 8.

288 METILLE, p. 77 ; BSK DSG 2024 — SCHONBACHLER/MAURER-LAMBROU/KUNZ, Art. 1 N 7 et9. LaLPD n’a
ainsi pas pour vocation de protéger les données « en tant que telles », mais de veiller a empécher un traitement de
données pouvant déboucher sur une atteinte a la personnalité.
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L’art. 5 LPD dresse une liste de définitions dont certaines sont essentielles pour la

compréhension de la protection des données dans le cadre du DEP.

Tout d’abord, par personne concernée, il est entendu, selon ’art. 5 let. a LPD, « la personne
physique dont les données personnelles font [’objet d’un traitement ». L’organe fédéral est pour
sa part défini a ’art. 5 let. i LPD comme étant « [’autorité féderale, le service féderal ou la
personne chargée d’une tdche publique de la Confédeération ». 11 faut également distinguer le
responsable du traitement qui est « la personne privée ou l’organe fédéral qui [...] détermine
les finalités et les moyens du traitement de données personnelles » (art. 5 let. j LPD) du/de la
sous-traitant.e qui est « la personne privée ou l'organe fédéral qui traite des données
personnelles pour le compte du responsable du traitement » (art. 5 let. k LPD). Nous
reviendrons sur la question du responsable de traitement et de la législation applicable selon

ledit responsable?®,

Ensuite, la notion de données, ou de données personnelles, englobe « toutes les informations
concernant une personne physique identifiée ou identifiable » (art. 5 let. a LPD). Une personne
est dite identifiable lorsqu’« il est possible de [’identifier avec les moyens technologiques
disponibles »**°. Ces données peuvent étre objectives et factuelles telles que le nom, le domicile
ou la profession ; elles peuvent étre également subjectives tel qu’un jugement de valeur®!. 11
en découle que la notion de données personnelles doit étre comprise au sens large et de
nombreuses données seront considérées comme des données personnelles. Il ne fait donc aucun
doute que le DEP utilise des données personnelles, telles que les noms, prénoms, date de
naissance, etc. Selon nous, le numéro d’identification électronique est également une donnée
personnelle puisqu’il concerne une personne identifiable. Si la LPD n’en fait pas référence, la
législation européenne énonce explicitement qu'un numéro d'identification ou un identifiant en

ligne est une donnée personnelle (art. 5 par. 1 RGPD et 3 par. 1 Directive 2016/680)%°2.

Les données personnelles sont considérées comme étant sensibles notamment lorsqu’elles

touchent la santé ou sphére intime de la personne concernée (art. 5 let. ¢ ch. 2 LPD). S’agissant

29 Cf. Infra, 111. sur la protection des données dans le cas spécifique du DEP.

290 METILLE, Internet, p. 79 ; MEIER, N 432 ; BSK DSG 2024 — BLECHTA/DAL MOLIN/WESIAK-SCHMIDT, Art. 5
N 14ss.

291 MEIER, N 422 ; HUSI-STAMPFLI ET AL., N 91.

292 Bien que la législation européenne ne s'applique pas en Suisse, la LPD a été calquée sur I'UE lors de sa révision.
Par conséquent, nous pouvons raisonnablement considérer que si une donnée est considérée comme personnelle
dans 1'UE, elle I'est é¢galement en Suisse.

39



du DEP, il n’y a également aucun doute que des données sensibles y sont traitées. Nous pouvons
notamment penser aux traitements médicaux et aux diagnostics médicaux. Le statut vaccinal

fait également partie des données sensibles?®>.

Enfin, la loi définit le traitement de données a I’art. 5 let. d LPD en indiquant qu’il s’agit de
« toute opération relative a des données personnelles », et ce, indépendamment du moyen ou

procéd¢ utilisé.

Ces notions permettent de circonscrire le champ d’application de la LPD, qui se doit d’étre
différencié des législations cantonales en maticre de protection des données. Le champ
d’application personnel et matériel de la LPD est ancré a son article 2, qui prévoit que la loi
s’applique au « traitement de données personnelles concernant des personnes physiques »,
qu’il soit effectué par des personnes privées ou par des organes fédéraux. Le fait que la LPD
soit une loi commune au secteur public et au secteur privé s’explique historiquement par le fait
que le Conseil fédéral a souhaité régler ces problématiques au sein d’une seule et méme loi afin
de garantir le développement harmonieux de la protection des données et éviter ainsi des
différences?**. Mentionnons encore que le champ d’application territorial est pour sa part ancré
a I’art. 3 LPD, celui-ci ayant été introduit avec la révision de la 10i>*>. Ainsi, les normes de la
LPD s'appliquent au/a la responsable de traitement ou au/a la sous-traitant.e traitant des données

personnelles en Suisse?”S.

ii. Principes fondamentaux de la LPD

En Suisse, contrairement a I’UE, nous adoptons la vision selon laquelle le traitement de données
est en principe autoris¢, sous réserve d’une atteinte a la personnalité et donc du respect de
certains principes®®’. Néanmoins, et de maniére identique a la législation européenne, le
traitement de données personnelles en Suisse est régi par un « noyau dur » composé des

différents principes de la protection des données, a savoir le principe de licéité, le principe de

293 CR LPD — MEIER/TSCHUMY, art. 5 N 56.

294 MEIER, N 187. L’auteur explique également que de fortes oppositions ont ét¢ manifestées a I’époque de
I’adoption de la premiére LPD.

295 CR LPD — METILLE/DI TRIA, art. 3 N 2ss.

296 Idem, art. 3 N 18 ; ; CHARLET, p. 14.

297 p1 TRIA/LUBISHTANI, p. 37.
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bonne foi, le principe de proportionnalité, le principe de la reconnaissabilité, le principe de

finalité, le principe d’exactitude et le principe de sécurité?*®.

Selon I’art. 6 al. 1 LPD, « [t]out traitement de données personnelles doit étre licite ». Ce
principe se rapproche du principe général de la lIégalité (art. 5 al. 1 Cst.) qui s’applique aux
organes fédéraux?”. Ainsi, selon MEIER, tout traitement qui contreviendrait & une norme
impérative de la loi prévue en dehors de la LPD, qui proteége directement ou indirectement la
personnalité, devra étre considéré comme illicite*?’. Selon nous, celui qui aurait soustrait des
données personnelles sensibles au sens de I’art. 179"°vies CP3%! pour les utiliser ultérieurement

dans le cadre d’un traitement de données violerait le principe de licéité**?. De méme pour une

P% 1lya

personne qui utiliserait des données apprises dans le cadre du secret de professionne
lieu de mentionner que le principe de licéité a fait I’objet d’un éclairage bienvenu dans le cadre
d’une affaire ayant opposé la société d’assurance Helsana au PFPDT et ce, devant le Tribunal
administratif fédéral’**. Dans le cadre de cet arrét, le Tribunal fédéral administratif a entre autres
précisé la portée du principe de licéité en énongant qu’un traitement de données personnelles

n’est illicite que si la norme violée vise directement ou indirectement la protection de la

personnalité de la personne concernée®®’.

Le principe de bonne foi (art. 6 al. 2 LPD) est un principe ancré dans I’ordre juridique suisse
(art. 2 CC)*%, Les données doivent étre traitées loyalement®?’. La collecte de données a ’insu
de la personne concernée doit donc étre considérée comme contraire au principe de la bonne

foi.

298 MEIER, N 621 ; HUSI-STAMPFLI ET AL., N 142,

299 Les principes sont proches, selon nous, mais il faut noter qu’ils ne sont pas les mémes. Cf. DSG — BAERISWYL,
art. 4 N 5 ; HUSI-STAMPFLI ET AL., N 48.

300 MEIER, N 640. Dans le méme sens, BSK DSG-MAURER — LAMBROU/STEINER, art. 4 N 6 ; CHARLET, pp. 52ss.
301 Cf. MONTAVON, Commentaire d’arrét, pp. 29 et 30. L auteur, précise, dans le cadre d’un commentaire d’arrét,
que si les données soustraites sont librement accessibles pour I’auteur.rice de la soustraction, les conditions de
Part. 179"Vies CP ne sont pas réalisées. En revanche, I’art. 24 LDEP punit 1’accés sans droit d’une amende de
CHF 100'000.-.

302 Dans le méme sens, MEIER, N 641.

303 Cf. OFK DSG — FANGER, Art. 6 N 4. L’auteur prend I’exemple d’un médecin qui dévoilerait des données
sensibles a un journaliste au sujet de son/sa célébre patient. Ici, le principe de licéité serait violé.

304 TAF A-3548/2018 du 19 mars 2016.

305 TAF A-3548/2018 du 19 mars 2016, consid. 4.6.

306 MEIER, N 646 et N 647 ; BSK DSG 2024 — BUHLMANN/REINLE, art. 6 N 48.

307 METILLE, p. 83 ; BSK DSG — MAURER-LAMBROU/STEINTER, art. 4 N 7-8 ; BSK DSG 2024 —
BUHLMANN/REINLE, art. 6 N 49.

41



S’agissant de la proportionnalité (art. 6 al. 2 LPD), celle-ci se compose de la nécessité,
laptitude et de la proportionnalité au sens étroit**®, Si ’aptitude ne pose pas de probléme
particulier pour celui qui exploite des données, ce dernier doit veiller a ce que celles-ci soient
nécessaires pour atteindre le but poursuivi’?””. Le traitement desdites données doit de surcroit
résulter d’une pondération, d’un rapport raisonnable entre le but recherché et le moyen
utilisé3!®, « tout en préservant le plus possible le droit des personnes concernées »*'!. MEIER
partage le principe de la proportionnalité en trois sous-principes : la proportionnalité de

principe, la proportionnalité matérielle et la proportionnalité temporelle®!2.

Quant au principe de la reconnaissabilité, celui-ci est prévu a I’art. 6 al. 3 LPD selon lequel
« [l]es données personnelles ne peuvent étre collectées que pour des finalités déterminées et
reconnaissables pour la personne concernée et doivent étre traitées ultérieurement de maniere
compatible avec ces finalités ». Par ailleurs, ce principe est mis en ceuvre par ’art. 19 LPD qui
prévoit le devoir d’informer, celui-ci étant particulier au nouveau droit puisqu’il n’existe dans
’aL.PD uniquement pour les organes fédéraux’!3. Selon I’art. 19 al. 1 LPD, « [I]e responsable
du traitement informe la personne concernée de maniere adéquate de la collecte des données
personnelles ». Pour ce faire, il doit communiquer certaines informations, notamment son
identité, ses coordonnées et la finalité du traitement (art. 19 al. 2 let. a et b LPD)3!%. Cela signifie
que la collecte de données ne peut se faire a I’insu de la personne concernée, notamment pour
qu’elle puisse faire valoir ses droits (art. 19 al. 2 LPD). L’information par le responsable du
traitement pourrait notamment se faire par une déclaration de protection des données accessible

en ligne31,

Le principe de finalite implique que les données personnelles collectées doivent faire 1’objet de
buts déterminés (art. 6 al. 3 LPD). Un but vague ou indéterminé serait dés lors exclu®!'®. Ces

derniers ne doivent pas étre modifiés ou remplacés, on parle d’ailleurs d’immutabilité du but®!”.

308 MEIER, N 665 ; BSK DSG — MAURER-LAMBROU/STEINTER, art. 4 N 9ss ; BSK DSG 2024 —
BUHLMANN/REINLE, art. 6 N 53.

309 MEIER, N 666 ; BSK DSG — MAURER-LAMBROU/STEINTER, art. 4 N 11.

310 1hidem.

SIUMETILLE, p. 84 ; HUSI-STAMPFLI ET AL., N 164 (principes d’évitement et minimisation des données).
312 Cf MEIER, N 670ss.

313 p1 TRIA, nouvelle LPD.

314 pI TRIA/LUBISHTANI, p. 960 ; HUSI-STAMPFLI ET AL., N 406.

315 p1 TRIA/LUBISHTANI, p. 960.

316 METILLE, p. 85 ; BSK DSG 2024 — BUHLMANN/REINLE, Art. 6 N 121.

317 MEIER, N 725 ; HUSI-STAMPFLI ET AL., N 168.
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Le principe d’exactitude veut que « [c]elui qui traite des données personnelles doit s ’assurer
qu’elles sont exactes » (art. 6 al. 5 LPD). Il ressort de I’art. 6 al. 5 LPD que le degré d’exactitude
exigé dépend de la finalité du traitement. Les mesures appropriées pour rectifier les données

inexactes ou incomplétes s’évaluent donc au cas par cas®!8,

Le principe de sécurité (art. 8 LPD) exige des responsables du traitement et des sous-traitants
que des mesures appropriées soient mises en place dans le but de garantir la sécurité des
données®!®. Ces mesures seront d’autant plus importantes lorsque les risques encourus sont

conséquents.

Par rapport a I’aLPD, la LPD rajoute deux obligations de la protection des données : celle des
la conception (art. 7 al. 1 et 2 LPD) et celle par défaut (art. 7 al. 3 LPD). Par ailleurs, les
principes de proportionnalité et de transparence sont désormais renforcés. En effet s’agissant
de la proportionnalité¢, la proportionnalité temporelle a ¢été rajoutée obligeant ainsi le
responsable de traitement a indiquer la durée de conservation des données (art. 5 let. b LPD)*2°,
Quant a la transparence, le devoir d’informer est désormais étendu (art. 19 et 20 LPD). Quant
au consentement (art. 6 al. 6 et 7 LPD), si celui-ci n’est pas considéré en doctrine comme un
principe, il n’en est pas moins important car il permet, selon les circonstances, de « guérir » une

atteinte a la personnalité (art. 31 al. 1 LPD).

iii. Protection des données dans le cas spécifique du DEP

Si nous estimons qu’il est important d’inventorier ces principes et définitions de la LPD, il

convient de noter que cette loi est une loi générale?!

et qu’en tant que telle, elle peut étre
dérogée par une loi spéciale. La LDEP (et ses ordonnances d’exécution®??) en tant que loi
spéciale va donc s’appliquer en premier lieu, la LPD ne s’appliquera que subsidiairement selon

la maxime lex specialis derogat legi generali.

La LDEP et ses ordonnances d’exécution contiennent de nombreuses dispositions concernant

le traitement des données. Cela n’est gucre étonnant puisque la premiere disposition de la LDEP

318 MEIER, N 722 ; BSK DSG — MAURER-LAMBROU/STEINTER, art. 4 N 14,
319 Cf. PFPDT, Guide, p. 21ss.

320 FF 2017 6565, p. 6586.

321 CR LPD — METILLE/DI TRIA, art. 2 N 22ss.

322 Art. 12 et 19 ODEP, par exemple.
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énonce que «/l] a présente loi regle les conditions de traitement des données du dossier
electronique du patient » (art. 1 al. 1 LDEP). De nombreuses données sont en effet échangées
non seulement entre les patient.e.s, les professionnel.le.s de la santé, mais également entre les

communautés (de référence), ainsi qu'a l'intérieur de chaque communauté (de référence)3?3.

Parmi les dispositions pertinentes en mati¢re de données au sein de la LDEP et de ses lois
d’application, il y a, tout d’abord, 1’art. 2 let. a LDEP qui définit le DEP. Dans cette définition,
il est précis¢ que le DEP reprend uniquement les données pertinentes du dossier médical

primaire. Ce processus s'aligne, selon nous, sur le principe de nécessité.

L’art. 3 LDEP traite du consentement du/de la patient.e qui est requis afin de permettre aux
professionnel.le.s de la santé de saisir et traiter des données dans le DEP (art. 3 al. 1 et 2 LDEP).
Il n’y a par ailleurs aucune obligation de rendre accessible les données de son DEP (art. 3 al. 4

LDEP).

Les art. 7 2 9 LDEP se concentrent sur les droits d’accés. Etant donné que le DEP est de la
propriété des patient.e.s, le droit d’acces tel que défini dans la LDEP différe considérablement
de laLPD3?4. L art. 7 LDEP énonce I’exigence de disposer d’une identité électronique sécurisée
pour traiter des données dans le DEP. Il s’agit la d’un exemple typique d'une mesure ou la
LDEP ne déroge pas a la LPD, mais la compléte simplement. En effet, la LPD exige la mise en
place de mesures techniques et organisationnelles de sécurité (principe de sécurité), le moyen

d'identification électronique permet, parmi d’autres mesures, de répondre a cette exigence.

Il existe de nombreuses autres dispositions en matiere de protection des données contenues dans
le LDEP et ses ordonnances. Ces dispositions portent principalement sur les mesures techniques
et organisationnelles a suivre pour les communautés (de référence), ainsi que sur les mesures
de sécurité a prendre en termes de certifications, transferts de données, etc.*?°. Nous n’avons ici
analysé que certaines normes principales, l'essentiel étant avant tout de bien comprendre

'articulation entre la LPD et la LDEP.

323 ODERMATT-BLOCH, pp. 9ss.

324 Le droit d’acces est traité a ’art. 25 LPD. Pour une analyse compléte de la disposition, ¢f. notamment CR LPD
— BENHAMOU, art. 25 N 1ss et METILLE/DI TRIA/BASTIAN. Notons toutefois que, selon le Message de 2013, le droit
d’acces selon la LDEP « répond aussi a I’exigence de droit d’accés au sens de I’art. [25] LPD pour les données
contenues dans le [DEP] » (FF 2013 4747, p. 4805).

325 FF 2013 4747, p. 4775 et pp. 4708ss ; WIDMER, Das elektronische Patientendossier, pp. 769s.
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Il subsiste encore la question épineuse de la législation applicable en cas de traitement de
données par des organes publics cantonaux tels que les hopitaux universitaires. C'est la LDEP
qui s'applique en premier lieu, suivie, théoriquement et logiquement, des législations cantonales
en maticre de protection des données (art. 2 al. 1 let. b LPD a contrario). Le Message de 2013
indique que la LDEP coexiste en paralléle des lois (fédérale et cantonales) en maticre de
protection des données®?°, La doctrine ne semble pourtant pas unanime a ce sujet*?’. La question
est d’autant plus complexe pour les communautés de référence qui regroupent plusieurs

cantons.

En effet, MONTAVON prend I’exemple de CARA, une communauté de référence basée a
Epalinges, dans le canton de Vaud et qui regroupe les cantons de Fribourg, Genéve, Jura, Valais
et Vaud. Il est légitime de se demander si c’est la législation cantonale vaudoise qui
s’appliquera, ce qui ne coule pas forcément de source pour un.e patient.e fribourgeois.e se

faisant soigner a 1'hdpital cantonal de Fribourg®?®,

D’apres le méme auteur, « s agissant du dossier électronique du patient, un consensus semble
se dessiner dans les milieux concernés en faveur de [’application du droit féderal de la
protection des données et de la compétence du Préposé fédeéral a la protection des données
[PFPDT] »*?°. 1l précise que si cette solution pourrait s’avérer « rationnelle et pertinente »,
toutefois, pour qu’une telle application du droit fédéral de la protection des données ainsi
qu’une telle compétence du PFPDT soient valables, cela devrait étre prévu de maniére expresse

330

soit dans la LDEP soit dans une convention intercantonale”>®. Or, rien dans la LDEP n’énonce

I’application de la LPD, on ne peut pas conclure a une application généralisée du droit fédéral.

A ce sujet, ERARD précise que les acteurs.rices du DEP sont soumis.es de maniére alternative,
a la LPD ou la législation cantonale selon la personne physique et/ou morale qui traite les
données*!. De méme, la compétence de surveiller la protection des données serait attribuée

alternativement au PFPDT ou aux préposé.e.s cantonaux.les**2. Il appuie ses propos sur un

326 BF 2013 4747, pp. 4796 et 4834.

327 MONTAVON, p. 278.

328 Idem, p. 277.

32 Idem, p. 278.

330 Ibidem.

331 ERARD, Le dossier électronique du patient, p. 233.
332 [bidem.
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document de I’organe eHealth Suisse®** qui confirme notamment que la loi applicable en

matiére de protection des données dépend de 1'institution qui traite les données personnelles®34.

Le méme document détermine, selon I’acteur impliqué, I’organe de surveillance et la base
légale applicable®*°. Ainsi, par exemple, au sujet des communautés (de référence), qui sont des
organisations de droit privé (associations ou SA), il en ressort que le PFPDT est responsable de
tout ce qui ne reléve pas du domaine de la certification, en application de la LPD, la LDEP (et
ses ordonnances) et les éventuelles autres dispositions 1égales spécifiques®3®. Toutefois, il faut
préciser que le document mentionné a été édicté en 2018 et que depuis les cantons de CARA
ont récemment signé une convention intercantonale qui est entrée en vigueur en février 2024.
Cette convention impose la 1égislation vaudoise en matiére de protection des données (LPrD-
VD et RLPrD-VD) et donc la compétence de la préposée vaudoise. En effet, I’art. 7 al. 3 de la
Convention intercantonale du 11 mai 2023 en matiére de santé numérique dispose que « /d]ans
’exécution, directe ou indirecte, des tdches qui leur sont confiées, les organisations®’’
respectent les dispositions légales applicables dans le canton de leur siege, notamment en

matiere de protection des données et de transparence ». 1l convient donc de se référer a cette

convention pour les cantons signataires.

Au vu de ces constatations, il convient de se demander si CARA doit appliquer la législation
vaudoise sur la protection des données, tandis que les autres communautés doivent se conformer
a la LPD. A notre avis, la question est plus complexe. Notre solution est la suivante : CARA,
en tant que plateforme pour le DEP, est une entité privée détenue par des organes publics
chargée d'une tache de la Confédération, elle est délégataire de cette tache. Dans ce contexte,
pour le DEP, elle est considérée comme un organe fédéral, ce qui la soumet a la LPD et a la
surveillance du PFPDT. En revanche, la convention intercantonale en matiére de santé
numérique n'est pas inutile ici puisque, pour ce qui est des modules complémentaires tels que

)338

le plan de médication partagé (PMP) ou le plan de soins partagé (PSP)-°°, il s'agit de taches

cantonales confiées 8 CARA par plusieurs cantons. Dans ce sens, CARA n'exécute plus une

333 EHEALTH SUISSE, Datenschutzrechtliche Zustéindigkeit.

34 Idem, p. 1.

335 Idem, pp. 2ss. 11 s’agit d’un tableau récapitulatif.

336 EHEALTH SUISSE, Datenschutzrechtliche Zustindigkeit, p. 2.

337 Selon Part. 2 al. 1 let. ¢ et d de la Convention intercantonale du 11 mai 2023 en matiére de santé numérique,
par « organisation », il est fait référence a la communauté de référence commune aux cantons, en 1’occurrence
CARA.

338 Cf. Infra, IV. sur les PSP et PMP.
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tache de la confédération mais une tiche cantonale. Et dans ce contexte, CARA est soumise a
la LPrD-VD et a la surveillance de I’ Autorité vaudoise de protection des données. Il n’y a donc
pas d’incompatibilité entre les indications de eHealth Suisse et la convention intercantonale. A

notre sens, cette derniére vient uniquement préciser certains aspects incertains.

Pour CARA et les cantons qui la composent, cette convention offre des précisions bienvenues.
En revanche, a notre connaissance, il n'y a pas d'autres conventions intercantonales en vigueur
pour les autres communautés composées de plusieurs cantons®*®. Ainsi, en théorie, les autres
communautés devraient appliquer leur propre législation cantonale, ce qui pourrait causer des
conflits de normes ou des incohérences pour les communautés (de référence) qui regroupent

plusieurs cantons.

Nous nous sommes concentrés ici sur les communautés (de référence) lorsqu'elles étaient
responsables du traitement (ou sous-traitant.e.s, car les exigences sont les mémes), mais il est
important de noter qu'une telle analyse doit étre effectuée pour chaque responsable de
traitement. Il convient de noter également qu'un.e méme responsable de traitement peut
endosser plusieurs roles et étre considéré.e différemment selon chaque cas de figure, comme
nous venons de le voir avec I’exemple de CARA. L’identification de la 1égislation applicable
dépend donc essentiellement des circonstances. Pour chaque cas, un examen attentif des

traitements de données est nécessaire.

Pour illustrer cela, prenons encore un autre exemple, celui d’un hopital avec un mandat cantonal
de prestations. Dans ces cas, il s’agit toujours soit d’ un établissement de droit public, soit
d’une organisation de droit privé (SA)*#. Si ¢’est un établissement de droit public, ¢’est le/la
préposé.e cantonal.e a la protection des données qui sera responsable de tous les domaines, en
application de la loi cantonale sur la protection des données pertinente, de la Iégislation sur le
DEP ainsi que d'éventuelles autres dispositions légales spécifiques®*!. En revanche, si ¢’est une
SA, c’est le/la préposé.e cantonal.e a la protection des données est responsable de ce qui est
directement li¢ au mandat de prestations, en application de la loi cantonale sur la protection des
données pertinente, de la législation sur le DEP ainsi que d'éventuelles autres dispositions

l1égales spécifiques. Le PFPDT, lui, est responsable de tout ce qui n'est pas directement li¢ au

339 Par exemple, eSANITA qui regroupe plusieurs cantons de la Suisse orientale.
340 EHEALTH SUISSE, Datenschutzrechtliche Zustindigkeit, p. 3.
33 Ibidem.
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mandat de prestations, en application de la LPD et d'éventuelles autres dispositions 1égales

spécifiques#?.

Dans la méme logique, deux patient.e.s du méme canton soigné.e.s au sein d’un méme hopital
cantonal seraient assujetti.e.s a des législations différentes selon qu’ils/elles possedent un DEP

ou non. Selon nous, cette solution est incohérente et souléve des questions d’équité.

En conclusion, le droit de la protection des données dans le domaine du DEP est extrémement
complexe en raison de la multiplicité des 1égislations, des données et des acteurs impliqués et
des possibles conflits de normes, ce qui rend souvent difficile la détermination de la 1égislation
applicable. Cette complexité est d'autant plus surprenante et regrettable, étant donné que la
protection des données est probablement 1’un, si ce n’est le, sujet le plus crucial en maticre de
DEP. Nous pouvons nous demander s’il n’aurait pas été plus bénéfique de prévoir expressément
I’application de la LPD au sein de la LDEP, et plus récemment au sein de la convention

intercantonale mentionnée>*3.

Nous considérons que c'est également une limite notre systéme fédéraliste en matiere de santé.
Certains cantons ont tenté de régler cette question au niveau intercantonal, mais cette solution
demeure spécifique au DEP. A notre avis, il serait vraiment judicieux d'envisager les futures
législations sur la santé au niveau fédéral et non cantonal, bien que cela implique évidemment
de nombreux changements, a commencer par la Constitution, qui devrait expressément confier
la compétence de la santé a la Confédération. Cette vision peut sembler utopique, mais elle
ouvrirait la voie a une meilleure cohérence et efficacité dans la gestion et la protection des

données de santé en Suisse.

f. Fin du DEP

Deux raisons prédominent quant a I’obligation de cléturer le DEP par une communauté de

référence : la révocation du consentement par le/la patient.e ou son déces.

342 EHEALTH SUISSE, Datenschutzrechtliche Zustindigkeit, p. 3.

343 Cf. ODERMATT-BLOCH, p. 23. Il faut toutefois nuancer quelque peu ce propos. La coexistence de ces différentes
lois est en effet complexe. Toutefois, les lois cantonales sur la protection des données s'inspirent de la LPD, ou les
grands principes demeurent les mémes.
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Pour commencer, il n’y a, pour le moment du moins, aucune obligation faite aux particuliers
de détenir un DEP3#, Alinsi, aux termes des art. 3 al. 3 LDEP et 21 al. 1 ODEP, il ressort que
le/la patient.e peut décider en tout temps de retirer son consentement a la constitution d’un DEP.
Aucune forme particuliére et aucun motif ne sont exigés pour cette révocation**. Dans un tel
cas, le DEP doit étre détruit et il faudra rétablir la situation telle qu’elle était avant la constitution
du DEP3*, Cette destruction n’aura aucun effet sur les documents enregistrés dans les systémes

primaires**’

. Tout comme pour I’ouverture du DEP, c’est ici également la communauté de
référence aupres de laquelle le/la patient.e est affilié.e qui gérera la déclaration de révocation

du consentement.

De plus, un.e mineur.e capable de discernement peut demander la suppression de son DEP a
tout moment, et ce, méme si le/la représentant.e 1égal.e s'y oppose. En effet, dans ce cas, le DEP

ne peut étre conservé contre la volonté du/de la patient.e348.

En cas de décés du/de la patient.e, son DEP doit étre supprimé par la communauté de référence
concernée*®. Selon Iart. 21 al. 2 ODEP, cette suppression ne peut avoir lieu, au plus tot, que

deux ans apres le déces de la personne.

Lorsqu’une communauté de référence a supprimé un DEP, elle doit, dans un délai approprié,
supprimer tous les droits d’acces au dossier et informer toutes les communautés ainsi que la
CdC. La communauté de référence qui supprime le DEP doit, dans un « délai approprié »,
¢galement supprimer les droits d’accés au dossier et notifier les autres communautés et la CdC
(art. 21 al. 3 ODEP). A ce propos, bien que l'ordonnance ne spécifie pas de délai précis, nous

pouvons raisonnablement nous attendre a ce qu'il soit prompt.

Les ¢éléments examinés mettent en lumicre que le DEP reléve de la propriété des patient.e.s et
démontrent leur controle sur leurs propres données médicales. Ces dispositions soulignent
¢également I'importance accordée a l'autonomie et a la volonté du/de la patient.e dans la gestion

de son DEP.

344 EHEALTH SUISSE, Représentation, p. 18.

345 FF 2013 4747, p. 4800.

346 ERARD, Le dossier électronique du patient, p. 231.
347 FF 2013 4747, p. 4800.

348 EHEALTH SUISSE, Représentation, p. 18.

349 ERARD, Le dossier électronique du patient, p. 231.
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g. Responsabilité

Au sujet de la responsabilité, le Message de 2013 précise que la loi ne modifie pas les régles de

350

responsabilité générales’". Ce sont donc les regles de la responsabilité de base qui demeurent

en vigueur dans le contexte du DEP!,

En effet, selon ’art. 4 al. 1 LDEP, « [l]a responsabilité des communautés, des communautés
de référence, des portails permettant aux patients d’accéder a leurs données (portails d’acces),
des éditeurs de moyens d’identification, des professionnels de la santé ainsi que des patients
est régie par les dispositions qui leur sont applicables ». Cette disposition ne contient pas de
normes spécifiques quant a la responsabilit¢ des différentes parties prenantes lors de
I’utilisation du DEP. Il faut donc se référer aux dispositions générales du droit de la

responsabilité3>2,

Notons simplement les remarques suivantes. Tout d’abord, la responsabilité¢ délictuelle et

contractuelle est traitée a I’art. 41 CO, respectivement aux art. 97ss CO3%3.

Lorsqu’un.e professionnel.le de la santé commet une erreur de traitement qui aurait pu étre
évitée s’il/elle avait consulté le DEP, il faudra analyser sa responsabilité en déterminant s’il/elle
a « pris une décision acceptable sur la base des informations disponibles ainsi que des
possibilités diagnostiques et thérapeutiques de I’époque ». Une violation du devoir de diligence
pourrait étre retenue®>*. Selon nous, pour pouvoir retenir éventuellement un telle violation a
I’avenir, il est crucial d'assurer une formation adéquate pour tou.te.s les professionnel.le.s de la

santé, un processus qui prendra du temps étant donné les différences actuelles.

S’agissant des communautés (de référence), aucune responsabilité ne leur sera imputable si la
diligence requise a été respectée, « notamment en ce qui concerne l’évaluation et la sélection,

Uinstruction et la formation ainsi que [’exploitation et I’entretien »*>°.

350 FF 2013 4747, p. 4796.

351 Pour plus de précisions, cf. EHEALTH SUISSE, Responsabilité ; LANDOLT, p. 239ss.
352 EHEALTH SUISSE, Responsabilité, p. 1.

353 Ibidem.

354 Idem, pp. 1 et 2.

355 Idem, p. 2.
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Enfin, mentionnons encore que la responsabilité délictuelle d’un.e patient.e peut étre engagée,
sous réserve des conditions de I’art. 41 CO. Dans le cadre du DEP, le/la 1ésé.e pourrait éprouver

des difficultés a amener la preuve du dommage3*S.

356 EHEALTH SUISSE, Responsabilité, p. 3.
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IV.  Perspectives et propositions

Cette partie du mémoire se focalisera sur les perspectives du DEP, notamment les
développements futurs a court, moyen et long terme, qui seront influencés par les révisions de
la LDEP. Pour ce faire, nous prendrons également en compte les avis de plusieurs acteurs du
DEP avec des intéréts différents afin de cerner certaines problématiques qui se posent. De plus,
nous explorerons certaines propositions, afin d'améliorer davantage 1'efficacité et I'utilité de cet

outil.

a. Plan de soins partagé (PSP)

Parmi les fonctionnalités qui devraient trés prochainement voir le jour au sein du DEP, se trouve
notamment le plan de soins partagé (PSP). Celui-ci est en cours de développement et devrait

357

étre intégré au DEP dans ’année”>’. 1l vise a favoriser la coordination des soins entre les divers

acteurs concernés par un.e patient.e, soit les professionnel.le.s de santé, les proches aidants et

les patient.e.s eux/elles-mémes>>3

. Ce plan « vise les antécédents, les différents diagnostics, les
traitements, les constantes, etc. »*>°. 1l s’agit donc d’une approche collaborative dans le but
d'assurer une prise en charge globale de la personne concernée®®’ tout en organisant les
différents traitements selon un ordre précis®®!.

Le plan de soins partagé est une forme de « plan de traitement »*%*

. En droit suisse, bien qu’il
soit un élément crucial du droit & la participation des patient.e.s?%, il n’est cité qu’a deux
reprises aux art. 377 et 433s CC3%4. Ces mentions concernent respectivement la représentation
médicale d’une personne incapable de discernement et le traitement des troubles psychiques
d’une personne placée par les autorités dans une institution & des fins d'assistance (PAFA). A
la différence du plan de traitement qui est actuellement principalement utilisé dans le contexte

des institutions psychiatriques*®, le plan de soins partagé s'adresse a toute personne possédant

un DEP.

357 VAUD, DEP pour professionnel.le.s.
358 [bidem.

359 Cf. Interview de M. Rohrer (Q9).
360 VAUD, DEP pour professionnel.le.s.
361 Hotz, N 8.

362 Idem, N 48.

363 Idem, N 49.

364 Idem, N 12.

365 Idem, N 36.
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Comme le souligne HOTZ, un « plan » n’est pas nécessairement immuable ou définitif, mais
reste sujet a des ajustements et contestations, car son objectif principal est de guider un
processus plutdt que d'étre une fin en s0i3%.

367

A notre avis, le plan de soins partagé est par ailleurs étroitement li¢ au contrat de soins~°’, car

368 En effet, un contrat de soins, ou contrat

le plan de soins partagé englobe le contrat de soins
médical, est un contrat innommé qui se rapproche du contrat de mandat*¢37, 11 est conclu entre
un.e professionnel.le de la santé autorisé.e a pratiquer ou un établissement de santé et un.e
patient.e*’!. Dans le cadre de ce contrat, tant le/la professionnel.le de la santé que le/la patient.e
ont des droits et des obligations qui visent a assurer le bon déroulement de leur relation et la
qualité des soins prodigués. La principale obligation du/de la professionnel.le de la santé est de
fournir les services promis avec toute la diligence attendue d'un.e professionnel.le compétent.e

(art. 398 al. 2 CO)3"?, tandis que la principale obligation du/de la patient.e est de rémunérer les

services rendus (art. 394 al. 3 CO)*7. A cela s’ajoute des obligations accessoires respectives7.

Ainsi, selon nous, intégrer les divers contrats de soins dans le PSP pourrait s’avérer efficace
pour formaliser les accords convenus de maniére accessible, rapide et sir. Cela permettrait de
consigner les droits et obligations de chaque partie prenante, facilitant une meilleure
compréhension des roles respectifs et prévenant des erreurs, notamment dues a la mauvaise
communication. De plus, étant donné que les contrats de soins ne sont pas systématiquement
conclus par écrit’”®, les enregistrer électroniquement accroitrait la transparence et renfoncerait

la confiance et ’autodétermination du/de la patient.e. Par ailleurs, en cas de modifications

366 Hotz, N 8.

367 Pour une analyse poussée du le contrat de soins, ¢f. notamment BUCHLER/MICHEL, pp. 82SS.

368 Hotz, N 28. Selon I’autrice, le plan de traitement comprend, entre autres, le contrat de soins. Nous sommes
d’avis que ce raisonnement vaut également pour le plan de soins partagé.

369 Selon CHRISTINAT, la proximité avec le contrat de mandat s’explique en raison de I’obligation de moyen et non
du résultat du/de la médecin. En effet, un.e médecin est censé.e soigner, mais ne pourra pas nécessairement guérir.
Cf. CHRISTINAT, N 176.

370 GUILLOD/ERARD, N 284ss ; DONZALLAZ, Vol. II, N 3101ss ; TERCIER/BIERI/CARRON, N 4728ss ; CHRISTINAT,
N 175.

371 GUILLOD/ERARD, N 287 ; DONZALLAZ, Vol. II, N 3101 ; TERCIER/BIERI/CARRON, N 4730s.

372 GUILLOD/ERARD, N 291 ; DONZALLAZ, Vol. II, N 3103 ; TERCIER/BIERI/CARRON, N 4739ss.

373 GUILLOD/ERARD, N 293 ; DONZALLAZ, Vol. II, N 3102 ; TERCIER/BIERI/CARRON, N 4757.

374 Pour plus de précisions au sujet de ces obligations, se référer notamment & GUILLOD/ERARD, N 292ss.

375 Pour le moment, tout comme le PSP, I’exigence du contrat écrit ne vaut que dans des circonstances particuliéres.
A ce propos, c¢f. BUCHLER/MICHEL, pp. 170s.
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ultérieures, il serait toujours possible d'ajouter ces informations au PSP, garantissant ainsi une

gestion sécurisée et actualisée des contrats de soins.

b. Plan de médication partagé (PMP)

Tout comme le plan de soins partagé, le plan de médication partagé (PMP), appelé aussi « plan
de médication ¢électronique », est une fonctionnalité en cours de développement et devrait étre
intégré au DEP dans I’année. Il a pour but de favoriser une gestion sécurisée et coordonnée des
traitements médicamenteux®’%. En d’autres termes, le PMP serait tel un reflet des médicaments
ingérés actuellement par le/la patient.e permettant d’avoir une vision globale des traitements
médicamenteux en cours. Il s’agit d’un outil trés demandé par les professionnel.le.s de la

santé37’

qui leur permettrait ainsi qu’aux patient.e.s de collaborer sur un plan de médication
commun tout au long du parcours de soins*’®. Tout comme le PSP, le PMP permet d’impliquer
davantage le/la patient.e dans son propre processus de médication®” et d’améliorer la sécurité
générale des patient.e.s*°. Pour les patient.e.s prenant plusieurs médicaments, le PMP sera un
outil particulierement utile, notamment pour « la vérification des interactions ou des doubles

prescriptions »*81,

Le PMP n’est pas encore fonctionnel car la « cybermédication »*%* se fera progressivement ; en
effet, pour le moment, le DEP permet ’accés a des informations non structurées sur la
médication®®, Tl faudra attendre les deux prochaines phases pour avoir un outil fonctionnel et
efficace®®*. Actuellement, les bases légales sur le DEP ne permettent pas le traitement
d'informations dynamiques. Or, les processus de médication le sont. Il faudra donc
probablement adapter I’ODEP?%°. Cela peut prendre du temps. Toutefois, il se dégage du

document d’eHealth Suisse, une réelle volonté d’ implémenter rapidement le PMP386,

A plus long terme, nous estimons que cette fonctionnalité du DEP est trés prometteuse. Etant

376 VAUD, DEP pour professionnel.le.s.
377 Cf. Interview de M. Rohrer (Q9).
378 VAUD, DEP pour professionnel.le.s.
379 EHEALTH SUISSE, PMP, p. 6.

380 FF 2013 4747, p. 4756.

381 EHEALTH SUISSE, PMP, p. 15.

382 11 s’agit du terme employé par eHealth Suisse. La littérature parle également de « e-Médication ».
383 EHEALTH SUISSE, PMP, p. 3.

384 Ibidem.

385 Idem, p. 6.

386 EHEALTH SUISSE, PMP.
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donné que la transformation numérique de notre société entraine une utilisation de plus en plus

répandue de l'intelligence artificielle (IA)**7

, celle-ci sera probablement trés utile au bon
fonctionnement du DEP. Sur le long terme, 1'utilisation de 1'TA pour détecter les éventuelles
contre-indications entre les médicaments du/de la patient.e concerné.e serait une excellente

opportunité selon nous.

Il sied de noter toutefois que, dans ce scénario, étant donné que la machine prendrait une
décision de manicre autonome, cette composante du DEP serait probablement considérée
comme un logiciel a but médical et donc serait qualifié de dispositif médical®®. Par conséquent,
cela impliquerait 1'application d'une multitude de 1égislations spécifiques régissant de tels cas.
Ici, nous pensons en particulier a la loi fédérale sur les médicaments et les dispositifs médicaux
(art. al. 1 LPTh) et a ’Ordonnance sur les dispositifs médicaux (art. 3 al. 1 ODim)**° qui
incluent les logiciels dans la définition des dispositifs médicaux reprises des conditions du guide

européen MDCG 2019-113%.

Il faudrait encore déterminer si une IA est considérée comme un logiciel, il est probable que

cela soit le cas, étant donné que les IA comprennent des éléments de logiciels.

c. Révision annuelle de la LDEP

Chaque année, les dispositions d'exécution du DEP font 1'objet d'une révision minutieuse. Cette
démarche permet non seulement de garantir une mise a jour du DEP avec les derniéres avancées
technologiques, mais également de favoriser son développement continu®!. A ce titre, ’OFSP
et eHealth Suisse examinent les besoins en développement et en mise a jour du DEP,
notamment s’agissant des critéres de certification technique et organisationnelle pour les

392

communautés de référence’*2. A ce propos, des modifications ont été apportées a I’ ODEP-DFI

387 MORIN, p. 118.

388 HIRSIG-VOUILLOZ, La responsabilité pour les médicaments, p. 57. Il faudrait encore déterminer si une A est
considérée comme un logiciel. Il est probable que cela soit le cas, étant donné que les IA comprennent des éléments
de logiciels. Selon HIRSIG-VOUILLOZ, pour étre qualifiée de dispositif médical, I'essentiel est qu'elle vise une
utilisation médicale, ce qui est le cas dans cette situation.

389 HIRSIG-VOUILLOZ, La responsabilité pour les médicaments, p. 51.

390 TAF C_669/2016.

31 OFSP, Développement du DEP.

392 [bidem.

55



et ses annexes, celles-ci sont entrées en vigueur le 1¢ juin 2023 tout en laissant une année aux

parties prenantes concernées pour les mettre en ceuvre®®,

Nous estimons que ces révisions annuelles sont utiles et nécessaires, car elles permettent de

combler en partie le fossé entre le droit et les avancées rapides de la technologie.
d. Révision partielle de la LDEP

La révision partielle de la LDEP a suivi le cours habituel du processus législatif. A présent, seul
le délai référendaire s'étendant jusqu'au 4 juillet pourrait étre un obstacle a I’entrée en vigueur
des modifications prévues par la nLDEP3**. Cette derniére représente une solution transitoire®®>

396

dans D’attente de la révision complete’”. Dans cette optique, nous en étudierons les

modifications les plus pertinentes pour notre travail.

1. Financement transitoire

Bien que ce mémoire ne se penche pas sur les détails spécifiques du financement, il est
important de noter que le financement transitoire est 1’objet principal de la révision partielle
(nLDEP et pOFDEP). En effet, face au constat que le manque de ressources financieres mettait
en péril I’existence et le développement du DEP, la révision partielle visant & mettre en place
un financement transitoire en attendant une révision totale est apparue comme étant « la seule
option possible pour garantir a court terme le financement des communautés de référence »°7.
A ce titre, la nLDEP et sa future ordonnance (pOFDEP) énoncent des régles précises telles que
le montant alloué¢ par DEP ouvert (art. 23a al. 2 nLDEP et 3 al. 1 pOFDEP) et le plafond
maximal par communauté de référence (art. 4 pOFDEP), tout en exigeant des démarches
précises de demande aupres de I’OFSP (art. 23¢ nLDEP et art. 5ss pPOFDEP). L'art. 23b nLDEP
précise que I'Assemblée fédérale détermine le plafond des aides financiéres de la Confédération.

Dans ce contexte, le Parlement a arrété un plafond unique de 30 millions de francs (CHF) pour

financer les communautés de référence sur une période de 5 ans*%.

393 OFSP, Développement du DEP. La modification du 4 mai 2023 de ’ODEP-DFI précise que «[l] es
communautés et communautés de référence ne sont pas tenues de mettre en ceuvre la modification du 4 mai 2023
avant le 31 mai 2024 ».

394 FF 2023 2181, p. 24/30. 11 s’agit d’un référendum facultatif prévu dans la nLDEP.

395 Idem, p. 9/30.

396 Cf. Infra, IV. sur la révision totale de la LDEP.

397 FF 2023 2181, p. 10/30.

398 FF 2023 2183, p. 1/2 (art. 1).
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Le financement du DEP est un vaste sujet et une préoccupation majeure. Le sujet est hautement
politis¢ et implique des choix en mati¢re d'allocation des ressources étant donné les
investissements substantiels déja réalisés par les cantons et la Confédération®*®. Bien que
davantage de fonds soient nécessaires pour assurer la viabilité du projet*??, les ressources sont

limitées et il existe une volonté de réaliser un retour sur investissement*°!,
1. Consentement

Sur le sujet du consentement, 1’art. 3 al. 1 nLDEP varie de la loi existante en parlant de
« consentement explicite » plutdt de « consentement écrit». Ainsi, le seul objectif de ce
changement de termes est d’ouvrir la possibilit¢é a d’autres formes de consentement

402 Les termes sont volontairement neutres sur le plan technologique afin de

¢lectronique
permettre une adaptation aux progrés futurs*®>. Nous considérons que ce changement de
qualificatif serait bénéfique car il élimine les obstacles liés a 1'obligation de consentement écrit,
actuellement contraignante car elle nécessite une signature manuscrite ou la possession d'une
SEQ*“. En outre, cela simplifierait le suivi des progrés technologiques pour s'adapter

rapidement a leur évolution, évitant ainsi tout décalage excessif entre la technologie et le droit.

Sur le méme théme, I’art. 3 al. 1% nLDEP dispose que « [lJes communautés de référence
doivent en tout temps étre en mesure de prouver le consentement du patient ». 1l s’agit d’une
exigence qui se trouve déja dans un document de eHealth Suisse sur le consentement puisque
la communauté de référence est censée consigner les déclarations de consentement*®® et doit
étre capable de prouver, en cas de conflit, qu’elle a exécuté son obligation d’information**®. La

disposition inscrite dans la loi rendrait ces ¢léments juridiquement contraignants.

L’art. 9 pOFDEP précise que 1’art. 16 ODEP serait également modifié afin de permettre aux
communautés de référence de confirmer un consentement «a [‘aide d’'un moyen
d’identification émis par un éditeur certifi¢ au sens» (let. b). La possibilité de signer

manuellement ou d'utiliser une SEQ demeure (let. a).

399 Cf. OFDEP et interview de M. Wehrli (Q2) notamment.
400 FF 2023 2181, p. 10/30.

401 Cf. OFDEP et interview de M. Wehrli (Q2) notamment.
402 FF 2023 2181, p. 17/30.

403 Ibidem.

404 Ibidem.

405 EHEALTH SUISSE, Consentement, p. 8.

406 Jdem, p. 7.
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Etant donné que le consentement tel que requis actuellement peut constituer un frein a
louverture d’un DEP*7, nous constatons ici une volonté de simplifier les modalités de
consentement dans le but de faciliter I'ouverture du DEP. Toutefois, un suivi régulier pour

s’assurer du maintien du consentement serait, a notre sens, le bienvenu*.

1i. Acceés des cantons au service de recherche

Siaucun référendum n'est lancé, des modifications seront apportées a la LAMal, principalement
pour simplifier son texte en utilisant 1'abréviation LDEP et en ne citant la loi compléte qu'une

seule fois, ainsi qu'en ajoutant un nouvel article*®.
9

Cette nouvelle disposition serait I’art. 59a LAMal et permettrait aux cantons d'accéder au
service de recherche des institutions de santé et des professionnel.le.s de la santé exploité par
I’OFSP (HPD), qui recense toutes les institutions de santé et les professionnel.le.s affilié.e.s a
des communautés (de référence) certifiées. Etant donné que certains établissements de soins et
certain.e.s professionnel.le.s de la santé ont 1’obligation de s’affilier & une communauté (de
référence) certifié pour pratiquer a charge de 1’assurance obligatoire des soins (AOS), I’accés
au HPD permettrait aux cantons de contrdler cette condition plus facilement*'°. A notre avis,
l'acces devrait étre limité uniquement au contrdle de cette exigence, sans autre utilisation
possible pour répondre notamment au principe de proportionnalité en termes de protection des

données.
iv. Obligation pour tou.te.s les professionnel.le.s de la santé

Si I’obligation pour tou.te.s les professionnel.le.s de la santé d’adhérer au DEP n’est pas en
discussion dans le cadre de la révision partielle de la LDEP, celle-ci en prévoit des prémisses
en ajoutant dans les buts du DEP qu’il « doit [...] contribuer a assurer des prestations de santé
de qualité et a maitriser les coiits dans le domaine de |’assurance maladie » (art. 1 al. 3, 2¢

phrase nLDEP).

407 Cf. Supra, 111. sur le consentement.

408 Cf. OFSP, Rapport sur la consultation de la révision partielle, p. 19/72. FRC et SKS semblent partager notre
avis sur ce sujet. Ils ajoutent que la simplification du processus du consentement devrait aller de pair avec des
mesures de sécurité plus élevées.

409 FF 2023 2181, p. 20/30.

419 Ibidem.

58



Cette disposition annonce les développements a venir au sujet du DEP. Il apparait ici que la
volonté ici est de faire du DEP un instrument de 1'AOS. Elle vise a améliorer la qualité,
I’efficacité et I’économicité des soins de santé. Ce dernier but, pratiquement absent de la LDEP
actuelle, est pourtant fondamental car I’optimisation des ressources est nécessaire pour assurer
la durabilité, 1'équité et l'efficacité du systéme de santé dans son ensemble. La seule mention a
ces critéres se trouve a I’art. 18 al. 1 LDEP qui énonce que le DFI doit veiller « a ce que
["adéquation, [’efficacité et ’économicité des mesures adoptées en vertu de la LDEP soient

evaluées périodiquement ».
e. Révision totale de la LDEP

Pour une utilisation durable du DEP, il a fallu envisager une refonte totale de la LDEP. Ainsi,
I’ AP-LDEP prévoit non seulement des mesures visant a promouvoir la diffusion et I'utilisation
du DEP, mais également des dispositions sur le financement et la répartition des taches entre la

Confédération et les cantons. La consultation de I’AP-LDEP s’est déroulée du 28 juin au 19

octobre 2023. Le rapport de résultat n’est pas encore publié*!!,

i. Clarification de la répartition des compétences entre la Confédération et

les cantons

Il est a noter que la LDEP n’est pas claire au sujet de la répartition des taches entre la

412

Confédération et les cantons. Cette problématique a désormais été identifiée*' - et la révision de

la loi prévoit d’éclaircir cela.

En effet, tout d’abord, il convient de noter, qu’en raison du systeme fédéraliste suisse, le

domaine de la santé ressort de la compétence des cantons (art. 3 Cst.). En effet, ces derniers

4413

sont responsables d’organiser les soins de santé*'-. Ainsi, la Confédération n’a que des

414

compétences limitées en la matieére*'*. Il s’agit d’un partage complexe de compétences, ceci a

conduit a un choix de systéme de DEP décentralisé*'>. « La LDEP étant congue comme une loi-

411 Etat au 8 avril 2024.

42 Bn réalité, le Message de 2013 faisait déja état de ce constat résultant de la consultation.
Cf. FF 2013 4747, p. 4782.

413 CONSEIL FEDERAL, Rapport AP-LDEP, p. 8/77.

414 FF 2013 4747, p. 4768.

415 BERARD, Le secret médical, N 137.
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cadre, la Confédération ne dispose d’aucun droit légal d’exécution en raison de la
décentralisation de la mise en ceuvre, ce qui rend difficile un pilotage central de l’introduction
et de l'exploitation du DEP »*'°. La Confédération est donc limitée. Par ailleurs, les taches
d’exécution attribuées aux cantons ne figurent pas dans la LDEP. Cela empéche la
Confédération d’engager les cantons a contribuer au financement du DEP, alors méme que la

compétence de I’exploitation des communautés (de référence) appartient aux cantons*!”.

Désormais, il est prévu d’offrir un plus large pouvoir décisionnel a la Confédération*!®. En effet,
il est prévu de fonder la LDEP révisée sur I’art. 117 al. 1 Cst.*!°, ce qui permettrait une plus
grande marge de manceuvre a la Confédération s’agissant des réglementations a adopter 42°,
Cela permettrait une gouvernance plus claire et un role plus proactif de la Confédération dans
la coordination et le financement du DEP#!. Par ailleurs, ce sont les cantons qui sont chargés
de financer I’exploitation par les communautés de référence*??. Chaque canton doit également
veiller a ce qu’il y ait au moins une communauté de référence proposant le DEP aux résident.e.s

de son territoire (art. 19d al. 1 AP-LDEP)**.

Le manque de clarté entre les compétences cantonales et fédérales en matiere de santé ne
concerne pas uniquement le DEP. Il s’agit ici uniquement d’une illustration de cette confusion.
En effet, il semblerait que, de maniere générale, le fédéralisme suisse ne se révele pas bénéfique
dans un domaine tel que la santé ou une certaine uniformité est nécessaire. DONZALLAZ dénonce

424

un « systeme complexe et peu cohérent »*<* et regrette I’absence d’une vision globale de la santé

en Suisse*?.

ii. Ouverture automatique

416 CONSEIL FEDERAL, Rapport AP-LDEP, p. 8/77.
47 Ibidem.

418 ERARD, Le dossier électronique du patient, p. 241.
419 En plus des art. 95 al. 1 et 122 al. 1 Cst.

420 CONSEIL FEDERAL, Rapport AP-LDEP, p. 8/77.
21 Ibidem.

422 Idem, p. 48/717.

423 Ibidem.

424 DONZALLAZ, Vol. I, N 1178ss.

425 Idem, N 1179.
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Le mod¢le actuel n’était pas satisfaisant en termes de nombre de DEP ouverts, il est prévu de
remplacer I’ouverture volontaire du DEP par un modéle opt-out**°. Le but du changement de
modéle vise A « atteindre une diffusion optimale du DEP »**7. 1l s’agira donc d’ouvrir
automatiquement un DEP pour toutes les personnes domiciliées en Suisse, bénéficiant de ’AOS
ou de I’assurance militaire (art. 3 AP-LDEP). Cette ouverture sera gratuite (art. 3¢ AP-LDEP)
et effectuée par les cantons. Les personnes concernées pourront s’opposer a l’ouverture
automatique d’un DEP sans motif (art. 3a al. 1 AP-LDEP), cette opposition sera consignée dans
un « registre des oppositions » (art. 2 let. f et art. 3a al. 2 AP-LDEP). Sans une telle opposition,
le consentement est présumé*28. A noter que, pour les autres personnes, il sera possible d’ouvrir
un DEP de maniére volontaire (art. 3b AP-LDEP). Dans ce cas, un « consentement explicite »
sera nécessaire (art. 3b al. 1 AP-LDEP). Si ce mode¢le devait étre adopté, il faudrait veiller a ce
que les patient.e.s soient conscient.e.s de I’existence de leur DEP ainsi que des données
enregistrées sur celui-ci*?®. 1l est prévu que, les patient.e.s conservent leur droit d’attribuer les

accés qu’ils/elles souhaitent, aux professionnel.le.s de leur choix*°,

Selon nous, il est nécessaire de se demander dans quelle mesure ce systéme opt-out est
nécessaire. En effet, le consentement présumé dans le cadre du DEP signifie le systéme par
défaut sera I’ouverture d’un DEP. Pour qu’une mesure aussi contraignante soit proportionnée,
nous nous demandons si celle-ci ne devrait pas justifier d’intéréts suffisamment importants. Or,
a la lecture du rapport explicatif**!, aucun argument pertinent pouvant justifier cette atteinte a
I’autonomie n’en ressort. Le rapport se borne surtout a indiquer que la mesure permettra
d’optimiser la diffusion du DEP*? et que d’autres mesures n’ont pas abouti au résultat
escompté®??, Avant d’adopter ce modéle opf-out, qui est une mesure incisive, il semble
préférable de résoudre les autres obstacles en premier lieu et observer I’efficacité de cela,

2434

notamment 1’obligation d’affiliation au DEP pour les professionnel.le.s de la santé**. Comme

vu précédemment*>, le DEP a notamment été congu pour autonomiser le/la patient.e, tandis

426 CONSEIL FEDERAL, Rapport AP-LDEP, p. 2/77.

27 Ibidem.

428 Idem, p. 10/77.

429 ERARD, Le dossier électronique du patient, p. 232.

439 CONSEIL FEDERAL, Rapport AP-LDEP, p. 13/77 ; ERARD, Le dossier électronique du patient, p. 232.
41 Cf. Rapport AP-LDEP.

432 CONSEIL FEDERAL, Rapport AP-LDEP, p. 2/77.

433 Idem, p. 10/77.

434 Cf. Infra, 1V. sur ’obligation pour tout.e.s les professionnel.le.s de la santé.

B5 Cf. Supra, 1.
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qu’ici, nous observons plutdt un retour a une sorte de paternalisme que nous trouvons

regrettable.

Il convient ici de s’intéresser a la notion de nudging. Ce terme, également appelé « paternalisme
libéral » définit une méthode visant a influencer les décisions et les comportements des
personnes ciblées en ajustant l'environnement sans utilisation de coercition ni de récompenses
financiéres*®. A notre sens, ce terme s’applique a la situation du DEP étant donné que 1’on
souhaite, par le biais du consentement présumé, atteindre un grand nombre de DEP ouverts.
Bien entendu, il est possible de s’opposer a I’ouverture du DEP, mais il faut se questionner sur
le degré de conscience du/de la patient.e sur ce « choix » et son utilisation effective de ce choix.
Il faudrait se demander si d’autres interventions, telles qu’une information et une promotion

437, De plus, le Message de 2013 indique que le caractére

ciblées, ne seraient pas possibles
facultatif du DEP avait été largement salué par les participant.e.s a la consultation, démontrant
ainsi I’importance de I’autodétermination*?8. Par ailleurs, a notre connaissance, méme si nous
en sommes personnellement convaincus, il n'a pas encore ét¢ démontré que le DEP est
réellement utile et efficace**, ce qui pourrait potentiellement légitimer ’atteinte a une certaine

autonomie des patient.e.s en faveur du bien collectif, la santé publique, etc.

A ce sujet, GUILLOT indique que méme s’il existe une base légale, il faut considérer 1’intérét
public et la proportionnalité**?, Selon I’autrice, un systéme « par défaut » porte notamment

441 Celle-ci étant un droit fondamental protégé par la

atteinte a la liberté personnelle
Constitution fédérale, il faudra respecter 1’art. 36 Cst. pour justifier d’une restriction de ce
droit**?. Sans approfondir l'analyse, au vu de ce qui précéde, il nous semble difficile de
déterminer que ’atteinte est proportionnée (art. 36 al. 3 Cst.), ni justifiée par un intérét public

(art. 36 al. 2 Cst.).

436 SAMOCHOWIEC/MULLER, Nudging, p. 39 et 40.

437 Cf. BUGMANN, p. 247. Une étude a démontré notamment que les citoyen.ne.s ne sont pas nécessairement
informé.e.s de I’existence-méme du DEP.

$8FF 20134747, p. 4781 €t 4799. Le Message indique également (p. 4799), au sujet du consentement, que « [pJour
favoriser I’acceptation et le succes du dossier électronique du patient, il importe que les applications de cybersanté
puissent se développer sans contrainte 1égale ».

439 Cf. Interview de M. Wehrli (Q2).

440 GuILLOT, pp. 268s.

441 Idem, p. 269.

442 Ibidem.
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Pour rappel, des discussions similaires avaient eu lieu au sujet du don d’organes***. Selon nous,
le consentement présumé était justifié par I’augmentation potentielle du nombre de donneur.se.s
pouvant sauver des vies en jeu***. Ici, dans le contexte du DEP, les enjeux semblent
principalement résider dans les investissements déja réalisés. Or, nous doutons de la pertinence

cette justification qui est avant tout financiere.

iii. Obligation pour tou.te.s les professionnel.le.s de la santé

Etant donné que la révision compléte de la LDEP prévoit de s’appuyer sur I’art. 117 al. 1 Cst.,
la Confédération pourra contraindre les fournisseurs de prestations au sens de I’art. 35 al. 2
LAMal a adhérer a une communauté (de référence). Pour les professionnel.le.s de la santé
n’entrant pas dans ce cadre, I’art. 19e AP-LDEP vise a permettre aux cantons de les obliger a

adhérer a une communauté (de référence)**.

Le rapport AP-LDEP indique que cette obligation est avantageuse tant pour mener a bien les
objectifs de la future LDEP que pour la LAMal, et, par conséquent, bénéfique pour les
patient.e.s également**®. Nous partageons cet avis. Bien qu’il y ait, a notre sens une potentielle
atteinte a la liberté économique (art. 27 Cst.), celle-ci est assurément justifiée**’. En effet,
I’obligation d'adhésion au DEP des fournisseurs de prestations pratiquant a charge de I’AOS a
pour but d'améliorer la qualité et I'efficacité des soins en facilitant la collaboration entre les

professionnel.le.s de la santé et en réduisant les examens superflus.

Selon nous, parallelement a cette exigence, il est essentiel de former les professionnel.le.s de la
santé au DEP, mais aussi de trouver des solutions a leurs réticences. En effet, le DEP est avant

tout un outil de soins, il ne doit pas devenir un fardeau administratif*+®,

443 MADER, N 1150.

444 Ibidem.

445 CONSEIL FEDERAL, Rapport AP-LDEP, p. 48/77.

446 Ibidem. Pour une analyse détaillée de ce sujet, ¢f. STOCKLI.
47 Cf. DONZALLAZ, Vol. I, N 1567ss.

448 Sur ce sujet, cf. ZAUGG, pp. 117 et 118.
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iv. Réutilisation des données pour la recherche

Sans aller dans les détails, ’AP-LDEP prévoit un « traitement secondaire »**°, soit une
réutilisation des données non-anonymisées*® au service de la recherche lorsque le/la patient.e
y a consenti (art. 19f ss AP-LDEP)*!. Pour autant que la protection des données et les droits
des patient.e.s soient garantis, notamment au niveau du consentement*?, et que les autres
exigences légales soient respectées*>, mettre les informations du DEP au service de la
recherche médicale permettrait assurément de nouvelles perspectives dans le domaine de la
santé**. Cette perspective pourrait améliorer la qualité de vie des individus, mais aussi de jouer
un role significatif dans les avancées futures de la médecine. Retenons simplement que le DEP
demeure principalement un outil destiné aux soins*>. Cependant, si cet outil peut également

contribuer a la recherche, cela ne serait qu’un avantage additionnel.

Au vu de tous les points mentionnés dans ce chapitre, nous sommes d’avis que, bien que des
progres sont réalisés dans la révision totale de la LDEP, celle-ci n’est pas novatrice. De plus, la
révision nous semble lacunaire, les modifications proposées nous semblent insuffisantes,
laissant encore de nombreuses questions en suspens**®. Par ailleurs, elle ne sera pas en vigueur
avant quatre ans au moins, ce qui est un long processus. Enfin, nous 1’avons évoqué, certains

aspects de la révision ne sont pas convaincants.

f. Identité électronique (e-ID) étatique

Le projet d’une loi sur I’e-ID reconnue et émise de manicre sécurisée par I’Etat est actuellement

en phase parlementaire*’. Son introduction est prévue pour 202548,

Un tel moyen
d’identification électronique faciliterait la vérification en ligne de l'identité des citoyen.ne.s

suisses et simplifierait les procédures administratives et les transactions commerciales*’. Cet

449 BRUDERER, N 22.

439 Pour une définition des données anonymisées, c¢f. BRUDERER, N 270s.

431 CONSEIL FEDERAL, Rapport AP-LDEP, p. 10/77.

42 BRUDERER, N 556ss.

453 Nous pensons notamment ici a la LRH.

454 Pour approfondir ce sujet, ¢f. ERARD, La protection des données dans la recherche.
455 ERARD, Le dossier électronique du patient, p. 238 ; FF 2013 4747, p. 4796.

436 A titre d’exemple, qu’en est-il du DEP pour les enfants de frontalier.ére.s qui se soignent en Suisse (notamment
aux HUG) ? Idem pour les retraité.e.s.

47 OF]J, e-ID.

458 CONSEIL FEDERAL, Rapport AP-LDEP, p. 30/77.

439 OFJ, e-ID.
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avantage se refléterait également dans le cadre du DEP*®, En effet, la complexité liée a
l'obtention d'un MIE apparait comme un obstacle majeur entravant le potentiel essor du DEP#6!,
L'introduction d'une e-ID pourrait dés lors contribuer a dépasser cette difficulté en se présentant
« comme un moyen d’identification supplémentaire » possible*®2. Ainsi, selon le projet de la
révision compléte de la LDEP, il est prévu de tenir compte de cet e-ID (notamment aux art. 7

et 11 AP-LDEP).

L'e-ID illustre parfaitement que le développement du DEP ne se fera pas seul. En effet, d'autres
législations, mesures, etc., évolueront (ou seront amen¢s a évoluer) pour contribuer ensemble a

'avancement de la santé numérique en Suisse.

g. Au-dela des frontieres

Dans un premier temps, il est important que le DEP soit déja opérationnel et efficace en Suisse.
Cependant, il faut reconnaitre que les soins de santé ne se limitent pas toujours aux frontieres
cantonales ou nationales. Pour le moment, a notre connaissance, les réflexions au sujet du DEP

463 Néanmoins, nous pouvons nous demander dans

demeurent a I’intérieur des frontieres suisses
quelle mesure ceci est pertinent compte tenu de la réalité ou les patient.e.s peuvent obtenir ou
requérir des soins & I'étranger, notamment les personnes frontaliéres et saisonniéres. A plus long
terme, une coordination continentale, voire internationale s’avérerait donc importante, voire
nécessaire. A ce propos, la LDEP permet déja au Conseil fédéral de « conclure des accords
internationaux prévoyant la participation a des programmes et a des projets internationaux

visant a promouvoir le traitement électronique de données et la mise en réseau électronique

dans le domaine de la santé » (art. 17 LDEP).

Dans ce contexte, il est 1égitime de se demander s'il ne serait pas pertinent d'envisager un dossier
a une échelle plus large, peut-étre un dossier européen ou du moins compatible avec les
systémes européens, dépassant les frontiéres helvétiques. A ce propos, il y a environ deux ans,
la Commission européenne a lancé 1'Espace européen des données de santé (EHDS) pour

faciliter I'acces des citoyen.ne.s a leurs données de santé et favoriser le partage avec les

460 Cf. Interviews de M. Feissli (Q12) et M. Wehrli (Q6).

461 Cf. Interviews de M. Feissli (Q3), M. Rohrer (Q3) et M. Wehrli (Q6).
462 CONSEIL FEDERAL, Rapport AP-LDEP, p. 30/77.

463 ERARD, Le dossier électronique du patient, p. 241.
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professionnel.le.s de la santé dans I'UE*%. A cet égard, étant donné que le DEP est en phase de
développement, il serait bénéfique d’intégrer rapidement «les aspects juridiques
d’interopérabilité avec des systemes étrangers similaires et plus particulierement avec les
outils qui seront développés dans le contexte de I'EHDS »*%°. Une telle démarche répondrait a

la nature interconnectée du domaine de la santé, qui n’échappe pas a la globalisation*®.

464 CONSEIL FEDERAL, Rapport AP-LDEP, p. 17/77 ; ERARD, Le dossier électronique du patient, p. 241.
465 ERARD, Le dossier électronique du patient, p. 241.
466 Sur ce sujet, cf. notamment LOUTAN.
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V. Conclusion

Au vu de ce qui précede, le DEP présente, sans aucun doute, un potentiel prometteur et pourrait
offrir de nombreux avantages qui pourront aller au-dela de ses objectifs initiaux et apporter de
réels bénéfices a la collectivité (aux patient.e.s, aux professionnel.le.s de la santé, mais

¢galement au systéme de santé suisse dans son ensemble).

Il faut néanmoins pondérer cette conclusion en admettant la quantité importante de modalités a
définir et régler pour atteindre le succes désiré du DEP. Si des ressources ont déja été mobilisées
pour mener a bien le DEP, il sera nécessaire d’injecter davantage de ressources, tant sur le plan
humain, technique que financier afin de répondre auxdits défis et de s’assurer du plein potentiel
du DEP. Si les révisions partielle et totale de la LDEP représentent un pas vers I’essor du DEP,
elles ne semblent pas suffisantes, ni totalement convaincantes en termes de résolution des défis

actuels et futurs du DEP.

Pour éviter que le DEP devienne un désenchantement, il faut espérer un retour positif des
investissements passés et futurs. Pour ce faire, la Suisse devra s’inspirer des systémes étrangers
qui fonctionnent, mais aussi cultiver une collaboration étroite entre toutes les parties prenantes
au DEP afin de surmonter les défis de celui-ci et mettre en place un outil efficace, sécurisé et

bénéfique pour tou.te.s.
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Annexes

Nous avons choisi d'interviewer Messieurs Feissli et Rohrer afin de mieux appréhender les
aspects pratiques et opérationnels du DEP. Quant a Monsieur Wehrli, il nous paraissait utile
d’avoir I’avis d’un parlementaire fortement engagé au sujet du DEP, nous avons sollicité son
expertise pour approfondir les aspects politiques du DEP.

Nous saisissons cette opportunité pour exprimer notre profonde gratitude pour le temps
généreusement accordé, la disponibilité et 1'enthousiasme manifestés a 1'égard de notre sujet.

Annexe 1 : Interview de M. Feissli
Chargé de mission qualité et Responsable de la sécurité des SI auprés du DEP neuchatelois
« Mon Dossier Santé », Neuchatel, été 2023 (revu en décembre 2023).

Q1. Comment expliqueriez-vous la timide avancée du DEP en Suisse ? Y a-t-il des
obstacles juridiques a cela ? Y a-t-il d'autres obstacles que juridiques a cela ?

La législation sur le DEP est composée de la loi (LDEP), de I’ordonnance (ODEP) et de
I’ordonnance du DFI (ODEP-DFTI) et ses annexes (en 1’occurrence 1’annexe 2 ODEP-DFI qui
s’applique aux communautés de référence comme nous). Cette 1égislation ne prévoit pour
I’heure qu’une obligation de participation pour les hopitaux, maisons de naissance, EMS et
médecins s’établissant depuis le 01.01.2022. Les changements prennent du temps et une
révision n’est envisagée que pour 2028 au mieux.

Cela signifie que pour tous les autres prestataires de soins, la démarche est facultative (du moins
tant que la loi n’aura pas changé). Etant donné que leur planning est déja chargé et que le temps
passé a remplir le DEP n’est pas directement facturable, certains d’entre eux voient I’ utilisation
du DEP comme une surcharge administrative car il faut tout saisir a double tant que le DEP ne
sera pas intégré a leur systéme informatique de gestion des patients (systéme primaire).

L’ouverture d’'un DEP pour un patient est également facultative, et demande une démarche
proactive de leur part. Méme si la population est plutot convaincue par un tel outil, le processus
pour s’inscrire est assez fastidieux — notamment la création de 1’identité électronique sécurisée
nécessaire a la connexion — et peu en rebuter certains. De plus, il faut faire pas mal de
communication pour que la population connaisse le dossier électronique du patient et ses
avantages. Par ailleurs, certains patients ne veulent s’inscrire que si leur médecin est affilié¢ (ce
qui n’est pas toujours le cas), et les prestataires de soins ne veulent pas participer car il y a peu
de patients actuellement qui ont un DEP... C’est le serpent qui se mord la queue, ¢’est pourquoi
nous recrutons a la fois des patients et des prestataires de soins.

Q2. Quels sont les principaux défis auxquels sont confronté.e.s les professionnel.le.s de la
santé lorsqu'ils/elles utilisent le DEP ?

e Pas d’intégration du DEP avec leur systéme informatique, saisie a double nécessaire
e Prend plus de temps (a facturer au patient ?) tant que leur systéme n’est pas raccordé
e Peu de patients ayant un DEP

e Peine a comprendre / accepter que ce soit le patient qui soit maitre de son DEP



Q3. Quels sont les principaux défis auxquels sont confronté.e.s les patient.e.s
lorsqu'ils/elles utilisent le DEP ?

e Processus d’inscription complexe :
o Signature manuscrite nécessaire pour ouvrir un DEP
o Difficulté a obtenir une identité électronique compatible DEP (vérification en
face-a-face nécessaire)
e Peu de prestataires de soins affiliés pour I’instant
e Dépose de documents pouvant étre compliquée pour certains patients avec 1’indication
de métadonnées (type de documents)

Q4. Comment les compétences sont-elles réparties entre la Confédération et les cantons ?

La Confédération est chargée de toute la partie 1égislative, avec consultation des cantons et
communautés (de référence). Les cantons doivent s’assurer que les prestataires de soins soumis
a I’obligation de s’affilier a une communauté de référence le sont. Les cantons romands sont
trés moteurs dans la mise en place et le financement du DEP alors que les cantons alémaniques
laissent plus les prestataires de soins s’organiser entre eux.

La loi sur le financement transitoire qui entrera en vigueur 1’année prochaine permettra a la
Confédération de participer financierement pour le DEP (a condition que les cantons aient
participé a la méme hauteur).

La révision compléte (prévue pour 2028 au plus tot) redéfinira le réle de la Confédération et
des cantons.

QS. Comment les compétences sont-elles réparties au sein de votre équipe qui s'occupe du
DEP ?

e Une directrice opérationnelle de I’association, également rattachée au service de la santé
publique (responsable de la cellule Cybersanté), pour la communication et la
coordination interne/externe

e Un chef de projet DEP & CPD* pour les échanges avec le fournisseur de plateforme,
I’intégration du DEP auprés des systeémes informatiques des prestataires de soins et les
questions en lien avec la protection des données

e Un chargé de mission qualit¢é & RSSI*%, en charge de la partie certification de la
communauté selon la LDEP et ses annexes, ainsi que les questions en lien avec la
sécurité de I’information

e Deux chargés de mission recrutement et assistance, qui s’occupent plus spécifiquement
du recrutement de la population et des prestataires de soins, de [’assistance aux
utilisateurs, des outils métiers, des identités €lectroniques et de la communication

e 4 personnes (2.5 EPT*?) qui tiennent les différents stands situés principalement sur les
sites de RHNe

467 Conseiller a la Protection des Données.
468 Responsable de la Sécurité des Systémes d’Information.
469 Equivalents plein-temps
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Q6. Comment expliqueriez-vous le fait qu'il n'y ait pas juriste au sein de votre équipe ?

Du fait que nos bureaux soient situés au sein du service de la santé publique, nous pouvons
nous appuyer sur les juristes du service en cas de besoin ou solliciter les juristes de I’OFSP.

Q7. Quelles sont les mesures de sécurité organisationnelles et/ou techniques mises en place
pour protéger la protection des données au niveau cantonal ?

Notre communauté de référence étant soumise a I’annexe 2 de I’ODEP-DFI, nous mettons en
ceuvre toutes les exigences de sécurité qui y figurent, en particulier le chapitre 4 ; de plus, nous
collaborons avec le SIEN*7, le service informatique de 1’Etat, pour toutes nos applications
bureautiques.

Q8. Comment le consentement des patient.e.s est-il géré s'agissant du DEP ?

La loi nous force actuellement a obtenir la signature manuscrite du patient pour étre valable
dans le cadre du DEP. Les déclarations de consentement et informations aux patients peuvent
donc étre faites a distance, mais nous devons recevoir 1’original par courrier. C’est une énorme
perte de temps, que la nouvelle révision de la loi devrait changer. Nous stockons ensuite ces
consentements de maniére numérique dans une GED*"! sécurisée.

Q9. Quelles sont les perspectives pour le DEP en Suisse ?

La nouvelle révision de la loi (environ 2028) devrait, si la phase de consultation se passe bien,
obliger tous les prestataires de soins a participer au DEP et permettre d’ouvrir par défaut un
DEP a toute personne en Suisse (option opt-out, donc sauf si le/la patient-e s’y oppose).

Q10. Quelles sont les améliorations envisageables ?

e La simplification du processus d’inscription et de création de 1’identité électronique
sécurisée
e [’obligation pour les prestataires de soins et I’ouverture par défaut pour les patients
e De nouvelles fonctionnalités qui apporteraient une plus-value pour les utilisateurs :
o Carnet de vaccination (prévu pour Q4 2023)
o Plan de médication partagé (a partir de 2024)

Q11. Je souhaiterais revenir sur le fait qu'il n'y ait pas un seul systéeme pour tous les
cantons et le fait que Neuchétel fasse jeu a part en ne s'alliant pas 2 CARA notamment.
Pourquoi cela s'est fait ainsi ? Quels sont les avantages et éventuels inconvénients a cela ?

Lorsque la loi fédérale sur le dossier électronique du patient est entrée en application en 2017,
le canton de Neuchatel a organisé des tables rondes et des rencontres bilatérales avec les
prestataires de soins. Il en est ressorti que ces derniers souhaitaient d’une part une aide de 1’Etat
(a la fois financicre et en termes de gestion de projet) mais également qu’ils souhaitaient
participer activement a la construction du DEP. Ce dernier point nous a paru €tre un point positif

470 Service informatique de 1’Entité neuchateloise.
47! Gestion Electronique des Documents.
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permettant une meilleure acceptation de la solution. Il a donc été¢ décidé de financer le
développement initial du DEP (pour répondre a la premiére demande), et d’adopter une
approche participative dite « Bottom-Up » en partant du terrain. Ainsi, nous avons impliqué des
le démarrage les principaux prestataires de soins au sein de notre comité de direction. Ils ont
ainsi pu participer a toutes les prises de décision, que ce soit sur le modele économique, le choix
de la plateforme ou la maniere dont le projet a été lancé dans le canton.

C’est en ce sens que réside la principale différence avec Cara, qui a adopté une démarche plutot
« top-down », dans laquelle les pouvoirs publics si¢gent dans les instances décisionnaires de
I’association. Selon nous, la démarche cantonale que nous avons adoptée permet une plus
grande liberté et agilité. Le fait d’avoir les prestataires de soins a nos cotés en fait des
ambassadeurs de I’outil et permet de réaliser un projet qui fasse du sens avec la réalité du terrain.
Le lancement en deux étapes (projet de soins coordonnés d’un an, puis ouverture a toute la
population) nous a également permis d’affiner nos processus afin d’étre pleinement
opérationnels pour une ouverture plus large.

Dans les inconvénients, nous pouvons relever les colits de certification notamment, qui ne
peuvent pas étre mutualisés avec d’autres communautés. Cependant, cela reste a relativiser, car
notre petite structure a moins de frais fixes qu’une association intercantonale.

Q12. Que pensez-vous du projet de révision de la LDEP et du régime "transitoire'?

Le modele « opt-out » proposé pour la population est une excellente idée pour améliorer la
diffusion du DEP, mais il est surtout vital que les patients utilisent leur DEP. Pour cela, il est
nécessaire de simplifier I’obtention de moyen d’identification électronique compatible DEP,
par exemple au moyen de la future identité électronique (e-ID) fédérale.

En ce qui concerne les prestataires de soins, 1’obligation de s’affilier est certes intéressante,
mais il faut avant tout que ceux-ci y voient un intérét personnel. Il est ainsi primordial que les
fournisseurs de systémes primaires (logiciels informatiques des prestataires de soins) soient
incités et/ou contraints par la Confédération a étre compatibles avec le DEP, et ce sans attendre
la future version de la loi prévue pour 2028.

Afin de réduire les cofts, il serait bénéfique pour toutes les communautés que la Confédération
opere elle-méme une infrastructure technique dédié¢e au DEP qui soit unique au niveau national.
En assurant le développement et I’exploitation d’une telle plateforme, les colits dont la
certification y relatifs seraient réduits. En paralléle, cela assurerait une interopérabilité optimale
entre les différentes communautés de Suisse, qui continueraient d’administrer le DEP dans leurs
zones géographiques.

En ce qui concerne le régime transitoire, nous sommes bien évidemment pour le principe d’un
financement a I’ouverture d’un DEP a la fois par la Confédération et le canton. Nous regrettons
toutefois le fait que cette période transitoire soit aussi longue entre la mise en consultation de
la future version de la LDEP et son entrée en vigueur effective, bien que nous comprenions que
le fédéralisme implique de lentes décisions.
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Annexe 2 : Interview de M. Rohrer
Responsable opérationnel au sein de CARA, décembre 2023.

Q1. Comment expliqueriez-vous la timide avancée du DEP en Suisse ? Y a-t-il des
obstacles juridiques a cela ? Y a-t-il d'autres obstacles que juridiques a cela ?

Fin novembre 2023, 33'500 DEP ont été ouverts en Suisse dont 19'000 chez CARA. Cette
derniére avait pour objectif d’ouvrir 20'000 DEP en 2022. Plusieurs raisons expliquent cela.

Tout d’abord, la nouveauté prend du temps.

De plus, la LDEP est utile puisque, contrairement a mesvaccins.ch ou au registre du don
d’organes, elle encadre les activités autour du DEP. Toutefois, cela implique qu’elle amene
¢galement son lot de complexités.

Enfin, concernant la décentralisation des communautés de référence, il faut savoir qu’en
Suisse, on aime décentraliser. Ce qui lie le tout c’est la loi qui est fédérale. Au lieu d’avoir 26
communautés, nous en avons 8 qui communiquent entre elles. Le patient qui ouvre chez CARA
peut voir son dossier étre consulté partout ailleurs en Suisse. Evidemment que cela améne une
complexité technique pour garantir que tout fonctionne mais il faut savoir qu’a I’époque, la
Confédération imaginait beaucoup plus de communautés mais le niveau de sécurité et de
protection des données n’aurait pas été suffisant. Entre I’ambition de 1’époque et la
concrétisation avec le temps, c’est bien différent...

Q2. Quels sont les principaux défis auxquels sont confronté.e.s les professionnel.le.s de la
santé lorsqu'ils/elles utilisent le DEP ?

Au niveau de l'utilisation du DEP, on observe une certaine résistance de la part des
professionnels de la santé car, tout d’abord, le DEP est un réel changement car le patient recoit
presque toutes les informations sur la santé et il s’agit-la de quelque chose dont on n’a pas
I’habitude en Suisse, et, de plus, en raison d’une pénurie de personnel de la santé, le passage au
DEP exige du temps que les professionnels de la santé n’estiment ne pas avoir.

S’agissant des logiciels déja utilisés par les médecins, il n’y a pour le moment aucune passerelle
possible entre le dossier médical et le DEP. Cependant, CARA aide les fournisseurs de logiciels,
notamment a ceux des HUG ou du CHUYV afin de faciliter le processus pour les professionnels
de la santé. Le but étant que ces derniers aient peu d’actions a effectuer que ce soit pour chercher
un patient dans la base de données, consulter des documents ou méme ajouter des documents.
Hormis I’ouverture du dossier quand le patient arrive, la plupart des actions seront donc
automatisées. Pour le moment, seul les HUG sont techniquement entiérement préts.

Il semblerait que certains professionnels de la santé attendent sur les patients et que certains
patients attendent sur les professionnels de la santé.

Q3. Quels sont les principaux défis auxquels sont confrontés les patient.e.s lorsqu'ils/elles
utilisent le DEP ?

Ily a le fait que le moyen d’identification électronique est difficile a acquérir. L’inscription
a I’identification électronique étant le coeur de la complexité mentionnée. Si la Suisse avait déja
une identité électronique, cela serait plus simple. A noter que I’identification électronique



exigée pour le DEP assure davantage de sécurité que lors d’une connexion pour un compte
bancaire. Dans certains cantons, le citoyen doit avoir une identité électronique pour les impots
et une autre pour la santé. Il faudrait au moins une identité cantonale et pas deux mais surtout
I’arrivée d’une identité ¢lectronique fédérale serait la bienvenue. Pour I’instant, certaines étapes
du moyen d’identification électronique sont améliorées.

De plus, des patients convaincus pourraient étre également mal regus par des professionnels de
la santé réticents.

Enfin, un gros travail d’information a faire, notamment dans les hopitaux, etc. Et pas seulement
aupres des médecins, mais aussi aupres des admissions, etc. Cela prendra du temps.

Q4. Comment les compétences sont-elles réparties entre la Confédération et les cantons ?

Le DEP, est voulu par la Confédération, mais n’impose aucune obligation aux cantons. Les
communautés telles que CARA et Mon Dossier Santé viennent des cantons.

La santé, y compris la LDEP, est de la compétence des cantons. Il y a uniquement quelques
rares aspects de la santé qui sont de la compétence de la Confédération, on pense notamment a
la LAMal ou encore la LRH.

La répartition des compétences n’est pas forcément problématique.
Enrevanche, il est clair que si la Confédération a le « lead », on attend qu’elle utilise ce pouvoir.
A 1I’époque, CHF 30mio avaient été mises sur la table pour financer les communautés, ce qui
n’est pas beaucoup. Désormais, le budget de DigiSanté s’¢léve a CHF 400mio, ce qui
financerait peut-étre en partie le DEP. Parmi les changements attendus pour le DEP, il y a donc
une proposition de financer davantage que ce qu’il y a maintenant.

CARA recoit un financement satisfaisant de la part des cantons.
QS. Comment les compétences sont-elles réparties au sein de CARA ?

CARA est une association comprenant les cantons de Genéve, du Valais, de Vaud, de Fribourg
et du Jura. Au niveau de 1’assemblée générale de 1’association, celle-ci est composés de
conseillers d’Etat tels que Mme Rebecca Ruiz. Il y a ensuite un comité de direction composé
de chefs de services chargés de la santé publique.

S’agissant de CARA, il y a tout d’abord son secrétaire général, M. Patrice Hof. Puis, il y a 3
équipes.

1. Ily al’équipe opérationnelle que je dirige. Il s’agit de s’occuper des inscriptions, des
certifications, de I’assistance, etc. En d’autres termes, tout ce qui fait « tourner la
machine ».

2. Puis, il y a I’équipe technique et sécurité qui s’occupe notamment des fournisseurs
techniques, etc.

3. Enfin, il y a ’équipe projet et innovation qui est, par exemple, en charge du plan de
soin partagé.

A cela s’ajoute encore une personne qui s’attelle a la communication.
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La communication est une taiche commune car la Confédération est censée également s’en
occuper, cela n’a pas été fait pour le moment. De plus, les Cantons, toutes les communautés de
références et les différentes institutions concernées doivent également communiquer. Dans ce
contexte, le CHUV et les HUG font office de moteur en ayant déja grandement communiqué
au sujet du DEP.

Q6. Comment expliqueriez-vous le fait qu'il n'y ait pas juriste au sein de votre équipe ?
Quels sont en particulier le role des juristes ?

CARA c’est une quinzaine de personnes uniquement, il n’y a donc pas de juristes a I’interne.
Le chef opérationnel (moi-méme) est en charge des questions juridiques et de la protection des
données, avec I’appui des juristes cantonaux. De plus, il y a une convention intercantonale sur
la santé numérique qui encadre les activités de CARA notamment au-dela du DEP.

Q7. Quelles sont les mesures de sécurité organisationnelles et/ou techniques mises en place
pour protéger la protection des données au niveau cantonal ?

L’Annexe 2 de I’ODEP-DFI définit particuliecrement bien ces mesures qui doivent étre
respectées, notamment au niveau de la protection des données. 11 faut, par exemple, étre certifié
pour étre une communauté de référence, impliquant alors qu’un certificateur vient chaque année
vérifier les différents processus, les accés (qui a acceés a quoi) et effectuer des tests de
pénétration.

Concrétement et a titre d’exemple, cela signifie que chez CARA, une ségrégation des acces est
effectuée ; on donne le minimum d’acces aux personnes, soit le strict nécessaire dont elles ont
besoin pour accomplir leurs taches. Ainsi, et contrairement a ce que 1’on pourrait penser, le
secrétaire général n’a acces a rien s’agissant des consentements, des demandes d’affiliation,
etc. Tout comme 1’équipe technique n’a pas besoin d’avoir acce€s au consentement du patient,
etc. Si je vais voir le contenu du DEP d’un patient, le systéme indique au patient que son DEP
a été consulté. Cela évite la mauvaise curiosité. CARA est tres strict la-dessus.

Les DEP sont des boites noires auxquelles on accéde uniquement si une demande d’assistance
spécifique est faite.

Q8. Comment le consentement des patient.e.s est-il géré s'agissant du DEP ?

Ily a trois étapes :
1. Le patient doit, tout d’abord, obtenir un moyen d’identification.
2. Puis, lors qu’il ouvre son DEP, son consentement sera demandé par le biais d’un
formulaire.
3. Enfin, il faut lier le moyen d’identification au DEP. Le patient recoit des codes par
courriel et SMS par CARA pour accéder a son DEP.

De plus, le patient voit qui a accéd¢ a ses documents. Par ailleurs, tous les documents ne se
trouvent pas dans le DEP, ce n’est pas possible de tout avoir, il y a uniquement les données
pertinentes. A titre exemplatif, les HUG mettent tout I”historique tandis que le CHUV ne dépose
pas de document qui remonte avant janvier 2022.

A préciser également qu’il y a toujours la possibilité pour le patient de demander son dossier
médical en dehors du DEP.
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Q9. Quelles sont les perspectives pour le DEP en Suisse ?

Nous estimons que « la mayonnaise » va potentiellement prendre car il y a de plus en plus de
patients et de professionnels de la santé qui adhérent au DEP. Il y a donc plus de documents qui
y sont insérés. Cela prend évidemment du temps mais nous voyons des choses qui tendent vers
le positif.

On essaie d’améliorer les processus, CARA dialogue notamment avec les fournisseurs
d’identité pour ce faire. La révision partielle de la LDEP pourrait aider, mais c’est surtout la
révision compléte qui pourrait également potentiellement faire avancer les choses notamment
en obligeant tous les professionnels de la santé a adhérer au DEP.

Chez CARA, les premicres perspectives seront d’intégrer les vaccins ainsi que le plan de
médication partagé (trés demandé par les professionnels de la santé) et le plan de soins partagé
au DEP. Un plan de médication partagé (PMP) contient les médicaments consommés par le
patient, on voit ce qui est prescrit et par qui, etc. tandis que le plan de santé partagé (PSP) vise
les antécédents, les différents diagnostics, les traitements, les constantes, etc. Ces derniers
seront idéalement intégrés en fin d’année 2024, tandis que les vaccins sont attendus pour début
2024.

Q10. Quelles sont les améliorations envisageables ?

La premicre réelle amélioration qui serait utile serait une amélioration au niveau de 1’identité
¢lectronique.

CARA a demandé des petites fonctionnalités au fournisseur technique qui n’ont pas été
obtenues pour le moment, notamment une fonctionnalité permettant au patient d’étre au courant
dés qu’un nouveau document déposé dans le DEP.

Q11. Je souhaiterais revenir sur le fait qu'il n'y ait pas un seul systéeme pour tous les
cantons et le fait que Neuchétel fasse jeu a part en ne s'alliant pas 2 CARA notamment.
Pourquoi cela s'est fait ainsi ? Quels sont les avantages et éventuels inconvénients a cela ?

Il ne s’agit certainement pas d’un avantage, cela améne une complexité technique
supplémentaire. Cela étant, cela n’est absolument pas un probléme majeur. En effet, Neuchatel
fait peut-&tre jeu a part mais il doit appliquer la méme LDEDP, il a le méme fournisseur technique
que CARA, le méme certificateur, etc.

Dong, en soit, ce n’est pas un probléme. Cela engendre simplement des colits en plus.
Q12. Que pensez-vous du projet de révision de la LDEP et du régime "transitoire'?

La révision partielle de la LDEP aura lieu en 2024 tandis que la révision totale est attendue pour
2027-2028.

La révision totale pourrait amener des nouveautés trés intéressantes telles qu'un systéme d’opt-
out pour les patients, I’obligation d’adhérer au DEP pour tous les professionnels de la santé ou
encore faire participer les assureurs. Selon CARA, I’obligation d’adhérer au DEP pour tous les
professionnels de la santé est une bonne chose car cela élargirait le nombre d’acteurs mais pour
cela il faut également faciliter I’acces au DEP qui est I’obstacle majeur; en effet, les obstacles
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les plus importants a I’ouverture du DEP sont liés a ’identité électronique. A ce sujet, la
nouvelle loi sur I’identité électronique serait la bienvenue. Cependant, selon CARA, ce n’est
pas une bonne idée de mettre les assureurs-maladie dans la boucle.

Le dernier constat est que s’agissant de santé numérique, on s’apergoit que les jeunes sont a

I’aise avec les outils numériques mais ils n’ont pas besoin de santé, et ¢’est I’inverse pour les
personnes plus agées. La moyenne d’age est 56 ans parmi les patients ayant un DEP CARA.
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Annexe 3 : Interview de M. Laurent Wehrli
Conseiller national membre du Parti libéral-radical (PLR), 8 avril 2024.

Q1. En décembre 2018, vous avez déposé un postulat chargeant le Conseil fédéral « de
recenser les mesures prises et encore a prendre pour accélérer la mise en ceuvre du DEP
et promouvoir sa pleine utilisation ». Et cela a offert un véritable ¢lan avec pour réponse
un rapport encourageant du Conseil fédéral. Pourtant, il semblerait que cet élan n’ait pas
duré car nous voyons que, plus de 5 ans aprés votre postulat, le succes du DEP est encore
timide. Comment expliquez-vous cela ? Quelle est votre opinion sur I'état actuel du
déploiement du DEP en Suisse ?

Tout d’abord, avant de m’exprimer, je tiens a préciser que mes propos sont personnels, je ne
représente pas I’entier du Parlement, ni mon parti.

Je suis mécontent. Les progres sont lents, nous n’avangons pas assez rapidement sur le DEP.
Parfois, j’ai méme le sentiment que le Parlement avance plus rapidement que les acteurs
concernés, cela me navre. Il y a trés peu de professionnels qui sont sur le DEP, quelle que soit
la variante ou la communauté de référence. Les médecins ne sont pas enclins a y participer, et,
en méme temps, pourquoi devraient-ils le faire (intérét) ? J’entends également beaucoup de
patients qui y seraient potentiellement intéressés mais qui ont été dissuadés par leur médecin
qui n’est pas sur le DEP. Donc comment fait-on ?

Q2. Quels sont, selon vous, les principaux défis ou obstacles rencontrés actuellement dans
la mise en cuvre du DEP ? Quelles sont les questions sensibles/les points conflictuels
discutés actuellement au sujet du DEP au sein du Parlement ?

Il y a quelques obstacles principaux a considérer qui font que les professionnels de la santé ne
veulent pas participer au DEP.

Tout d'abord, il y a un frein face a I’informatique pour certains praticiens qui sont habitués a
tenir leurs dossiers a la main, ce qui complique la transition vers un systéme numérique car ils
ne voient pas I’intérét du DEP. Ce qui est dommage car la reprise des dossiers est compliquée
dans ce cas, il faut déchiffrer 1I’écriture de son prédécesseur, etc.

Pour ceux qui ont déja un dossier informatisé, je pense également qu’il y a une peur que je
peine a comprendre, la peur de partager des informations, associée a la crainte des erreurs
humaines qui seraient dévoilées, et cela constitue également un obstacle majeur. Alors qu’il
suffit de reconnaitre que I’erreur est humaine et normale, que les situations cliniques varient,
que la médecine n’est pas une science totalement exacte, qu’on apprend de nos erreurs, etc. ce
qui, a mon avis, tout un chacun peut entendre. Je ne vais pas blamer le médecin, il faut étre
conscient de la complexité du corps humain et que toutes les situations médicales sont
différentes, que des erreurs peuvent arriver.

Ensuite, il y a probablement un frein en lien avec le statut des professionnels de la santé ou
certains praticiens qui sont souvent mis sur un piédestal de « celui qui sait » et considerent que
le fait de partager des informations et leur savoir pourrait réduire leur « grandeur ».

De plus, il y a un frein technique par rapport au systéme, soit le fait que l'interopérabilité des
systémes informatiques de santé ne fonctionne pas pour le moment car pour le moment, & ma
connaissance, seuls Post Sanela et Abilis permettent officiellement une interopérabilité, ce qui



rend difficile de percevoir les avantages de passer au DEP que ce soit pour les patients ou pour
les professionnels. J’ai effectivement interpellé¢ le Conseil fédéral sur ce sujet car tant que cela
n'est pas fonctionnel, il n’y a aucun intérét a avoir le DEP. En effet, I’intérét de celui-ci réside
notamment par le fait que, par exemple, la radiographie que j’ai faite il y a deux semaines puisse
étre retrouvée si par exemple je fais un accident a 1’autre bout de la Suisse, que le médecin a
I’hopital puisse retrouver la radiographie. Potentiellement, il n’aura pas besoin d’en refaire une
ou alors il en refait une pour effectuer des comparaisons. Le but est donc de gagner du temps,
gagner de la certitude, voire de faire des économies. Je le fais dans cet ordre car bien que cela
puisse potentiellement conduire a des économies, cet aspect n’est pas le plus important. I1 faut
déja que cela soit utile en termes de gain de temps et de soins plus slrs en évitant des erreurs
médicales.

Au vu de tous ces obstacles, comment veut-on que cela fonctionne alors qu’on y a déja mis de
I’argent ? Des montants importants et on vient de remettre CHF 30mio. Contrairement a mon
parti, j’ai voté pour ces CHF 30mio car j’étais convaincu que c’est nécessaire dans la phase
dans laquelle nous sommes mais je ne suis pas encore convaincu que cela suffira. C’est une
petite marche d’escalier mais cela ne va pas tout régler. Nous dépensons beaucoup d’argent la-
dessus.

Comme vous le savez, je suis au Conseil d’administration d’Abilis et, dans le cadre de cette
activité, je me suis demand¢ pourquoi on ne prendrait pas le DEP suédois qui a 1’air de
fonctionner a plusieurs niveaux et qu’on ne regrouperait pas les vaccins, la carte santé, etc. Il
s’utilise chez le médecin, chez le pharmacien. C’est un systéme ou on peut faire des demandes
de rendez-vous en ligne car il y a I’accés a 1’agenda du médecin. J’ai également entendu (il
faudrait se renseigner pour en étre slir) que le systéme permettait de connaitre le temps d’attente
aux urgences en « live », voir quel hopital est moins chargé qu’un autre. La-bas, les patients
ont tout intérét a utiliser ces systemes. Non seulement cela facilite la vie du médecin en termes
de temps, de sécurité et de facturation, mais cela apporte également des avantages considérables
aux patients.

C'est quelque peu caricatural mais j’ai le sentiment que nous avons fonctionné a I’envers, nous
avons d’abord posé la loi pour ensuite regarder si cela plaisait et intéressait les gens. C’est
caricatural, ce n’est pas tout a fait vrai ou juste du point de vue chronologique. Il faut nuancer
mon propos. Il y avait vraiment une volonté d'incitation avec la loi mais & mon sens, la loi n’est
justement pas assez incitative. Je suis trés fédéraliste et je n’ai aucun probléme a ce qu’il y ait
plusieurs communautés mais il faut impérativement qu’elles soient en interopérabilité.

Q3. Quelles mesures supplémentaires devraient/pourraient étre envisagées, notamment
au niveau politique ?

Je ne suis pas certain que cela reléve du domaine politique désormais. A présent, le monde
professionnel et technique doit entrer en jeu, c’est de 1a que doivent venir les améliorations.
Dans le cas du DEP, avec la loi, ses révisions, les réponses a mon postulat, etc., on voit que le
niveau politique a été plutot réactif @ mon sens, ce qui n’est pas toujours le cas en Suisse.

Q4. Que pensez-vous du fait que Neuchatel fasse cavalier seul et ne soit pas intégré a Cara
contrairement a tous les autres cantons de Suisse romande ?

Pour moi, il est fondamental lorsqu’un canton, pour quelconque raison, voit un intérét
spécifique a un systéme indépendant, je n’ai pas a juger de cela. Personnellement, je ne le vois
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pas encore, mais je respecte cette décision. Cependant, il est clair qu'une interopérabilité est
primordiale dans tous les cas.

Je suis fédéraliste mais certaines questions doivent rester de 1’ordre du fédéral, on pourrait
imaginer cela pour le DEP. Cela est discuté mais il y a un blocage significatif de la part
notamment de CARA en raison des investissements consentis par les cantons. Si la
Confédération disait aujourd’hui qu’elle rembourse tous les investissements aux cantons de
CARA pour faire un systéme suisse, je suis persuadé que les cantons accepteraient. Il y a, en ce
moment, des débats entre la centralisation et la décentralisation du DEP dans un cadre ou sans
cadre, mais il faudrait voir les prochaines discussions écrites. En cas de centralisation, il va
donc falloir trouver des solutions pour satisfaire les cantons.

Q5. Le Parlement vient trés récemment d’accorder le financement transitoire de 30
millions de francs lors d’un vote final apres de nombreux débats. Quelle est votre position
la-dessus, notamment sur le fait que ce financement soit conditionné a la « contrainte »
des professionnel.le.s de s'affilier 2 une communauté ou 4 une communauté de référence
certifiée dans les trois ans ? Et plus largement, que pensez-vous de cette révision partielle
de la LDEP ?

Nous I’avons déja un peu abordé plus haut. Je peux ajouter que le probléme est que nous avons
lancé un processus en établissant des lignes directrices qui ne sont pas respectées par les
plateformes actuellement. L'interopérabilité n'est pas réalisée par toutes les communautés, alors
que faire ? Qui va faire quoi, quand, comment ? Cela fait 5-6 ans qu’on a le DEP, on voit que
ca ne marche pas. Une solution serait peut-étre de conserver uniquement les deux plateformes
qui sont réellement interopérables mais cela ne satisfera pas les cantons qui ont investi de
I’argent dans le projet.

Comme la résistance au DEP est plus forte du monde de la santé que chez les patients. Au
Parlement, on s’est dit « Mais on donne cet argent pour qui, on le fait pour qui ? ». Aux patients
et aux professionnels de la santé. Donc, c’est un message aux professionnels de la santé pour
leur dire que maintenant il va falloir s’y mettre. D'un point de vue libéral, il n'y a pas de
probléme a obliger les professionnels de la santé a s’affilier au DEP c’est une condition pour
pouvoir facturer a charger de I’AOS. Tout comme le serait une autorisation a pratiquer.
Idéalement, il aurait fallu que les professionnels de la santé le comprennent d’eux-mémes que
c’était nécessaire, utile d’utiliser le DEP. Ce dernier ne pourra fonctionner que si tout le monde
s’y met.

Q6. Le projet de I’identité électronique (e-ID) est actuellement discuté au Parlement.
Celle-ci supprimerait un obstacle majeur pour les patient.e.s qui désirent ouvrir un DEP.
Qu’en pensez-vous ?

Je ne suis pas un technicien mais je suis en faveur de la simplification pour le patient qui est
souvent un citoyen. Je suis donc pour I’identité électronique, d’ailleurs j’étais déja pour celle-
ci dans sa forme initiale (gérée par une entreprise privée). C'est une bonne idée et cela est en
accord avec la numérisation de la vie.

L'utilisation de I'identité électronique pour les démarches administratives telles que la poste, les
impdts, etc., est une option intéressante. Donc cela pourrait également servir au DEP.
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Si l'utilisation de l'identité électronique facilite l'inscription au DEP, alors nous devrions
I’utiliser. Il est aberrant qu’aujourd’hui I’identification électronique dans le DEP prenne
beaucoup de temps. Un processus d'inscription devrait étre plus rapide, par exemple en scannant
le passeport ou en utilisant justement ’identité électronique.

Quant a la sécurité des données sur le darknet, ce n'est pas une préoccupation. La protection de
la vie privée est cruciale mais des données sont déja accessibles sur des plateformes comme
Facebook, et on ne sait pas ou vont ces données. Pourtant, l'inscription au DEP prend beaucoup
plus de temps (20-25 minutes) qu’une inscription sur un réseau social. Ce n’est pas tout a fait
comparable, j’en suis conscient, il est essentiel de protéger les données sensibles que sont les
données médicales. C’est également primordial que le secret professionnel soit préserve.

Les procédures pour accéder aux comptes bancaires, au compte CFF, etc. simplifient la vie des
deux cotés. Par exemple le client de Postfinance peut faire ses paiements de manicre autonome
ce qui fait qu’il n’y a pas besoin d’aller au guichet de la Poste, ainsi le postier peut effectuer
d’autres taches. Alors, pourquoi ne peut-on pas en faire autant dans le domaine de la santé ? Il
y a des inquiétudes concernant la sécurité des données sensibles, et il est important de renforcer
cette protection (sécurité¢ des données et de leurs transferts) sans pour autant compromettre
'accessibilité. Pour l'instant, cela semble étre un échec.

Q7. Ne pensez-vous pas qu’il faudrait impliquer davantage les professionnel.le.s de la
santé et les patient.e.s dans le processus de développement et d'utilisation du DEP ?

Il est essentiel d'impliquer les professionnels de la santé dans le processus. Certains d'entre eux
sont tres réticents a toute forme de numérisation de la santé. Pour les autres, ils considérent que
le DEP n’est pas suffisamment interactif et voient 1’outil comme une collection de PDF, je
pense qu’il ne faut pas réduire le DEP a cela mais ce n’est pas tout a fait faux. Les premicres
versions étaient ainsi, maintenant il y a beaucoup plus d’interactions et c’est encourageant. Mais
c’est vrai que maintenant il faut qu’il y ait beaucoup plus de dynamise, de facilitation d’acces,
de compréhension, de connaissance.

Encore une fois, je pense que nous devons simplifier les choses et nous inspirer de ce qui
fonctionne ailleurs. Nous devons sortir de 1'attitude de I'autruche, comme si nous étions les seuls
a travailler sur le DEP, et adopter les bonnes idées provenant d'ailleurs.

Q8. Quelles sont vos priorités en matiére de développement futur du DEP et comment
comptez-vous les promouvoir au sein du Parlement ?

Nous I’avons déja un peu abordé plus haut. Pour moi, il est essentiel de rendre cet outil en un
instrument pratique pour ce que 1’on veut en faire. C’est comme un marteau, sans manche il ne
sert a rien, on ne va pas [’utiliser. Ici, il faut revenir a ce que 1’on veut faire du DEP, ce qu’est
le DEP. C'est un outil informatique congu pour faciliter le quotidien, améliorer la santé des
patients et soutenir le travail des professionnels de la santé. Cela ne me parait pas impossible a
atteindre. Le jour ou le DEP aidera véritablement les différents acteurs dans leur quotidien, il
n'y aura plus de discussions. Que ce soient les patients ou les professionnels de la santg, ils
utiliseront évidemment le DEP.

Ce que nous recherchons, c'est la facilité et la flexibilité. Nous voulons un outil, pas un objet

idéalisé accroché a un mur dans une salle avec une vitre de protection tel un tableau de maitre.
Il est temps d’en faire réellement usage. Tout comme lorsqu'un hopital remplace un appareil
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IRM on ne se pose pas mille questions, il ne devrait pas y avoir autant d’interrogations pour le
DEP.

Le DEP n'est pas la solution ultime, mais simplement un outil. Il ne faut pas 1’idéaliser a tel
point qu’il devient inatteignable. Il faut revenir a 1’outil, un outil qui devra rendre service. Nous
devons mettre en place les protections et cauteles nécessaires pour faire fonctionner cet outil,
bien str. Il s'agit d'un défi technique, mais il n’est pas insurmontable.

Q9. Que pensez-vous du projet de révision (totale) de la LDEP ?

Pour moi, tant sur le point de vue 1égal que du point de vue opérationnel, les améliorations que
I’on tente de faire ne sont pas convaincantes. Elles ne rendent pas le DEP plus attrayantes.

Nous sommes en processus d'avancement avec les révisions, ce qui n'est pas aussi simple qu'il
n'y parait, j’en suis conscient. Nous devons absolument faire du DEP un outil. Nous cherchons
une perfection avant de vraiment utiliser 1’outil alors que nous pourrions déja commencer par
la « bobologie » et employer le DEP pour ces cas concrets. Prenons la loi de Pareto qui affirme
que 80 % des résultats proviennent de 20 % des actions, commengons déja alors par atteindre
ces 80% sans attendre la perfection immédiate. Nous avons peut-étre cherché a atteindre la
perfection avant de mettre en ceuvre le systéme. Peut-étre aurions-nous dii commencer par
impliquer d'abord les généralistes, les pharmaciens et les patients dans un systéme 1 trés simple,
puis dans un systeme 2 ¢élargir aux spécialistes, par exemple. Mais on ne peut pas refaire le
passé. Nous ne sommes pas beaucoup a dire cela donc je n’ai pas le sentiment que la révision
totale de la LDEP aille dans ce sens.

Si nous parvenons a faciliter tout cela, nous rendrons un grand service a tous les acteurs
concernés. Il faut vraiment que le DEP facilite les choses, par exemple, il faut qu’a la suite de
la consultation médicale, la facture a 1’assurance puisse facilement étre générée et envoyée a la
caisse d’assurance et que 1’ordonnance des éventuels médicaments soit envoyée directement a
la pharmacie et le patient n’a plus qu’a aller les récupérer. La boucle fonctionnerait dans ce cas,
les retours seraient positifs et les engagements pour aller plus loin seraient lancés.

La révision totale de la loi ne s'inscrit pas nécessairement dans cette perspective. Nous avons
pris une direction spécifique, avec des dizaines de millions investis sans retour concret jusqu'a
présent. Si nous décidons maintenant que la Poste (CARA utilise d’ailleurs la plateforme
technique développée par la Poste) et Abilis seront désormais les seules plateformes, cela va
étre compliqué, les cantons ne seront pas satisfaits car ils ont investi des millions. Donc, nous
retombons, encore une fois, sur une question financiere.

Nous pourrions, au contraire, envisager plusieurs communautés fonctionnant de maniere
fédéraliste, créant ainsi une dynamique concurrentielle. C’est la direction vers laquelle nous
nous dirigeons. Dans ce cas, est-ce que le probléme réside dans la loi ? Est-elle suffisamment
dirigiste ?
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Q10. En septembre 2023, vous aviez interpellé le Conseil fédéral au sujet de
P’interopérabilité des communautés entre les plateformes qui n’est toujours pas établie,
aujourd’hui, en mars 2024. Les communautés semblent avoir décidé de privilégier la
protection des données. En Suisse romande, seule Post Sanela est interopérable mais un
défaut de tracabilité a été divulgué dans les médias récemment. Que pensez-vous de tout
cela ?

Nous I’avons abordé¢ dans les autres questions, 1'interopérabilité reste un défi crucial a relever. 11
faut absolument régler cette problématique, quelle que soit la solution choisie.

Q12. A votre avis, quelles sont les autres améliorations nécessaires au DEP pour qu’il ait
enfin le succes escompté ?

Comme mentionné précédemment, prenons l'exemple suédois qui a I’air de fonctionner.
Pourquoi ne pas nous en inspirer ?
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